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Advances in Military Personnel Selection 
(STO-TR-HFM-290) 

Executive Summary 
Human capital and human resource systems that produce human capital (e.g., personnel selection, training) 
are important elements of an organization’s ability to adapt to change. Yet, such processes must also remain 
responsive to change in order to remain efficient and effective. In this report, we explore topics within the 
umbrella of personnel selection, to identify current trends, challenges, and developments in the field. 
We focus on three specific areas that have significance in today’s defence context: integrity, 
online/computerised testing, and diversity. 

Given the breadth of each topic area, three sub-groups of participating nations with an interest in a particular 
topic were formed within this Research Task Group. Each sub-group identified and outlined specific areas that 
were explored by the group, based on an understanding of current needs, challenges, or requirements of their 
respective organizations. The resulting output for each topic is documented in separate sections of this report. 

With respect to integrity, this report provides insight into the history of integrity testing in the military; 
examines the current state of integrity testing practice and research across participating nations; summarizes 
commercial integrity tests and emerging approaches to assessing integrity; and provides a framework for 
defining integrity in the military for the purposes of its assessment in military personnel selection. On the 
topic of online/computerised testing, this report examines the selection testing practices of participating 
nations, in addition to exploring psychosocial factors, testing security challenges, options for online test 
administration, and the benefits to personnel selection that can result from technology implementation. In the 
area of diversity, this report explores the concept of diversity; outlines fairness and inclusivity considerations 
in personnel selection practices; and explores neurodiversity initiatives within defence. 

All three topics (i.e., integrity, online/computerised testing, and diversity) are especially relevant to the 
defence context. The selection of individuals with the propensity to act with integrity is important to military 
personnel selection practices because public confidence and trust are paramount to the effectiveness of the 
Armed Forces. To ensure competitive advantage in the recruitment of top talent, military personnel selection 
testing practices must also appeal to technologically savvy labour markets, while embodying the principles 
and fairness and inclusivity as these markets become increasingly heterogeneous in demographic 
(e.g., ethnicity) and non-demographic (e.g., language) factors. In summary, this report draws upon the 
current state of practice and research to raise awareness of and provide guidance on topics that deserve 
consideration in military personnel selection. 
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Progrès dans la sélection du personnel militaire 
(STO-TR-HFM-290) 

Synthèse 
Le capital humain et les systèmes de ressources humaines qui produisent le capital humain (par exemple, 
la sélection du personnel et la formation) sont des éléments importants de la capacité d’une organisation 
à s’adapter au changement. Cependant, ces processus doivent également réagir au changement afin de rester 
efficaces et rentables. Dans le présent rapport, nous étudions des sujets se rattachant à la sélection 
du personnel, pour identifier les tendances actuelles, les défis et les évolutions dans ce domaine. Nous nous 
concentrons sur trois domaines spécifiques qui ont de l’importance dans le contexte actuel de la défense : 
l’intégrité, les tests en ligne/informatisés et la diversité. 

Étant donné l’étendue de chaque domaine, trois sous-groupes de pays participants éprouvant de l’intérêt pour 
un sujet particulier ont été constitués au sein du présent groupe de recherche. Chaque sous-groupe a identifié 
et décrit les domaines spécifiques qui l’intéressaient, en fonction de la compréhension des besoins, défis 
ou exigences actuels des organisations concernées. Le résultat est documenté pour chaque sujet dans 
une partie distincte du présent rapport. 

Au sujet de l’intégrité, le présent rapport expose l’histoire des tests d’intégrité dans le domaine militaire, 
examine l’état actuel de la pratique et des recherches sur les tests d’intégrité dans les pays participants, 
résume les tests commerciaux d’intégrité et les approches émergentes d’évaluation de cette dernière 
et fournit un cadre de définition de l’intégrité dans le domaine militaire afin de permettre son évaluation 
pendant la sélection du personnel militaire. À propos des tests en ligne/informatisés, le présent rapport 
examine les tests de sélection pratiqués par les pays participants, en plus d’explorer les facteurs 
psychosociologiques et de tester les défis de sûreté, les options d’administration des tests en ligne et 
les avantages pour la sélection du personnel qui peuvent découler de l’application de la technologie. Dans 
le domaine de la diversité, le présent rapport étudie les concepts de diversité, décrit les considérations 
d’équité et d’inclusivité dans les pratiques de sélection du personnel et explore les initiatives 
de neurodiversité au sein de la défense. 

Les trois sujets (intégrité, tests en ligne/informatisés et diversité) sont particulièrement pertinents dans 
le contexte de la défense. La sélection d’individus ayant la propension à agir avec intégrité est importante 
dans les pratiques de sélection du personnel militaire, parce que la confiance du public est primordiale pour 
l’efficacité des forces armées. Afin de garantir l’avantage concurrentiel dans le recrutement d’éléments 
de valeur, les pratiques de test de sélection du personnel militaire doivent également faire appel aux marchés 
du travail exploitant les nouvelles technologies et incarner les principes, l’équité et l’inclusivité, car 
ces marchés sont de plus en plus hétérogènes sur le plan démographique (par exemple, l’origine ethnique) 
et non démographique (par exemple, la langue). En résumé, le présent rapport s’appuie sur l’état actuel 
de la pratique et des recherches pour sensibiliser le lecteur et lui prodiguer des conseils sur des sujets qui 
méritent d’être pris en considération pendant la sélection du personnel militaire. 
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Chapter 1 – AN INTRODUCTION TO ADVANCES 
IN MILITARY PERSONNEL SELECTION 

Wendy Darr and Elliot Loh 
Department of National Defence 

CANADA 

1.1 BACKGROUND 

It is well-known among management and organisational scholars that organisations must respond and adapt to 
an ever-changing environment in order to remain effective or to maintain competitive advantage. Military 
organisations are no exception; they are complex adaptive systems that evolve in response to their environment 
to survive [22]. Changing national and/or international social, economic, and/or geo-political landscapes are 
environmental factors to which military organisations must respond. These responses are often reflected in a 
nation’s defence priorities and strategies. For example, the Australian Defence Force’s (ADF) 2016 Strategic 
Outlook highlights its proposed response over the next few decades to environmental uncertainty, which 
includes security challenges and economic and political shifts in power in the Indo-Pacific region [1]. In doing 
so, it ensures that the future ADF remains “potent, agile and ready to respond” (p. 2). Similarly, Canada’s 
defence policy reflects its long-term vision and response to changes in the world [12].  

Organisational adaptability, defined as the extent to which an organisation responds to and adapts to changes in 
its environment [20], is dependent on many organisational elements, one of which is its people. People are the 
basic element of all organisations, and the extent to which they are positioned to interpret and respond to change 
is an important determinant of organisational adaptability [21]. In Ployhart and Turner’s [20] model of 
organisational adaptability, human capital resources is one of four components at the microfoundation of 
organisational adaptability; human capital resources, in turn, emerge from individual knowledge, skills, abilities, 
and other attributes (KSAOs). Another component is the organisation’s human resources systems (e.g., selection, 
training, compensation) that comprise the policies and processes that facilitate the emergence of human capital 
resources from individuals’ KSAOs. Of these various systems, personnel selection processes are vital to the 
emergence of human capital resources [19]. Not surprisingly, in support of the United States Army’s 
transformation to its Future Force, significant efforts were dedicated to initiatives pertaining to the selection of 
future entry-level soldiers to ensure that the Army selects and classifies those with the KSAOs required to 
successfully perform in a transformed Army [10]. 

In this NATO Research Task Group (RTG-290), efforts were focussed on topics pertinent to military personnel 
selection. Although prior NATO STO activities have examined personnel selection, those efforts were directed at 
the selection practices of specific sub-groups such as Special Operations Forces (HFM-17 [RTG]; 2008 ‒2012) and 
Officers (HFM-032[RWS]; 1999 ‒ 2001). Their resulting reports do not capture emerging challenges, trends, or 
developments in the field of personnel selection as they relate to current defence priorities. In this RTG, we 
examined three topics of relevance to military personnel selection in today’s context: integrity-related assessment 
online/computerised testing, and diversity. At the outset, the objectives of this RTG were to: 

• Identify military personnel selection and assessment issues/challenges experienced by nations,
especially in areas pertinent to integrity-related assessments, online/computerised testing, and diversity;

• Identify current approaches/strategies used in nations to the deal with the identified issues/challenges;
and
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• Identify best practices and emerging trends in selection and/or assessment tools, processes, or strategies 
as they pertain to integrity-related assessments, online/computerised testing, and diversity in military 
selection. 

Given the breadth of each topic area, three sub-groups were formed within this RTG, based on participating 
member interests. The resulting work of each sub-group is documented in separate sections of this report. Below, 
we provide a brief overview of the relevance of each topic area to the field of personnel selection, as well as their 
significance to the defence priorities and strategies of many nations.  

1.2 RELEVANCE OF TOPICS 

A scientometric study that used text mining software to comb patent and publication repositories for subject areas 
published in the personnel selection domain between 2007 and 2017 revealed the three topics of interest to this 
RTG (i.e., integrity-related assessment, online/computerized testing, and diversity) to have research and 
development (R&D) momentum worthy of interest [3]. Using an R&D momentum indicator (based on publication 
count and publication growth), Culhane and Soles [3] grouped subject areas into four quadrants (established, hot, 
emerging, and brand new or declining). Subject areas pertaining to online testing (e.g., online tests, unproctored 
testing, computer adaptive testing, gamification) were grouped in the emerging topics quadrant. In other words, the 
number of publications in this area increased over the years, with a larger concentration in the area of online 
screening as well as faking or cheating on tests. Also included in the emerging topics quadrant were areas pertinent 
to diversity (e.g., discrimination, gender differences in selection or testing contexts). Publications in this area 
pertained to differential treatment of, or the influence of, applicant attributes such as age, ethnicity, gender, or 
appearance on selection outcomes. Finally, the subject of integrity was grouped in the hot topics quadrant, 
indicating a rapid number and growth of publications over the years. Publications on this subject pertained to 
validity examinations of mostly personality-based integrity tests in predicting counterproductive work outcomes. 
Together, these findings highlight a growing research interest in the three aforementioned areas. Below, we further 
illustrate the relevance of each area to the priorities of defence organisations, and briefly describe the outputs 
produced by this RTG as reflected in various chapters of this report.  

1.2.1 Integrity-Related Assessments 
Military organisations are often described as having a dual responsibility, internally (to their personnel) and 
externally (to the public; [23]). As such, public and personnel confidence and trust are paramount to the 
effectiveness of the Armed Forces. However, this trust can be easily eroded with reports of corruption and 
misconduct in military organisations. A survey of NATO member and partner defence establishments 
undertaken by Transparency International, a United Kingdom Security and Defence program, found 
vulnerability to corruption to be quite high across 32 NATO operations [11]. The report also indicated that only 
four out of 22 nations addressed corruption in their respective doctrines. Sexual misconduct and discrimination 
are also issues that plague the militaries of several nations (e.g., Refs. [9], [4], [14]). Consequently, a NATO 
initiative called Building Integrity is presently directed at identifying good governance policies and structures to 
improve transparency and accountability [15]. A related output called the Allied Command Operations (ACO) 
Handbook about building integrity in operations discusses integrity at various levels, such as political, 
organisational, and personal [15]. For instance, at the personal level, the Handbook outlines the role of military 
leadership in establishing accountability by leading by example; however, being macro in focus, the book does 
not discuss personnel selection requirements (i.e., the need to select leaders most likely to lead by example). 
To yield a critical mass of personnel who, for example, demonstrate integrity in the workplace, requires the 
selection of individuals with the necessary KSAOs that are linked to integrity (cf., Ref. [19]).  
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Aligned with efforts to build integrity in defence, the output yielded by this RTG provides a brief look into the 
history of integrity testing in the military and examines the current state of integrity testing practice and research 
across participating nations. It also provides insight into various commercially used and emerging approaches to 
assessing integrity. Finally, the report sheds light on varied conceptions of integrity, and provides a framework for 
defining integrity to facilitate consistency in how it is conceptualised and should be assessed in personnel selection. 
Part I of this report contains Chapters 2 through 5 that focus on the topic of integrity-related assessments.  

1.2.2 Online/Computerised Testing  
The relevance of online testing to defence is reflected in an increasing focus on technological advances in the 
capability development plans of the European Defence Agency [5]. The modernisation of its business processes 
is also a defence priority for Canada [12]. Relatedly, with respect to recruitment and selection, the Canadian 
Armed Forces has focussed on e-recruiting techniques and strategies that pivot on advanced technologies [2]. 
This RTG focussed on online testing and the application of technological advances in personnel selection testing 
and processes. The selection practices of organisations can influence organisational brand image, which in turn, 
influences competitive advantage [19]. For example, high-tech companies will often leverage innovative 
technologies in their recruitment and selection processes because it portrays an image that is consistent with their 
brand, and consequently attracts top talent [19]. Given that future labour markets will comprise an increasing 
proportion of Generation Z individuals who have been exposed to the internet since birth, and are extremely 
familiar and dependent on technology (e.g., Refs. [6]; [16]), technology will play an important role in the 
personnel selection practices of organisations in attracting and selecting this generation.  

The incorporation of advanced technologies for test administration also affords far greater flexibility in how 
assessments are administered, thereby opening opportunities for both developing innovative personnel selection 
approaches and revamping traditional ones. The adoption and integration of technology to advance personnel 
selection processes, however, requires the careful consideration of a range of factors that could impact the 
psychometric efficacy of the assessments. Therefore, in addition to exploring the online selection testing 
practices of military nations participating in this RTG, a range of pervasive issues including test security, 
test-taker authentication, cheating in unproctored testing conditions, as well as psychosocial issues and 
technology options for online test administration are also reviewed. Potential resource requirements for the 
implementation of advanced online assessment technologies are also detailed in relation to possible benefits 
afforded by the technology implementation. Altogether, these chapters provide a comprehensive overview of 
advanced online testing approaches available for implementation in military personnel selection. Part II 
(Chapters 6 through 12) is dedicated to topics pertaining to online/computerized testing. 

1.2.3 Diversity 
Diversity, which pertains to real or perceived heterogeneity resulting from demographic (e.g., race, age) and 
non-demographic (e.g., religion) factors, remains a long-standing and complex human resources management 
issue for military leaders [18]. Although some nations approach diversity as a response to legislation in meeting 
certain requirements [7], there is an increasing recognition of the value of diversity to military effectiveness. 
In highlighting the imbalance of women in the military, for example, Hörst, Mattox, and Groenendaal [8] 
discussed the value of having more women in military missions to bolster public trust and local community 
engagement. The impetus for the United Kingdom’s diversity and inclusion strategy is also articulated in terms 
of operational effectiveness [13]. In a policy brief of the German Marshall Fund of the United States, which aims 
to strengthen trans-Atlantic cooperation on global challenges, all members and partners of the European Union 
and NATO are called to increase attention, pressure, and accountability to encourage diversity and inclusion at 
all military levels [8].  
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With increased global migration, diversity within countries has increased over the decades, as suggested by a 
survey of 27 nations, including North American, European, and Asia-Pacific countries [17]. The labour markets 
of North American, European, and Asia-Pacific countries will continue to become more heterogeneous in terms 
of their demographic (e.g., ethnicity, sex, age) and non-demographic (e.g., language, religion, sexual orientation) 
composition (cf., Ref. [17]). Given this reality, entry-level military selection processes must be positioned to 
facilitate, rather than hinder, a military’s diversity efforts. This RTG explored the concept of diversity, 
examining specific considerations that must be given to personnel selection practices to ensure fairness and 
inclusivity to all applicant groups. It also explored the concept of neurodiversity, an emerging area within the 
field with further implications for personnel selection practice within defence. Chapter 13 in Part III of this 
report discusses issues that pertain to diversity and personnel selection.  

1.3 CLOSING REMARKS 
In its coverage of three areas (integrity, online testing, and diversity), this report represents a comprehensive 
resource on topics that are highly relevant to personnel selection, particularly in the defence context. Drawing 
upon the current state of practice and research, the report is intended to raise awareness or provide guidance on 
issues that must be given consideration when designing selection systems to incorporate integrity-related 
assessments, online/computerised testing, or to ensure fairness for diverse groups.  
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CANADA 

2.1 INTRODUCTION 

“Man is the first weapon of battle. Let us study the soldier for it is he who brings reality to it.” 

Ardant Du Picq ([23], p. 44) 

Designed to predict “counterproductive workplace behaviour” ([72], p. 57) integrity testing is the latest stage 
in the long and rich history of personality testing in the military.1 A controversial field, it has nonetheless 
become an essential part of life in the armed forces over the past hundred years. This chapter will provide a 
historical overview of developments in the field that have contributed to the current integrity-based orientation of 
testing. For the purposes of this piece, personality testing will be defined as psychological testing methods that 
seek to measure specific traits or characteristics as a means to predict future behaviour and/or performance 
([68], pp. 71-83).  

Personality testing has had a far-reaching impact on militaries around the world. In light of this consideration, 
this chapter will examine three countries, namely: Canada, the United Kingdom, and the United States. The 
choice of countries reflects both the accessibility of source materials in English and the significant influence that 
each nation has had internationally, particularly the United States. Reflecting on the past century, it seeks to 
answer three fundamental questions. First, what factors motivated and contributed to military investment in 
personality testing? Second, what results were achieved and how did testing practices evolve over time? Finally, 
and most importantly, what historical lessons can the defence scientific community derive that can be applied to 
future development?  

To best answer these questions, the chapter will explore the origins of the military’s interest in psychometric 
testing during the First World War (1914 ‒ 1918) and what factors contributed to the dramatic expansion of 
psychological screening during the Second World War (1939 ‒ 1945). This will be followed with a look at the 
reasons why investment in personality testing continued to increase during the Cold War, despite the 
questionable results achieved over the preceding decades. In addition, it will examine the research conducted at 
the height of the Cold War, when personality testing became a better integrated element of the military personnel 
system. This includes dissecting the rationale behind the negative orientation of screening methods and the 
socio-cultural considerations that informed this theoretical focus. Finally, I will reflect on how the failure to 
design accurate and consistent methods to screen out maladaptive traits and the development of new theories of 
personality ultimately drove a reorientation of testing methods.  

2.2 PERSONALITY TESTING (1914 ‒ 1945)  

Modern personality testing has its origins in the late nineteenth century, when scholars first began to devise 
“explicit experimental procedures for measuring psychological attributes” ([13], p. 4). Much of this early work 

 
1 Please note that integrity testing can be defined in a variety of ways and the conception used here reflects that used by the 

remaining authors in this report.  
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centred on assessing school children in growing national education systems and workers in increasingly complex 
industrial enterprises [52]. Military forces only began to adopt similar methods decades later, as mobilisation for 
the First World War began [13]. The grinding reality of attritional warfare necessitated the rapid recruitment of an 
unprecedented number of untrained civilians. Moreover, these same enlistees had to be allocated to appropriate 
roles across the armed forces as quickly as possible. The scale of mobilisation efforts was vast. The United States 
alone deployed close to three million service personnel overseas [41]. Meanwhile, Britain and its Dominions raised 
nearly four million soldiers and labourers from 1914 to 1918 [53]. Inefficient use of valuable manpower was both 
financially wasteful and could result in costly defeat on the battlefield. As University of Virginia historian Erik 
Lunstrum has so cogently argued, psychological testing “helped to meet a daunting logistical challenge” [45].  

The United States military developed some of the earliest screening and selection instruments [36]. Total war 
stimulated the rapid expansion of the existing recruitment apparatus and the development of innovative 
psychometric tools, including the first self-report personality inventory. Commissioned by the United States 
Army, the Woodsworth Personal Data Sheet included 116 yes or no questions intended to measure emotional 
stability [32]. Questions ranged from the mundane, such as “Do you usually feel in good health?” to the 
pointedly intrusive like, “Do you drink a fifth of whiskey a day?” and “Do you wet the bed at night?” [77]. 
Academic psychologist and inventor, Professor Robert S. Woodsworth developed the test based on interviews 
with clinicians and through examining case studies of psychologically unstable individuals. While the United 
States Army never had the chance to deploy the test operationally, the data sheet soon proved popular. Easy to 
reproduce and administer, it is still widely considered to be the predecessor of today’s personality questionnaires 
and inventories [13]. Its introduction also coincided with pioneering developments in projective testing, where 
subjects are asked to respond to ambiguous stimuli to detect personality characteristics and to identify abnormal 
psychopathology. The most famous of these tests includes both the Rorschach Ink Blot and the Thematic 
Apperception Test (TAT) [13].  

In spite of the demand for efficient testing methods, the introduction of screening instruments like the data sheet 
was not without dispute. Throughout the first half of the twentieth century, military circles remained highly 
sceptical of the new human sciences [30], [39]. On both sides of the Atlantic, the lay public also continued to 
associate psychologists and psychiatrists with the indignity and stigma of asylum medicine [66]. It is important 
to note that incorporating scientific theory into the recruitment process also directly challenged traditional 
martial values and entrenched ideas about the characteristics that defined the warrior class at the turn of the 
twentieth century [11], [31]. The introduction of screening and selection represented a logical response to 
manage the incoming flow of manpower. Over time, it also appeared to offer a preventative measure to quell the 
swelling number of shell-shock patients filling regimental aid posts and frontline field dressing stations [67]. As 
early as December 1914, the British Expeditionary Force reported that 7% to 10% of its officers and 3% to 4% 
of other ranks were suffering from nervous illnesses [67]. Having said that, this decision should not be seen as 
signalling a fundamental shift in military attitudes towards the mental health professions nor the methods they 
employed. When the armistice was signed in 1918, Canadian, British, and American military officials discarded 
newly adopted screening measures as an anomaly of total war and largely returned to pre-1914 methods of 
assessment [23], [43].  

In direct contrast, industry and the private sector recognised the transformative potential of these methods and 
helped to spur on the advancement of industrial and organisational psychology during the interwar period 
(1919 ‒ 1939). Like the armed forces, businesses required efficient methods with which to process hundreds, 
if not thousands, of new employees. The organisational complexity and size of businesses grew exponentially in 
the first half of the twentieth century [64]. Personality testing and psychometric methods fit neatly into the 
zeitgeist of scientific management and efficiency that rose to prominence during this period with organisational 
theorists like Australian psychologist Elton Mayo (1880 ‒ 1949) [32].  
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The business community also presented a rich marketplace for personality inventories and any initiative that 
claimed to offer executives a new way to mobilise and manage the workforce. The Humm-Wadsworth 
Temperament Scale (HWTS) provides a notable example. Developed in the mid-1930s, the test’s creators 
advertised the HWTS as an accurate predictor of counterproductive workplace behaviour and quickly found a 
receptive audience. A little less than a decade later, a Time magazine article entitled “Pegs that Fit” claimed that 
over 2,000,000 American workers had taken the HWTS ([32], p. 176). Similar to other inventories produced at 
the time, the HWTS focused on identifying the “negative and maladaptive” ([32], p. 167) components of 
personality that hindered effective integration into the workplace.  

The advent of the Second World War prompted renewed military interest in psychological screening and 
selection, which included personality testing. The financial cost of compensating and caring for thousands of 
traumatised First World War veterans had served as a salutary financial lesson and an incentive to invest in 
preventative measures. Globally, pensions and medical care from the Great War represented a heavy cost to the 
former belligerents. Nearly a decade after hostilities had ended, close to 9,000 Canadians continued to claim 
compensation for psychological problems [22], and on the eve of the Second World War, roughly 120,000 
former British service personnel were “still in receipt of pensions or had received final awards for primary 
psychiatric disability” ([2], p. 108). In the early 1940s, the United States Government estimated that on average, 
“every case of neuropsychiatric disability among veterans of the last war [would], during the man’s life-time, 
cost…$30,000, and that about a billion dollars [had] already been spent” ([76], p. 301). 

Informed by these lessons, Canada, the United Kingdom, and the United States all poured resources into 
screening and selection. Armed forces in all three countries saw personality as a vital component of stability, 
motivation, and capacity to adapt to military life [19]. Consequently, personality testing represented an essential 
component of the screening process. Early in the war, Personnel Selection Officers (PSOs) primarily used 
structured interviews to assess new recruits [54]. The interview provided officials with the opportunity to probe 
candidates about everything from education to occupational history, health, and hobbies. As Canadian military 
psychologist J. W. Howard [37] explained, “what is wanted…is a useful conception of the subject as a 
functioning person and not simply as an aggregate of adjectival description, all-or-none summation of factual 
characteristics or the noting of the presence of neurotic symptoms.” While the interview had its merits, the 
accuracy of its findings relied heavily on “the skill and the acumen” [37] of the individual PSO or clinician 
involved. Furthermore, detailed examinations like this lost their attraction as the demand for manpower 
skyrocketed. Necessity dictated the development of more paper-and-pencil questionnaires, personality 
inventories, and other psychometric methods [20]; [54]. Quantifiable, reproducible, and easily administered, 
these tools were well suited to the increasingly industrialised nature of conflict [58].  

The popularity of personality testing reached unprecedented heights during the Second World War. 
Psychologists developed tests to identify and measure everything from grit to combat effectiveness and to better 
predict those who would break down on the battlefield. But subsequent reviews of the screening process suggest 
that reality could not measure up to these extravagant claims. For instance, the Canadian Army released more 
than 200,000 men as unfit for service for psychiatric reasons throughout the Second World War [21]. However, 
a 1943 follow-up study of 22,000 soldiers discharged as psychoneurotic indicated that “almost all had found 
civilian employment, with 43 percent reporting that they now had a ‘better job’ than before enlisting [21].” 
The American Selective Service System produced similarly troubling and inconsistent results. In a “Study of 
Neuropsychiatric Rejectees,” researchers Egan, Jackson and Eanes [29] tracked the careers of over 2,000 men 
rejected by the “Selective Service System on psychiatric grounds but later inducted into [the armed forces].” 
Based on their findings, they estimated that the United States Army had unnecessarily dismissed roughly 
2,000,000 men from military service between 1941 and 1945.  
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Studies commissioned in the early Cold War further underline the problems involved in accurately measuring 
and quantifying human personality. In a report for Canada’s Defence Research Board, consultant psychiatrist 
Franklin Chalke bluntly confirmed what many already knew, namely that “existing methods of 
screening…could at best detect 50 per cent of those who would fail and would reject an equal number of those 
who would become satisfactory soldiers.” Despite sustained effort, he concluded that the armed forces were 
“little further ahead than…at the beginning of World War II in knowing what factors are important in assessing a 
recruit [21].”  

Chalke’s voice was one of many in a growing chorus. In 1950, the Commonwealth Advisory Committee on 
Defence Science (CACDS) concluded that despite the extent of wartime investment, personality testing 
remained “an immense subject which bristles with theoretical and practical problems…many of which lie well 
beyond the limited field with which Service psychologists can concern themselves [20].” Famous American 
clinician Karl Menninger entirely dismissed wartime testing in his 1948 book, Psychiatry in a Troubled World 
[48]. There he argued that “there is no doubt that the method by which the psychiatrist made his personality 
assessment…at induction had many flaws. Men were rejected who could have given good service, while other 
men were accepted who should have been rejected.” He went on to further conclude that [48]:  

…our experience with combat taught us that no selection methods could have picked out the men who 
would fail. In other words, if a man succeeded in maintaining his mental equilibrium through the 
training period, shipment overseas and training on foreign soil, there was no means by which 
unsuccessful combat service could have been forecast. 

2.3 COLD WAR RESEARCH (1945 ‒ 1970S)  

Postwar backlash was strong and vocal. Nonetheless, many nations remained committed to refining existing 
personality assessment tools and funding new initiatives. There are several underlying reasons why personality 
testing and psychometric methods remained appealing. In the event of another world war, these techniques still 
offered the best chance of processing new waves of recruits quickly and efficiently. Both the United Kingdom 
and the United States also continued to impose forms of national service or conscription throughout the 1950s 
and 1960s [75]. As the Cold War deepened, the technical nature of modern war dictated the need to recruit 
increasingly agile and adaptable candidates. Finally, there were numerous financial incentives to pre-emptively 
identify recruits who might perform poorly or exhibit counterproductive behaviour. 

Canada’s recruitment woes during the Korean War (1950 ‒ 1953) provide one such example. Throughout this 
period, the Canadian Army discharged nearly 7,000 soldiers, after an average of only eighteen months, for 
psychological reasons [16]. A contemporary report on manpower conservation estimated that the “cost of paying, 
keeping, feeding, training, transporting, disciplining and treating [these men]” neared $35,000,000 CAD [16]. 
Director of Personnel Selection, Lieutenant-Colonel Buck Blair further ruminated on the costs of maladaptive 
behaviour in a November 1955 study. He calculated that the Canadian Army had already lost over 80,000 days of 
service to men Absent Without Leave (AWOL) that year and would lose an additional 100,000 days before January 
[10]. A 1954 American report similarly concluded that delinquency cost the armed forces time and money. 
Co-authors Ira Cisin and Meredith P. Crawford concluded that on average, two per cent of United States soldiers 
were AWOL at any one time. This meant that nearly 20,000 out of 1,000,000 went AWOL each month [18].  

Beyond the financial appeal of pre-emptive screening, the Second World War had also generated unprecedented 
levels of data. This information could be used to identify more accurate predictors of future behaviour. The 
introduction of new powerful processing technology from companies like the International Business Machines 
Corporation (IBM) also meant that it was far easier to record, validate, and compare data than ever before [50]. 
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In other words, it was in the military’s interest to keep improving personality assessment. While he remained 
sharply critical of screening, Franklin Chalke [16] acknowledged that, “continued ignorance of sound 
personality…screening procedures is wasteful in dollars, detrimental to planning and harmful to the human 
being involved.”  

Throughout this period, scientific advancement became pivotal to achieving military superiority, including both 
the development of new weaponry and the enhancement of human performance. The defence scientific 
community saw the mind as the key to accessing and perfecting the most fundamental weapons system of them 
all, man. Militaries around the world formalised and integrated the human sciences as an essential component of 
research and development [28]; [46]; [60]. In a 2007 article, “Science in Dachau’s Shadow,” American scholar 
Alfred McCoy maintains that “effort[s] to crack the code of human consciousness [led to] a veritable Manhattan 
Project of the mind”([47], p. 402). By the early 1960s, the United States (US) alone invested close to a billion 
dollars a year in psychological experimentation [47]. Much of this research remained the preserve of PSOs, but 
the postwar era also witnessed the rise of civilian research agencies established to carry out more rigorous test 
development and inject a level of intellectual scrutiny to the process. New agencies included Canada’s Defence 
Research Board, founded in 1947 and the American Human Resources Research Office (HumRRO), created 
several years later in 1951 [20]; [60]; [26].  

During the Cold War, personality testing became an essential component of military screening at induction, and 
during selection for specialised occupations and/or roles (e.g., officers, clearance divers, pilots, special forces 
etc.) [43]. Driven by Second World War data, the majority of this early research focused on determining how 
well initial assessments correlated with a serviceman or woman’s subsequent performance in training and battle. 
For example, Canada’s Defence Research Board tracked the careers of over 3,000 Canadian service personnel 
who served between 1939 and 1945. Psychologists used this pool of subjects to better understand personality 
differences between service members [49]. By the early 1950s, all three nations had also embarked on 
longitudinal studies of the cohort enlisted since 1945, with the hope of creating selection instruments finely 
attuned to evolving requirements [6]; [4]; [38]; [57].  

Military officials primarily wanted tests that could accurately predict inefficiency, counterproductivity, and even 
spot outright criminality [36]; [62]. Current integrity testing emphasises the identification and measurement of 
positive, productive behaviours, or characteristics like conscientiousness [3], [25]. In contrast, early Cold War 
research focused on delinquency. For instance, the British Army’s Operational Research Group completed a 
series of studies throughout the early 1950s on the military utility of the delinquent. In one such July 1951 study, 
psychologist Dr. J.C. Penton traced 2,000 individuals released from military prisons and detention barracks in 
1945. Penton and his colleagues used the data collected to estimate the cost to the armed forces based on time 
lost to acts of delinquency, criminality, punishment, and sickness [57]. Across the Atlantic, the United States 
Provost Marshal commissioned a survey comparing 616 men confined to stockades to a control population of 
1,200 soldiers on regular duty. Like their British colleagues, American officials hoped to identify which 
personality traits most clearly distinguished offenders from the bulk of average recruits [1].  

With this in mind, all three nations experimented with a variety of psychometric instruments designed to do just 
that. Like their First and Second World War predecessors, they favoured the use of questionnaires such as the 
Cornell Selectee Index and the Minnesota Multiphasic Personality Inventory (MMPI), originally developed to 
identify and measure abnormal psychopathology [6], [8], [19], [58], [73]. Devices like this helped to quantify 
complex and shifting theories of personality. In the article “Ink Blots or Profile Plots,” Australian historian 
Roderick Buchanan contends that an inventory “like the MMPI lent [itself] to actuarial-empirical interpretation 
([12], p. 187-188). [The] profile patterns could be explicitly defined and justifiably isolated as predictors to be 
matched with descriptive information. [These] profile patterns could thus be used to generate unambiguous 
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interpretive hypotheses.” Equally important, the tests could be easily administered to large groups and scored 
with minimal effort. It is also vital to recognise that the armed forces could purchase test booklets and scoring 
keys inexpensively because of their widespread use in industry and the private sector [12], [17]. The same 
cannot be said of projective instruments like the Rorschach Ink Blot or the TAT. Reliant on subjective 
interpretation, they could not be administered to large groups without complication or understood without 
specialised training [58].  

Experimentation and the introduction of new tests during the 1950s and 1960s yielded results that had a 
long-lasting impact. During this period, both civilian and military studies laid the foundations of how subsequent 
generations have understood the average delinquent, in or out of uniform. The typical offender was young, with 
a history of truancy and patchy employment [16], [35], [55], [57]. Immature and impulsive, they lacked stable 
parental figures or a sense of family cohesion [4]. In keeping with the precedent set during the First and Second 
World Wars, researchers argued that the screening process should continue to reject men with a personal or 
family history of psychosis or major mental illness. They further argued that, when possible, psychometric 
testing should also be used to winnow out any behaviour prejudicial to good order and discipline, from habitual 
bedwetting to chronic drunkenness and depression [16]. Guidelines developed for the Canadian Armed Forces in 
1954 even counselled PSOs and medical officers to be on the watch for “extremely odd or eccentric attitudes, 
mannerisms, habits or appearance,” and those men who appeared, “overly meticulous, overly ambitious [or] 
excessively dependent [16].”  

Military studies universally drew direct links between youthful misbehaviour and adult criminality. In April 
1951, the Canadian Army’s Committee on Morale Problems highlighted, “the need for unusual effort in trying to 
make adequate soldiers of present-day youths, particularly those from cities [15].” Similarly, to their Canadian 
counterparts, the British issued a number of technical reports on juvenile delinquency and its implications for 
recruitment throughout the early 1950s. For instance, in “The Military Value of the Ex-Borstal Boy [58],” 
Dr. J.C. Penton argued that a higher percentage of juvenile offenders presented with psychiatric symptoms than a 
comparable control population (22 per cent versus eight per cent). Writing to the Secretary of State for War in 
March 1958, Adjutant General Sir Charles Loewen further supported this contention, arguing that “the 5% ‘bad 
hats’ we seek to eliminate…are responsible for more than half of the cases of crime [44].”  

The resulting screening methods and entrance standards owed much to contemporary social mores and 
traditional paradigms of masculinity. For example, early Cold War studies consistently identified homosexuality 
as aberrant, and characterised feminine personality traits as a liability and a drain on combat effectiveness [16]; 
[63]. Meanwhile, related work on the personality of the ideal fighter incessantly valorised stoicism and 
aggressive masculinity [7]. The Canadian authors of one Korean War era report argued that effective combat 
soldiers were less emotionally sensitive and anxious than their peers. They enjoyed outdoor pursuits and 
physically demanding activities that required “considerable expenditure of energy, initiative and occasional 
daring” and consistently described themselves positively as, “mature, practical…[and] adventurous.” In contrast, 
non-fighters enjoyed indoor, white-collar pursuits and characterised themselves as, “artistic, dependent, [and] 
fearful” [66]. The United States military’s Fighter Factor Questionnaire similarly scored interest in outdoor and 
other manly pursuits favourably, and their British counterparts went so far as to devise a three-point scale of 
aggression to assess the combat temperament of recruits [42]; [58].  

Postwar anxieties about a steep rise in rates of juvenile delinquency, crime, and social discord informed which 
qualities military officials and the defence scientific community valued and shaped how they approached test 
development. Commentators linked the displacement of the war years to rising levels of separation and divorce 
and argued that high birth rates, elevated social mobility, and the number of women entering the workforce 
fuelled family breakdown and youth criminality [33], [78], [74]. Governments on both sides of the Atlantic 
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subsequently launched numerous enquiries. For instance, the United States Senate began an investigation into 
juvenile delinquency in 1953 that lasted well over a decade [74]. In the early 1960s, the British Home Office 
convened a committee on the same subject that led to two major white papers and laid the foundations of the 
1969 Children and Young Persons Act [78]. The Canadian Department of Justice similarly published a landmark 
report entitled Juvenile Delinquency in Canada in 1965 [27]. More widely, the work of popular clinicians further 
entrenched the perception that troubled children overwhelmingly become disturbed adults [40], [65]. 
For example, British psychiatrist John Bowlby’s research on maternal attachment directly cited a lack of 
motherly love in early childhood as the main factor leading to “affectionless criminals; psychopaths; and 
neurotic, aggressive, oversexed and anxious individuals” ([74], p. 404).  

2.4 CHANGING DIRECTION (1970S ‒ 1990S) 

The development of personality measures to predict and counter deviant or delinquent behaviour reached its 
zenith in the 1970s. Rates of drug abuse and indiscipline in all three countries had driven additional investment, 
particularly in the United States. By 1971, one in every four American soldiers was either AWOL or had 
deserted [4]. Initially fuelled by American participation in the Vietnam War, the introduction of an all-volunteer 
force in 1973 further motivated concern for the quality of incoming recruits [61]. In a 1979 article for the 
Wilson Quarterly, celebrated sociologist Charles Moskos noted that the “desertion rate in the all-volunteer force 
is twice as high as that in the pre-Vietnam era ([51], p. 138).” What is more, the United States Armed Forces 
experienced record rates of courts martial during the Vietnam War [61].  

The United States military eventually discovered that the steep decline in the quality of incoming personnel had 
largely resulted from the severe mis-norming of the Armed Services Vocational Aptitude Battery (AVSAB) 
[75]. Revelations surrounding the AVSAB served as a stark reminder that neither intelligence nor personality 
testing was without flaw. Furthermore, psychometric methods did not always produce reliable, consistent data 
[61]. Changing recruitment needs throughout the 1970s also prompted the entire defence scientific community to 
pause and reflect on several decades of research and test development. Reviewing these results, American, 
Canadian, and British officials finally began to acknowledge the pitfalls of a decades-long enterprise and the 
need to reconsider the road ahead.  

The search for a personality test that could accurately identify deviant or delinquent behaviour remained elusive. 
Projective instruments proved too difficult to deploy inexpensively. Inventories produced quantifiable data but as 
in the past, there was significant margin for error. Satisfactory, if not exemplary, candidates could be easily 
screened out. The “black spot hypothesis” ([1], p. 18) upon which the majority of military screening rested 
functioned on the premise “that the best estimate of an individual’s behaviour in the future is what he has done in 
the past” ([1], p. 18). While this is arguably true, psychometric measures at that time made little allowances for 
changes in behaviour [41], [69]. As Bell and his colleagues concluded in a 1978 American review of research on 
military delinquency ([5], p. Ie):  

While the idea that potential troublemakers can be identified before they enter the service is appealing, 
data do[es] not support the practicality of such an approach. Manipulation of screening standards to 
reduce military delinquency is possible only at the cost of rejecting large numbers of good men. 
Therefore the search for predictive individual variables should probably end.  

To further complicate matters, the operating characteristics of many selection batteries were woefully out of date 
by the early 1980s. Military testing procedures primarily reflected data gathered about the generation who had 
served from 1939 to 1945. Significant demographic, social, cultural, and economic changes had irreversibly 
altered the composition of the recruiting pool and the norms upon which testing should be based. What is more, 
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neither military nor civilian psychologists shared a common theory of personality or could even agree to a stable 
constellation of traits to even measure. This hampered the operationalisation of the resulting data supporting test 
development. An underlying tension also remained as to whether it was even possible to scientifically measure 
personality. As one CACDS report [19] released in the 1950s noted, “[was] man’s individuality…too many 
sided…in its interest, needs, aspirations and character qualities, ever to be reducible to a statistic?”  

It is clear that the roots of today’s integrity tests and their use in the military lies squarely in the 20th century, 
from the First World War to the Cold War [14]. Like other measures of personality, integrity tests “claim to 
measure an individual’s propensity to behave in certain ways ([71], p. 36).” Moreover, these devices seek to 
weed out those who would behave in a socially unacceptable manner and identify those who will exhibit positive 
characteristics like conscientiousness and honesty. However, existing personality testing batteries did not live up 
to expectations by the late 1970s; over the following decades, there were consistent efforts to seek alternative 
methods of detection and measurement, including the use of polygraph examination. This type of testing 
“measures several…physiological indicators of arousal” and any changes “exhibited in response to a set of 
questions are taken to indicate deception or truthfulness” ([70], p. 11). Used for both criminal investigation and 
employment screening, employment of polygraph testing increased rapidly throughout the 1970s and 1980s. 
This included the US Department of Defense, which saw the polygraph as a convenient way to conduct security 
clearance interviews. But repeated congressional and judicial reviews concluded that “no overall measure or 
single, simple judgment of polygraph testing validity can be established based on available scientific evidence” 
([70], p. 4). There has also been widespread concern that use of such tests for personnel screening could be 
“susceptible to: 1) countermeasures by persons trained to use physical movement, drugs, or other techniques to 
avoid detection as deceptive; and 2) false positive errors where innocent persons are incorrectly identified as 
deceptive” ([70], p. 5). Polygraph tests have also been criticised “for interfering with the rights of private 
citizens, and for lowering employees’ morale” [70].  

Without definitive evidence to support the use of devices like the polygraph, the development of more traditional 
paper-and-pencil personality and integrity tests continued to evolve. Much of this was driven by demand from 
the private sector, which sought to use integrity measures in selecting applicants for employment and also 
wished to lower rates of absenteeism, tardiness, and other counterproductive behaviours like theft [71]. 
Beginning in the 1980s, the introduction of new models of personality, like the Big Five, also significantly 
shored up the theoretical foundations of testing [34], [56]. In addition, continual advances in technology made it 
substantially easier to establish the validity of testing methods and the capacity to carry out large-scale 
longitudinal studies [34]. The military, like other large institutions, has eagerly adopted these methods. After all, 
responsive and efficient screening systems remain no less imperative today than in previous decades. Mistakes 
cost dearly in an operational environment that remains dynamic, competitive, and unforgiving.  

But integrity tests and the wider field of personality testing remain contested. While progress has been made, 
defining and measuring personality, including constructs like honesty, remains a complicated business. 
Predicting future behaviour and assessing individual potential will always be accompanied by a measure of 
doubt. Personality testing now rests on more solid theoretical foundations than ever before. Having said that, the 
process of test development will never be entirely free of subjective judgement and will always be informed by 
the society in which it takes place. Throughout the twentieth century, socio-cultural standards have played a 
critical role in how large institutions like the armed forces define personality and select desirable traits with the 
object of producing “efficient soldiers, sailors and airmen well-adjusted to Service Life [20].” This also includes 
the rejection or even medicalisation of undesirable qualities by creating induction standards that discriminate 
against those whose behaviour is categorised as socially unacceptable. In addition to this, there are also concerns 
about privacy or falsely identifying an individual as a “high risk to commit dishonest acts” ([71], p.12) and the 
stigma that the person may carry as a result.  
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2.5 CONCLUDING REMARKS  

This chapter has examined the history of personality and integrity-related testing in the military. Identifying the 
20th century roots of these fields, this piece has also explored how the field has evolved up until the 1990s. 
The following chapters in this report will engage more directly with developments since that time and look at 
how approaches to the issue of integrity have since changed, as well as evaluate the current state of scholarship 
and its application in military settings.  
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3.1 INTRODUCTION 
In this chapter, we will examine if and how integrity testing is incorporated in the military selection processes of 11 
participating countries of this RTG (Australia, Belgium, Canada, Czech Republic, Denmark, Finland, United 
Kingdom [British Army], Germany, the Netherlands, New Zealand, and Sweden). We will then provide a closer 
analysis of the research being currently conducted in a number of these nations towards the development of 
integrity assessment.  

3.2 CURRENT PRACTICE 

A Request for Information (RFI) was used to collect information on the current methods of integrity assessment 
for military selection. Members of the Integrity Group of the RTG composed this RFI and dispatched it to all 
thirteen participating countries. An overview of the questions posed in the RFI is provided in Table 3-1. A total 
of 11 countries responded, which are accordingly listed in Table 3-2.  

The questionnaire consisted of seven questions structured to collect as much relevant information as possible. 
To get a fulsome overview of the current situation, the RFI included a range of questions on integrity assessment in 
military selection. This included questions related to current methods, scoring systems, challenges encountered, and 
lessons learned. This section describes the responses to questions in Table 3-1, gathered through this RFI. 

Table 3-1: RFI Questions on Integrity Testing. 

Does a nation currently assess integrity (directly) or through related indicators/predictors (e.g., personality 
traits, attitudes, values, past behaviours) 
If not, explain why your nation does not assess integrity? 
What constructs, personality dimensions, or instruments/scales are being used to assess integrity? 
What selection methods are being used to assess integrity? 
How is information from integrity-related selection measures/methods used to make selection decisions 
(e.g., structured scoring system, expert judgement)? 
Difficulties or challenges in assessing integrity? 
Lessons learned with respect to assessing integrity 
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3.2.1 Methods of Integrity Assessment 
As might be expected, all participating countries currently include some measure of integrity (or integrity-related 
factors) as part of their core selection process. All countries rely upon indirect (I) methods to gain an impression 
of an applicants’ integrity rather than using direct measures. Although Belgium has developed a psychological 
test / instrument that claims to directly measure integrity, they are not presently using it in selection. At this 
juncture, it is important to note that while background security screening may provide insight into the integrity of 
a candidate, this chapter focuses on the assessment of integrity within selection. Table 3-2 illustrates how 
integrity is included as a measurement in the selection process of the participating nations.  

Table 3-2: Overview Measuring Integrity During Selection.  

Country General-Entry Level Special Occupations 
Australia I I 
Belgium I * 
Canada - I 

Czech Republic I I 
Denmark - I 
Finland I I 

Germany I I 
United Kingdom^ I** I 
The Netherlands I I* 

New Zealand I I 
Sweden I I 

I = indirect methods; ^ = British Army only. 

* All candidates for special occupations take the general-entry level test before. 
** This pertains to the Army only; the Air Force doesn’t measure integrity, and 

information on the Navy is missing.  

If an applicants’ integrity is not assessed directly through a purpose-built test, how is it being judged? It appears 
that in most European nations, information relating to integrity is generally collected via a semi-structured 
interview with a psychologist or trained assessor, to assess suitability for military service. In Canada, the security 
screening process is generally assumed to provide insights into an applicants’ integrity. The central paradigm 
underpinning each country’s interview model is that ‘the best predictor of future behaviour is past behaviour’. In 
other words, the assessing psychologist is looking for evidence that applicants have behaved in a manner 
consistent with that country’s values in the past, including integrity, or have demonstrated the capacity to do so 
in the future.  

3.2.2 Contribution to the Selection Decision 
All countries currently use indirect methods (e.g., suitability interview) to make inferences about integrity. As such, 
this section summarises the approaches used by these armed forces in compiling information to inform selection 
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decisions about suitability or potential for service. To reach a final decision about an applicant’s suitability for 
military service, the psychologist considers multiple sources of information generated from the assessment and uses 
their expert professional judgement to make a final recommendation. To make an objective assessment, the 
psychologist consults the results of all tests and questionnaires administered and compares those results to other 
information provided in the interview. Inconsistencies may mean that a second interview is required. 

Due to diverse views on the integrity construct, assessment and scoring processes currently entail varied 
approaches. Most countries examine an applicant’s past behaviour, their stated attitude towards that behaviour, 
and consider this as an indicator of their likely integrity in the future. Other Countries like Belgium, 
Czech Republic, Finland, Germany, and Sweden use cut off scores on various measures (e.g., self-report 
personality measures, situational judgement tests, biographical questionnaire, job simulation) to ascertain 
suitability for enlistment or employment. Canada currently relies on the background security screening process 
to provide an indication of applicants’ integrity; however, scores from two personality factors 
(Conscientiousness, and Emotional Stability), which appear to be used as indicators of integrity in other armed 
forces, are combined with scores from other measures to determine military potential in general-entry selection. 
Table 3-3 shows how the final decision on suitability for employment, based on integrity, is made in the 
participating countries. 

Table 3-3: Overview of Methods Used to Assess Integrity Information in the Selection Decision. 

Country Standardised Scoring System Expert 
Judgement Use Cut off Score on Test Results 

Australia x x  

Belgium x x  

Canada  x 
(security screening)  

Czech Republic  x x 

Denmark    

Finland x x x 

Germany x x x 

United Kingdom^ x x  

The Netherlands x x  

New Zealand    

Sweden x x x 

^British Army only 

Guidelines to assist the psychologist to make their decision are usually included in an operating or technical 
manual. These guidelines help standardise both the quality of the assessments conducted, and the decisions made 
as a result of those assessments. In some countries like Australia, Belgium, Germany, the Netherlands, Sweden 
and New Zealand, the standardisation process includes a structured rating or scoring process to help minimise 
potential subjectivity in the final decision. 
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In the case of officer selection or specific occupation selection, a secondary selection process diverging from the 
basic selection process is often employed. This ‘selection board’ usually involves a group of assessors, including 
a psychologist. Group assessment processes are generally governed by similar operating guidelines that help 
standardise the process and the decisions arising from it. 

3.2.3 Difficulties and Challenges with Integrity Assessment 
Maybe integrity is something like a butterfly, we cannot catch it, we can just observe it, watch it. It is 
something ‘fragile’, so we are not able to measure it straightly or properly, we can only think about it, 
concern it, contemplate about it. 

Markéta Zajícová, Czech Republic 

As discussed in a later chapter, integrity can be difficult to clearly define. The broad range of constructs that 
underlie this concept, as operationalised by participating countries, remains one of the biggest problems faced in 
assessing integrity. The most frequently reported difficulty in measuring integrity is definitional clarity or the 
lack of an agreed, shared understanding of what integrity constitutes. This lack of a single agreed definition 
means that the majority of military selection systems employ an indirect rather than direct measurement of 
integrity. This lack of agreement regarding construct definition and clarity is also likely to contribute to the lack 
of consistency regarding the best approach to follow (e.g., personality tests, semi-structured interview) in 
assessing integrity. 

The participating countries have also identified several other key challenges in integrity measurement. These 
include challenges with scoring existing measures of integrity (i.e., compiling information from varied sources in 
a reliable and valid manner), issues with impression management and social desirability of some measures, 
difficulty obtaining psychologists with the requisite education and training to conduct interview assessments, 
lack of resources to conduct necessary research to develop suitable measures of integrity, resistance amongst 
military practitioners to include additional measures of integrity in what is already a rigorous selection or 
‘weeding-out’ process, unless significant material gains can first be demonstrated. 

Cost-benefit considerations must also be considered in the development of a targeted and objective integrity test 
and questions must be asked as to whether such a measure would add sufficient value to the existing semi-
structured interviews conducted by trained professionals. The investment in research and development required 
to develop and maintain such an instrument would be significant. Other additional cost factors might include 
costs associated with publication and supply of test materials; psychologist and/or test administrator training and 
accreditation; and candidate and psychologist time and effort. These factors would need to be considered when 
evaluating the costs versus the benefits of adding a new test to existing selection methods. 

Interpretation of performance on an integrity test might also prove difficult. For example, if a candidate answers 
questions truthfully but in doing so discloses past breaches and transgressions, what does it mean for the 
person’s integrity? Should that person be excluded for being truthful on the test, when someone who is less 
truthful would not be similarly punished? If test items are too transparent, this dilemma is compounded by the 
likelihood of applicants responding to the test in a socially desirable way. 

3.3 ONGOING INTEGRITY RESEARCH 

Four nations (Belgium, Canada, Finland, and Sweden) report that they are currently conducting research related 
to integrity. This section summarises the research undertaken by these countries.  
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3.3.1 Belgium 
In their work on improving selection processes for Belgian Defence, Bertrand and colleagues [1] developed a 
Situational Judgement Test (SJT). The first step in this process was to identify relevant competencies and 
associated behavioural indicators. To conduct a job analysis, the authors employed two approaches that can be 
characterised as: 1) bottom-up, and 2) top-down. In the bottom-up approach, they selected 347 trainees. Using a 
critical incident method, they then identified various problematic situations that the trainees had encountered in 
the execution of their work or training. These incidents (a total of 2082) were categorised and linked to one or 
more competencies identified by a team of psychologists from Belgian Defence. They found 5994 competency 
classifications. As a last step, they ranked the competencies based on importance and the eight most frequently 
mentioned were selected for analysis using a top-down approach. At this point, experts with extensive 
experience evaluating trainees evaluated the importance of each competency. 

The bottom-up approach demonstrated that 0.3 to 0.8 % of the critical incidents identified by other ranks, and 
0.8 to 1.6 % identified by non-commissioned members and officers relate to the competency of Integrity. 
In total, five distinct competencies emerged as the most important. Integrity and loyalty did not feature amongst 
them. Nonetheless, both were included in the top eight, as they were considered key organisational values. 
Belgian Defence also considers respecting others as a central competency, which covers many of the same 
indicators as integrity.  

Meanwhile, the experts who participated in the top-down phase of this research identified four competencies as 
more important than the others: Loyalty, Integrity, Flexibility, and Collaboration.  

The next step was to construct a Situational Judgement Test (SJT). The aim of an SJT is to assess an applicant’s 
judgement regarding a situation encountered in the workplace. The critical incidents collected in the bottom-up 
approach were used as a foundation to construct descriptions of situations. Different response options were 
constructed, and a scoring key developed. The scoring key was created using a mixed method approach. First, 
five subject matter experts (military instructors) responded to the questionnaire. Afterward, they were asked as a 
group, to discuss the effectiveness of each answer. Next, they applied the empirical method in which 80 military 
trainees completed the questionnaire. The trainees were at the same time evaluated by their instructors on the 
four competencies: Flexibility, Loyalty, Integrity and Collaboration. Based on these scores, the trainees were 
divided into two different groups, high and low performers. The scores on the response options were then 
compared between the two different groups. Finally, the scores given by the trainees were compared with those 
given by the experts. If the scores of the high performers corresponded to the scores tabulated by the experts, the 
response options were kept, if not, they were adapted or deleted.  

The next step of the validation process was to test the SJT with 49 situations for 1270 applicants, 
and 37 situations for 970 applicants. After each pre-test, the test was revised by removing situations, adapting 
content, and adapting the scores. In 2018, this revision had resulted in 30 remaining situations.  

3.3.2 Canada 
The Canadian Armed Forces has pursued several lines of research to identify a suitable measure of integrity for 
use in selection. The first line of research focussed on identifying personality facets through a construct-oriented 
literature review. For example, Darr [3] and Darr and Klammer [4] applied Hogan’s elements of moral character 
to rationally infer possible bright personality facets (from within the Five Factor Model of personality), as well 
as maladaptive or dark personality facets (from within the Personality Inventory of the Diagnostic and Statistical 
Manual of Mental Disorders [DSM]; see Ref. [10]).  
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This research led to the identification of 15 personality facets with theoretical relevance to moral character. 
Darr [5] subsequently empirically examined these 15 facets to identify the strongest ones. She also compared the 
bright and dark facets based on their relative importance and incremental contribution predicting integrity 
outcomes or self-reported counter-productive work behaviours. Summarising findings from two different 
samples (military police and university students), Darr concluded that some facets had higher relative 
importance across various criteria. Dependability, achievement, and cautiousness, which fall under the 
Conscientiousness factor, were amongst the strongest bright facet predictors. Irresponsibility (a Disinhibition 
factor), deceitfulness and callousness (both Antagonism facets) were amongst the dark facets. In determining the 
relative contribution of dark facets compared to bright ones, her findings suggested that the dark facets had about 
the same or slightly higher relative importance and contributed incrementally to the prediction of criteria over 
and above bright counterparts. Hierarchical regression findings, however, also suggested that one to two dark 
facets can account for as much variance as multiple bright facets.  

The second line of research has focussed on the identification of a composite measure of integrity based on items 
from the Trait Self Descriptive (TSD) personality inventory. This is a measure of the Five Factor Model (FFM) 
of personality that is currently used in CAF selection. In brief, Catano, O’Keefe, Francis, and Owens [2] found 
that a 10-item TSD-based composite, incorporating the personality factors of conscientiousness (4), 
agreeableness (4), and emotional stability (2), was moderately correlated (r = -.40, p < .01) with a self-report 
measure of counter-productive work behaviour in the expected direction. They also concluded that those scoring 
high on this composite were more likely to respond in an honest (rather than socially desirable) manner when 
completing a personality measure. Darr [5] compared the predictive power of the TSD-based integrity composite 
against the aforementioned important bright/dark facets and a situational judgement test of integrity. She noted 
that the TSD-based composite had the same or lower importance compared to the other predictor measures 
against which it was compared. It also accounted for a significant amount of variance in both samples (different 
criteria) when examined as a predictor by itself; however, significant incremental variance was explained by 
irresponsibility (both samples) and cautiousness (applicant sample). This suggests that the TSD-based composite 
may be supplemented by at least two additional predictors, cautiousness and irresponsibility, to fully account for 
all possible explained variance in relevant outcomes. 

Recently, there have been efforts to open up a possible third line of research, which resulted from Darr’s [5] 
review of research that supports the CAF’s Defence Ethics Program. Her review provided insight into the 
complex process of moral or ethical decision-making and underscored the importance of both individual and 
situational factors in fully accounting for variance in counter-productive outcomes. Mainstream research has also 
highlighted the influential role situational factors play in improving the criterion-related validity of a selection 
assessment (e.g., Ref. [9]). Selection research is based on the notion of behavioural consistency, and the focus 
has been on generalisation across individuals and situations [7], [15]. In other words, situational factors have 
been regarded as moderators or unwanted sources of variance [7]. However, Darr’s [5] review suggests that it 
may be important to deliberately incorporate relevant situational factors (via the development of tools like 
situational interviews, situational judgement tests, role play exercises) to improve validity in predicting integrity-
relevant outcomes.  

3.3.3 Finland 
The usefulness of integrity scales has been investigated throughout the development of the Finnish armed forces’ 
selection system for conscripts. Two different kinds of integrity tests were selected for further examination: 
i) VIA-integrity scale (IPIP) [12], [13], an overt-type of inventory and ii) TSD-integrity scale [2], a covert-type 
of inventory. A new test was also developed using both overt and covert subscales. The relationships between 
integrity and personality traits were studied. The integrity scales were measured in the beginning of military 
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service and were then compared to military performance ratings at a later time (timeframe between 
measurements varied from 6 to 12 months). Integrity measures were also compared to officers’ ratings of their 
trainees’ leadership potential assessed in the second month of the service. Studies were based on the data of 
Finnish conscripts (n = 3441), who took part to the research voluntarily. 

The new integrity scale was a self-report measure based on the military definition of integrity developed by this 
RTG. The scale was named Military Integrity Model (MIM)-integrity scale. It had six elements (or subscales). 
These included: Acting in accordance with rules, regulations, and society values; Respecting others; Service before 
self; Courage; Honesty; Accountability. Examples of items within the subscales included “Act as if there were no 
rules” and “Do things by the book” (Acting in accordance with rules, regulations, and society values), 
“Behave properly” and “Trust others.” (Respecting others), “Do my tasks only just before they need to be done” 
and “Do more than what’s expected of me” (Service before self), “Don’t hesitate to express an unpopular opinion” 
and “Avoid dealing with awkward situations” (Courage), “Cheat to get ahead” and “Misrepresent the facts” 
(Honesty), “Keep my promises” and “Dislike taking responsibility for making decisions” (Accountability). 

The MIM-integrity scale correlated strongly to the VIA- and TSD-integrity scales. The strongest correlations 
were between the MIM- and TSD-integrity (r =.87) and MIM- and VIA-integrity (r =.84). The correlation 
between VIA- and TSD-integrity scales was r =.72. The content of the MIM-integrity scale appears to be so 
comprehensive that it measures largely the same constructs that the other two integrity measures. Based on 
previous research, there was an expectation that the Big Five factors of Agreeableness, Conscientiousness and 
Emotional stability would correlate more strongly with integrity scales than the Big Five scales for Extraversion 
and Openness. In reality, that expectation was only fulfilled with the VIA-Integrity scale. The MIM-Integrity 
scale had high correlations with all Big Five scales and the TSD-Integrity scale was most strongly correlated 
with Conscientiousness, Emotional Stability and Openness. It is assumed that the reason for unexpected high 
correlations of Openness depends on the content of the Openness scale, which was modified from the original 
version to better fit to the military context. It looks like the Military Openness scale is more relevant to a person 
of integrity than the traditional Openness scale is. Relationships between integrity scales and performance 
ratings were modest in the total group. Results varied widely in different subgroups. In some military tasks, there 
was a strong association between integrity and performance, while the association was weak in others.  

Of the three studied integrity scales, the new MIM scale had the highest correlations in most cases. The military 
integrity elements “Respecting others” and “Rule following” had strongest associations with the observed 
military performance from all of the measured elements. The MIM-integrity scale was among the best five 
predictors, when relationships between performance criteria and 28 psychological constructs were analysed. 
The other top five constructs were Sense of Coherence, Locus of Control, Dutifulness and Self-Efficacy. 
The result of the incremental validity analyses was that integrity scales and the Big Five personality measures 
equally predicted general performance. In the total group, correlations between integrity scales and general 
performance were modest and correlations between self-rated integrity and observed leader potential were good. 

This study concluded that the results support adding an integrity scale into the assessment system of Finnish 
conscripts. Integrity scales had predictive validity, which varied between subgroups. The predictive validity in 
the total group was at the same level as Van Iddekinge et al. [17] presented in their meta-analyses, but not as 
high as in Ones et al. [11] and Schmidt and Hunter [14].  

3.3.4 Sweden 
Fors Brandebo and colleagues [6] carried out a planned series of studies with the aim to validate the officers’ 
programs selection process. The authors initially aimed to identify qualities and abilities that are of importance 
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for military officers’ ability to perform their duty, regardless of the arena in which they work. The developed a 
comprehensive model based on: 

1) A literature study of international peer-review publications; 

2) A review of Swedish reports and documents with the aim to identify/categorise qualities and abilities in 
military officers; and 

3) Focus-group interviews with 39 participants who were deemed to have relevant insight into which 
qualities and abilities a military officer should possess.  

The comprehensive model showed that a military officer should possess a few basic individual qualities such as 
emotional stability, motivation, determination, energy, integrity, and values. Important interpersonal and 
task-related abilities were also identified. Integrity was found to be an important quality in military officers in all 
of the three approaches (literature review, review of reports and documents, interviews).  

The second step aimed to further investigate if the identified abilities and qualities from the first study were 
stable or continue to develop over time, either through education or professional experience [16]. A qualitative 
study was conducted to assess how these abilities and qualities were perceived to develop. Interviews were 
conducted with 20 military officers. In this instance, integrity is described as taking responsibility/being loyal, 
respecting others, and acting as a role model. The first two aspects of integrity were considered to be relatively 
stable over time, while being a role model was deemed to be subject to development. Most of the participants 
connected development as a role model to training and work experiences, as well as social interactions with 
others. The two first aspects, although overall considered stable, was also regarded as developable if the 
individual has a stable foundation from which to start. The third stage of this project is ongoing and involves a 
longitudinal study with the goal of investigating if the criteria used to select individuals to the officers’ program 
can predict outcomes like individual performance, motivation to complete the education, and overall health. 
Integrity is not used as an outcome measure but is measured as a part of the selection criteria (psychologist 
interview). However, it is unclear at this time if ratings of integrity that can be used in the study (or if the only 
related source is a weighted score of several criteria). 

3.4 CONCLUSION 

This chapter has demonstrated that various nations take distinctly different approaches to the assessment of 
integrity, based on their own notion of what that concept means. The further development of direct measures of 
integrity will be challenging due to understandable budgetary limits and lack of appropriately qualified personnel. 
Indeed, Belgium is the only nation out of the eleven countries that has a dedicated test designed specifically for the 
measurement of integrity. Their Situational Judgement Test uses a series of dilemmas to measure two different 
aspects of the integrity construct ‒ does the person want to be honest (a value variable) and is he/she capable of 
being honest (a competence variable). While the predictive validity of this measure is good, the tool is used only to 
identify extreme responses, because of issues with transparency and social desirability. 

Most countries exploring the possibility of either developing or purchasing an instrument assessing integrity 
have found it difficult to operationalise this construct in a consistent, meaningful, and practical way. As a 
consequence, the identification or development of such a measure will remain difficult. The layered or tiered 
approach to integrity assessment currently employed by most participating nations, utilising different 
combinations of interviews, personality tests, and potentially other instruments (e.g., an honesty test) might 
remain the best solution. 
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Most of ongoing research is related to developing new instruments to predict integrity (or moral character). 
In this sense, Belgium appears to be ahead in its development of an SJT that assesses integrity, and Finland has 
operationalised the definition of integrity developed by this RTG to develop its own integrity scale. Sweden, on 
the other hand, proposes to examine whether the current assessment of integrity (via psychologist interview) 
predicts later performance and other outcomes. 
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This chapter has three main goals: to provide an overview of existing approaches used to assess integrity, to 
review currently available commercial integrity assessments, and to provide insight into emerging approaches.  

4.1 EXISTING APPROACHES TO ASSESS INTEGRITY 

In light of the numerous published reviews (e.g., Refs. [74], [75], [98]) on past developments in integrity testing, 
this section provides only a brief overview on this topic.  

4.1.1 Overt and Covert Measures 
In general, integrity tests can be categorised as being either overt or covert in nature. The specific content of such 
tests varies, depending on the definition of integrity and the theoretical background of the test developer. Overt 
integrity tests, also referred to as “clear purpose” tests, refer directly to dishonest and counterproductive 
behaviours such as theft, cyber-loafing, and attitudes toward such behaviours [75]. As a result, individuals taking 
these tests will be well aware of the aim of such measures. Covert tests, also referred to as “disguised purpose” 
[75] measures, are mostly personality-based. They assess integrity via personality measures like 
conscientiousness and dependability [98]. Both types of tests have been found to predict overall job performance 
and counterproductive work behaviour (CWB; [62], [63], [97]). In an updated meta-analysis, the corrected 
validities of these types of tests in predicting job performance were .14 (overt) and .18 (personality-based), and 
in predicting CWB were .38 (overt) and .27 (personality-based; [97]). Social desirability or faking, which is the 
tendency of test takers to distort their responses to manage impressions when completing such measures, 
accompanies both types of measures, but does not affect the validity of integrity tests [62]. 

4.1.2 Other Measures 
The polygraph and the Minnesota Multiphasic Personality Inventory (MMPI) have also been used to assess 
integrity but are not typically discussed in mainstream personnel selection literature.  

4.1.2.1 Polygraph Testing  

The polygraph, or “lie detector” test, involves the use of a device that records several physiological indicators 
which are used to make inferences about a person’s credibility [75]. A critical review of this test, prompted by 
the United States (US) Congress in the 1980s, revealed unsatisfactory scientific evidence to support its use in 
employment testing, and most North American employers were banned from using this type of test in 
pre-employment testing following the introduction of the Employee Polygraph Protection Act [60], [75]. 
However, provisions in the Act allow pre-employment polygraph testing in some sectors (e.g., policing, nuclear 
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and pharmaceutical industries) where public safety is a concern [42], [51]. Consequently, polygraph testing 
continues to be used in pre-employment screening in the US. In addition, there are reports that countries like 
Japan, Canada, and Bulgaria also use polygraph testing in pre-employment screening [51], [58].  

Results from a comprehensive review of polygraph testing procedures found mixed evidence to support its use in 
pre-employment screening [58]. However, research into polygraph testing techniques, scoring, and interpretation 
of results has grown over the years in an effort to develop a set of best practices around its use. Handler et al.’s 
[42] review on the topic suggests that data-driven decision-making approaches in polygraph testing, use of valid 
screening selection questions (i.e., those linked to job performance and risk), and a consideration of polygraph 
results in conjunction with other assessment tools can improve validity, sensitivity, and utility in honesty testing. 
They acknowledge, however, that polygraph testing is an imperfect tool, and ethical use requires a thorough 
understanding of its complexities and limitations. The use of polygraph testing in pre-employment screening also 
requires a consideration of relevant legislation (e.g., human rights, disabilities) that prohibits the collection of 
certain information (e.g., medical history) prior to a conditional job offer.  

4.1.2.2 MMPI  

The MMPI is a self-report measure of personality and psychopathology that involves the completion of a 
questionnaire whose results are interpreted by a clinical psychologist [22]. The MMPI has been used to assess 
integrity in police officer selection in the US for decades [78]. The validity of the original version of the MMPI in 
predicting integrity violations in police officer samples was poor [15], but subsequent revised versions 
(i.e., MMPI-2, MMPI-2-RF) have yielded more promising results. Certain MMPI sub-scales have been found to 
identify those with an increased risk of problematic behaviours in US police samples (e.g., Refs. [70], [92], [93]).  

The MMPI and its variants have also been translated and used in clinical (e.g., patient psychopathology), 
research (e.g., psychometric examinations), and applied (e.g., forensics) settings in several European nations. In 
a review by Butcher, Derksen, Sloore, and Sirigatti [21], it appears that countries such as Belgium, Italy, and 
Spain have used the MMPI or its variants for employment screening purposes. Having said that, there is very 
little published documentation in this area. Due to the nature of the constructs assessed by the MMPI (all 
versions), the resulting scores are considered to be clinical or medical in nature, and its use in personnel selection 
is subject to relevant employment legislation and relevance to the job [12]. 

4.2 COMMERCIAL INTEGRITY TESTS AND MEASURES 

Table 4-1 contains a list and brief summary of commercial integrity tests that were initially included in Ones and 
Viswesvaran’s [63] meta-analysis of integrity test validities. This table includes only those tests that were listed 
in Tests in Print IX [6], which is a comprehensive resource that describes every test in the English language that 
is commercially available for purchase. Efforts were made to check the currency of each test/test publisher listed 
in this table at the time of this writing (January 2021), but it is beyond the scope of this report to ensure the 
accuracy of this list due to the fluid nature of the test publisher landscape (e.g., changes in test publisher’s names 
and/or the products they carry). Test descriptions and reviews are based on information contained in the 
Mental Measurements Yearbook, the test publisher website, and/or published research on the test. We 
acknowledge that there may be more recent tests of integrity on the market today. Nonetheless, we chose to 
focus on tests that have been subject to independent reviews published in the Mental Measurements Yearbook. 
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Table 4-1: Commercial Integrity Tests Currently in Print. 

Test Name Employee Reliability Inventory (ERI) 

Test publisher (source) Psychometrics (www.psychometrics.com) 

Description 

This test was categorised as an overt measure of integrity in an earlier 
meta-analysis. A self-administered questionnaire developed by Gerald Borofsky 
[17], it contains 81 behaviour statements requiring a true or false response. The 
ERI assesses the likelihood of behaviours around seven skill areas (freedom from 
disrupted job performance, courtesy, emotional maturity, conscientiousness, 
trustworthiness, long-term commitment, safe job performance). Scoring is 
reported in terms of zones (one to four), which is based on the proprietary 
discriminant function analyses, undertaken during the validation phase, to 
correctly classify individuals on the basis of their ERI scores and work outcomes 
(e.g., accidents, unauthorised absences, disciplinary actions). The most current 
version of the ERI takes about 10 minutes to complete. 

Psychometric evidence 

Two reviews of the ERI were found in the Mental Measurements Yearbook [41], 
[72]. These reviews were based on published findings at the time. Generally, both 
reviewers agreed that although there is some evidence for test-retest reliability and 
validity, this evidence was based on small sample sizes, and should continue to be 
compiled using local samples on which the test is employed. The most current test 
manual [17] reports additional psychometric findings, some of which have also 
been published in the mainstream literature (e.g., Ref. [18], Borofsky, 2000). 
Reported test-retest estimates are based on small samples. The additional validity 
studies focus on examining the accuracy of each of the seven subscale scores 
(instead of the earlier single “R” score) in classifying individuals into criterion 
categories that are specific to the scale’s skill set area. Although based on small 
samples, 92 ‒ 100% (validation samples) and 76 ‒ 85% (cross-validation samples) 
of the cases were correctly classified. 

Test Name Inwald Personality Inventory-2 (IPI-2) 

Test publisher (source) PSI Testing Excellence (www.psionline.com/assessments/the-inwald-
personality-inventory-2/) 

Description 

The initial version of this measure, the IPI, was included in Ones’ meta-analysis 
[61] as a personality-based measure of integrity. The IPI-2, which is a revised
version of the original IPI, specifically measures characteristics and behaviours
that are detrimental to high-risk professions (e.g., police officers).

The information reported herein is based on MMY reviews of the IPI [Revised] 
and updated wherever possible with information about the IPI-2. 

The IPI-2 contains some new content scales that eliminate item overlap that 
existed in its earlier version. There are 16 content scales (Rigidity, Passivity, 
Admitted Illegal Behaviour, Criminal Accusations, Social Difficulties, 
Volatility, Anxiety, Abnormal Thoughts, Depressed Mood, Elevated Mood, 
Non-Conformity, Unreliability, Risk-Taking Tendencies, Irritability, Health 
Concerns, Substance Use) and 1 validity scale (Guardedness). 

http://www.psychometrics.com/
file://10.0.0.28/03services/Projects/21-13A-NATO/01_Drafts/TR-HFM-290/TR-HFM-290-Reformatted-Files/www.psionline.com/assessments/the-inwald-personality-inventory-2/
file://10.0.0.28/03services/Projects/21-13A-NATO/01_Drafts/TR-HFM-290/TR-HFM-290-Reformatted-Files/www.psionline.com/assessments/the-inwald-personality-inventory-2/
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Description (cont’d) The IPI contains 202 self-reported true/false questions, is accessible at a grade 5 
reading level, and should take 30 ‒ 40 minutes to complete. IPI scores are 
compared to a normative distribution of other public safety professionals, and 
those above a T-score of 60 are considered “elevated” and warrant further 
investigation. Candidate results are combined with Field Training Officer (FTO) 
predictions to provide a more complete picture of a candidate in four areas: 
Control of Conflict, Public Relations, Report Writing, and Overall FTO Rating. 
Prediction equations yield categorisations such as “likely to meet expectations” 
or “not likely to meet expectations” with respect to FTO performance, and an 
Estimated Psychologist Recommendation (“likely to recommend” and “not 
likely to recommend”). 

Psychometric evidence 

The IPI-2 was created with a normative sample of 89,301 pre-existing and 
rescored IPI records from the United States Institute for Personality and Ability 
Testing (IPAT) [47]. Cronbach’s alpha values for the overall IPI-2 is .52, and 
the individual scales range between .34 and .77. The IPAT reports that the IPI-2 
had significant expected correlations (i.e., convergent validity) with the MMPI-
2-RF and Personality Assessment Inventory (PAI), but the actual correlations 
are not listed [47]. With respect to criterion-related validity, the IPAT reports 
accuracy scores between 73% and 89% for the overall psychologist 
recommendation and FTO predictions, but does not provide other details 
(e.g., sample size, nature of criterion, time interval) [47].  

Some studies using the IPI (earlier version) have been published in mainstream 
research. For example, Detrick and Chibnall [32] reported significant associations 
between some IPI scales (not among the 16 revised scales) and police training 
performance. Studies using the IPI-2 (e.g., Ref. [56]) have used it to examine the 
convergent validity of other similar measures (e.g., Matrix-Predictive Uniform 
Law Enforcement Selection Evaluation [M-PULSE] Inventory). 

Test name Personnel Reaction Blank (PRB) 

Test publisher (source) 
PSI Testing Excellence 

(https://www.psionline.com/assessments/the-personnel-reaction-blank-prb/) 

Description 

The PRB is meant to be used by those making hiring decisions, to assess the 
extent to which an individual is conscientious, diligent, and has restraint. 
According to the publisher’s website, the test assesses an individual’s sense of 
well-being, compliance with rules, occupational preferences, background 
indicators, and has a reliability index. It contains 84 multiple-choice items and 
takes about 15 minutes to complete.  

Psychometric evidence 

Sundre [91] reviewed an earlier version of the PRB in the Mental Measurements 
Yearbook based on information available at the time. Internal consistency for 
Spearman-Brown was high for delinquent samples (.97 and .95 for male and 
females), but lower for college samples (.73 and .56 for males and females, 
respectively). Test-retest reliability with a sample of 26 with a 5-year delay was 
.56. Standard error was not reported, which is important given the intention to 
use the instrument in selection decisions.  

  

https://www.psionline.com/assessments/the-personnel-reaction-blank-prb/
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Psychometric evidence 
(cont’d) 

In the manual, there was not much discussion on content validity and how the 
items were developed, nor on the rationale behind placing individuals on a 
continuum of “negative, asocial,” and “positive, conforming.” Correlations 
between the PRB and work performance were in the .20-.33 range, but the 
rating source and criterion operationalisation were not provided. Another review 
of the PRB [99], assuming it is based on the same data reviewed by Sundre [91], 
described it as being “theoretically grounded,” and with reliability and validity 
demonstrated in large sample studies, although they did note some gaps in 
the databases. 

Test name PSC-Survey ADT (full name not specified in any source) 

Test publisher (source) Predictive Surveys Corporation (email: marklstrand@gmail.com) 

Description 

The PSC-Survey evaluates alienation and trustworthiness at work. It combines 
three different scales into a short version. The scales are Leniency and 
Trustworthiness (LT), Attitudes Towards Alcohol and Drugs (AD), and 
Motivation, Attitude Towards Work, Supervisors, etc. (MA). The PSC is meant 
to replace lie detector tests asking invasive questions, which implies it evaluates 
honesty, but the publisher claims this is not the case. There are 100 items, 
scored with a correction grid. The result is two subscale scores, as well as an 
overall score and number of “don’t know” responses. The degree of an 
individual’s “virtue” is inversely related to their score.  

Psychometric evidence 

At the time of Jeanrie’s review [48] in the Mental Measurements Yearbook, the 
PSC-Survey had been released for nearly a decade. Jeanrie [48] found the lack 
of validity and reliability data after such a long time to be a serious deficiency 
and did not recommend the measure for use. Very little information is included 
about scale development. Only the AD scale has split-half reliability data, and 
the reviewer stated that Cronbach’s alpha would have been a more conservative 
and appropriate option (the figure is not included in the review). Validity 
information for the PSC-Survey is simply correlations between the three longer 
scales and their condensed versions: r = .93-.96, n = 55-143. Information is 
given for criterion-related validity, but no norms are provided for comparison, 
and the conclusions drawn are not convincingly supported. There is also no 
explanation given for why not answering a question is counted as a “wrong” 
answer, and the publishers claim that too many “?” responses indicate a 
deceptive attitude. No other published studies on the PSC-Survey were located. 

Test name PSC-Survey-Supervisory Attitude (SA) 

Test publisher (source) Predictive Surveys Corporation (email: marklstrand@gmail.com) 

Description 

The PSC-Survey-SA was specifically designed for selection or promotion of 
mid-level managers/supervisors, and measures attitudes towards supervisory 
positions. There are five scales that measure: attitudes towards upper 
management, being a supervisor, the company and business in general, towards 
peers, and towards subordinates. The PSC-Survey-SA consists of 60 “yes/no/?” 
items. To score the test, negative responses are summed, then scale totals are 
graphed and converted to percentile ranks on the form itself to indicate strengths 
and weaknesses of the applicant. The authors do not give an explanation or 
description of how to interpret scores other than that lower scores are better. 
The PSC-Survey-SA takes around 15 minutes to complete. 

mailto:marklstrand@gmail.com
mailto:marklstrand@gmail.com
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Psychometric evidence 

Pearson [64] and Witta [105] reviewed the PSC-Survey-SA in the Mental 
Measurements Yearbook. Overall, the authors agreed that there was little 
evidence to support using the PSC-Survey-SA to make selection decisions. 

Split-half reliability for the PSC-Survey-SA was .74, and no other reliability 
data were provided. There is some evidence for concurrent validity, where a 
sample of 15 individual’s PSC-Survey-SA scores were compared to supervisor 
ratings at .72. A study on predictive validity recorded PSC-Survey-SA scores 
for 42 men and 10 women who were recently hired. Supervisor ratings were 
collected six months later, but a correlation coefficient is not reported. Witta 
[105] hypothesises that the results are skewed because only those with low 
PSC-Survey-SA scores were likely hired. There is a standardised sample of 
72 females and 97 males, but there is no explanation as to how the percentiles 
were derived. Pearson [64] (1998) suggested a number of other well-validated 
leadership surveys to use instead (e.g., Leader Behaviour Analysis II from 
Blanchard Training & Development, Inc.). Witta [105] was more optimistic and 
stated that the PSC-Survey-SA could be useful in screening applicants for first-
line supervisory positions. 

Test name Reid Report (RR) 

Test publisher (source) PSI Testing Excellence (https://www.psionline.com) 

Description 

According to an early review by Brodsky [19], the RR underwent 19 revisions 
in the first 30 years of its creation, and has been given to over 5 million people, 
mostly in low-level positions (e.g., labourers, clerks). The test is intended for 
screening in positions where honesty and integrity are critical to the work. 
The test booklet contains four parts, with a total of 320 items. The first part, the 
Integrity Attitude Inventory (IAI), consists of 80 yes/no items which are scored 
for use. The other parts assess work history, drug and alcohol abuse, and 
antisocial history; these are optional. Only 70 of the 80 questions in the IAI are 
scored. There are meant to be four types of final evaluations: recommended, 
qualified, not recommended, and no opinion. However, the manual only refers 
to “recommended or not”, with a cut-off score of 49-50 and it does not explain 
how the cut-off was determined. Approximately 75% of applicants receive a 
‘recommended’ evaluation. The test should take 15-30 minutes depending on 
the version [25]. 

Psychometric evidence 

The RR has been reviewed multiple times in the Mental Measurements 
Yearbook, and a synthesis of these reviews is provided here. The reviewers 
seem uncertain as to the usefulness of the RR due to missing information. At the 
time of the most recent review, the only psychometric data available was for the 
IAI [34]. The manual states that 18 internal consistency studies have been 
completed, but only 14 are listed, with reliabilities ranging from .71 ‒ .86. In 
addition, Cronbach’s alpha was provided in some cases, which is inappropriate 
for the dichotomous nature of the items. 

There is no discussion of test development, or evidence to support the four-
factor structure claimed by the developers, which does not include honesty or 
integrity. A predictive validity study [27] found RR scores correlated with 
honest behaviour, but the RR scores correlated even more strongly with the 
tendency to impress others and to deny undesirable qualities. 

https://www.psionline.com/
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Psychometric evidence 
(cont’d) 

More recent evidence [95] suggested the RR was not valid in predicting any 
type of job performance. Murphy [57] states that an APA task force strongly 
criticised the use of categorical/dichotomous scoring in integrity testing, which 
is the foundation of the RR.  

Test name The Stanton Survey (SS) and the Stanton Survey Phase II 

Test publisher (source) The Plotkin Group (https://www.plotkingroup.com) 

Description 

The SS provides information on attitudes, values, beliefs, and information on 
past dishonest behaviour. It is based on seven concepts: General Theft, 
Opportunism, Employee Theft, Leniency, Employee Discounting, 
Pervasiveness, and Association. There are 74 yes/no and multiple-choice 
questions, with options to write further explanation. The SS also includes 
requests for personal information on schooling, addresses for the past five years, 
and past employment. The SS is still scored by the publisher at this point, so no 
information on scoring or norms was provided, but statistical data is available 
from the publisher upon request. It is known that attitudinal items are summed 
for a numerical base score (NB), and admissions of wrongful acts (AS) are 
categorised as petty, marginal, or severe. NB and AS scores are then summed 
for a Stanton Score which places applicants into Low, Marginal, or High-Risk 
categories, indicating levels of dishonest behaviour.  

The SS Phase II contains 36 “attitude” items that are agree/disagree, with some 
factual items with 2-10 options such as “How much money have you taken 
(stolen) in your life?” It is scored the same way as the SS. 

Psychometric evidence 

Overall, the three reviewers in the Mental Measurements Yearbook felt that 
evidence for the SS and Phase II did not satisfactorily support the prediction of 
stealing/cheating behaviour of employees [38], [43], [104]. The only reliability 
data provided is a Kuder-Richardson’s coefficient of .91 (internal consistency). 
A few validity studies were described, but the operationalisation of “criminal” 
groups was based on admissions of previous misconduct, or polygraph testing. 
The generalisability of the SS across 10 occupational groups was tested by 
using the NB as a predictor and AS the criterion with a sample of 5,325. The 
validity coefficient was .70, but there is no information as to how this was 
calculated. Criticisms included the high potential for faking, and the 
invasiveness of the biographical data and some questions. A later review [100] 
described the Stanton Survey as well-researched with demonstrated criterion-
related validity in security samples. The report also indicated that the measure is 
reliable and does not have adverse impact. 

The tests reviewed in Table 4-2 are largely North American in origin. Therefore, we have included a summary 
evaluation of several integrity tests that are known and used in some Scandinavian organisations for personnel 
selection (see Table 4-2). Some of these tests are DNV certified. DNV-GL, a Norway-based company involved 
in diverse quality assessments and risk management, evaluates commercially available tests in line with the 
guidelines for test reviews developed by the European Federation of Psychologists’ Association [35]. A DNV 
certificate indicates that the test has been reviewed and deemed to be a valid assessment.  

 

https://www.plotkingroup.com/
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Table 4-2: Integrity Tests Used in Scandinavian Organisations. 

Test Name MAP-X 

Test publisher (source) Assessio (www.assessio.com/en/mapx-2) 

Description 

MAP-X is a self-assessment test based on the test publisher’s Five Factor 
Model (FFM) test called MAP. The MAP test and MAP-X have the same 200 
items, 40 per scale, and 5 sub-scales per FFM dimension. MAP-X is an 
expanded evaluation of MAP test scores, using the alternative DSM-V Model 
for Personality Disorders [3], [4], [9], [83].  

The MAP-X test is administered online through the publisher’s platform called 
Ascend. The test can be delivered via computer, iPad, or smartphone. Test 
results are available both as test scores for comparison (ranking) of several 
candidates, and as narrative reports for individual analysis of test results. The 
test takes about 30 minutes to complete.  

According to the MAP-X technical manual, the test is supposed to not only map 
the individual’s test scores to the five dimensions of the FFM (including facets), 
but also identify an individual’s risk tendencies (also called derailers) correlated 
to their personality. These tendencies may lead to extreme or counterproductive 
work behaviours. The results may also help to identify how positive personality 
aspects may become toxic or critical derailers under extreme or stressful 
conditions. The test results are further meant to be useful in recruitment and 
selection, as well as in the development of coworkers, and to assess who might 
be suitable for certain tasks and positions [9]. 

MAP-X is also described as a measure of the extreme ends of the FFM 
variables. Therefore, this MAP-X test actually has ten new scales, one in each 
of the extreme low ends of the FFM factors and one in each of the extreme high 
ends of these factors (e.g., for Extraversion, extreme low end: Withdrawn; 
extreme high end: Unrestrained). The scales are presented in Table 4-2, along 
with the normal FFM factor in between. The MAP-X scales should be 
understood as measures of the dysfunctional and maladaptive dimensions, on 
the extreme ends of the FFM. For further descriptions of each scale please see 
the technical manual [9].  

Psychometric evidence 

Since both tests have the same items, the internal reliability for MAP and 
MAP-X is optimal (> .80), with a robust factor structure. The manual reports a 
rather good convergent and discriminant validity with other tests. The MAP-X 
scales were positively correlated with the test scores of MINT, published by the 
same test publisher Assessio, as well as with the Honesty-Humility scale (from 
the HEXACO inventory).  

MAP-X also correlates well with the PID-5, a measure of the DSM-V 
alternative model of personality disorders ([3], [4]), demonstrating that MAP-X 
measures the dysfunctional and maladaptive dimensions on the extreme ends of 
the FFM. For example, MAP-X Emotional Stability correlates negatively with 
PID-5 Negative Affectivity (- .82), MAP-X Extraversion correlates negatively 
with PID-5 Detachment (-.70) and MAP-X Conscientiousness correlates 
negatively with PID-5 Disinhibition (-.69).  

http://www.assessio.com/en/mapx-2
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Psychometric evidence 
(cont’d) 

As reported by the test publisher, MAP-X scales of Agreeableness, 
Conscientiousness, and Emotional Stability held moderate to strong negative 
correlations (-.14 to -.58) with each of the three dimensions of the Dark Triad, 
that is scales of Machiavellianism, Psychopathy and Narcissism as measured by 
the self-report test Dark Triad Dirty Dozen [9].  

CWB was moderately and negatively correlated with the Agreeableness scale, 
as well as the Conscientiousness and Emotional Stability scales. Work 
engagement and self-rated Job Performance was positively correlated with all 
the big five scales [9], [83].  

The manual reports more correlations with other tests. For example, the 
correlations between MAP-X and the Hogan Development Survey (HDS) [9] 
are a bit more complex, which is partly explained by the fact that the tests are 
based on different taxonomies. The HDS is based on DSM-IV categorical 
approach, while the MAP-X is based on the DSM-5 alternative personality 
model ([3], [4]) 

More empirical research is needed, though, to report more about MAP-X’s actual 
predictive validity in predicting job performance in actual selection procedures 
and/or development assessments. Since MAP-X is a rather new measure, 
additional research findings are likely to be published in the future. At the time of 
this writing, the MAP-X version of the test did not have a DNV certificate.  

Test name MINT (Measuring INTegrity) 

Test publisher (source) Assessio (www.d-teck.com/products/mint-assessio) 

Description 

According to the test manual, MINT is a personality-based integrity test that 
purports to predict job performance and CWBs [79]. The theoretical model for 
this test is based on the Big Five personality dimensions of Conscientiousness, 
Agreeableness, and Emotional stability. The two frequently used dimensions of 
Interpersonal orientation and Task orientation in categorising different forms of 
CWBs are also used for a comprehensive model for this test.  

Each personality dimension is measured with 20 items, and the test can be 
administered online in an unproctored setting. There is no time limit. A 
weighted combination of the three personality traits makes up the main integrity 
or the overall score. Scores are presented on a 10-point scale and are also 
provided for the two factors of Interpersonal Orientation and Task Orientation. 
The manual specifies that scores on the two factors are “independent,” thus it is 
possible to obtain any combination of these factor-scores without the overall 
integrity score being affected. The manual recommends that the overall 
integrity score should serve as the basis for selection decisions, because the 
scores on the factors do not provide information about risks for CWBs. The test 
manual reports thorough analyses of item development, reliability, and 
convergent validity for the test, some of which is included below and focusses 
on employee samples and the overall integrity score [79]. 

 

 

 

 

http://www.d-teck.com/products/mint-assessio
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Psychometric evidence 

The test manual [79] reports a correlation of r = .25 (operational validity estimate 
of .36) between the Integrity score and job performance among traffic controllers 
in Sweden (n = 47), as evaluated by their managers. In the same sample, a 
self-reported job performance rating correlated quite high with the integrity score 
(r = .48, operational validity estimate of .67), but not for self-reported job 
satisfaction (r = .05). Correlations between the MINT Integrity score and job 
performance are also reported for a Norwegian sample of workers in a grocery 
store chain (n = 101, r = .19) and a Norwegian sample of warehouse workers and 
truck drivers (n = 68, r = .13). The operational validity estimates for these two 
samples in Norway were .26 and .18, respectively. For these reported 
correlations, it is unclear if a concurrent validity strategy was used, or if the 
reported correlations were based on a predictive validity strategy with a time span 
between test result obtainment and criterion measures. Some of these studies 
were used for test-retest analyses, in which a time span of 30 days is reported 
between the testing. This could mean that this was the maximum timespan 
between test results and criterion measures for some of the studies.  

Studies using criterion measures of CWBs are of especial interest for integrity 
testing. There is one empirical finding on CWBs in the test manual, based on the 
Norwegian sample of grocery store workers (n = 101). Scrutinising the details, 
CWBs were measured by a supervisory rating scheme consisting of nine 
questions. These questions were directed at both job performance and CWBs, but 
it is not reported how many items were devoted to each criterion. Only two 
examples of CWB-items are reported: “showing up late to work” and “non-job-
related use of the internet.” Thus, the exact content of the CWB evaluation 
completed by supervisors is unknown. The final sample used for the analysis of 
MINT and CWB were n = 44, partly because of missing data. The reported 
correlation between the integrity score and supervisor-evaluated CWBs was  
r = -.28 (n = 44), where the reported operational validity estimate were -.35.  

The MINT is a DNV-GL certified test for use in personnel selection, and 
therefore holds a certificate that claims that Norwegian and Swedish versions of 
the test are valid assessments (i.e., the test predicts what it claims to predict 
[i.e., job performance and CWBs], [33]). But unless the DNV-GL has secured 
more information on MINT’s predictive validity towards CWB than what is 
reported in the test manual, MINT’s certificate should be considered problematic. 

Test name Squares 

Test publisher (source) Aon Assessment Solutions, formerly cut-e  
(www.aon.assessment-solutions.com)  

Description 

Squares is described as an integrity test that aims to identify applicants with a 
likelihood of CWBs [7]. According to the test manual, the theoretical 
background of Squares was based on an identification of six situational aspects 
(distraction, ambiguity, boredom, indifference, opportunism, superficiality) 
believed to increase probability of CWBs. These aspects are each mapped onto 
respective psychological attributes (discipline, conscientious, cautious, 
empathetic, honest, and reflective) hypothesised to determine individuals’ 
susceptibility to situational forces. These attributes are further categorised into 
two overarching factors, impulse control and ethical awareness, which are 
deemed to reflect a trait called trustworthy.  

http://www.aon.assessment-solutions.com/
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Description (cont’d) Squares is administered online as an unproctored test. Six items (e.g., I often and 
willingly help others) measure each facet, and test takers are asked to rate each 
behaviour by comparing themselves to other people. The rating scale is a sliding 
bar that test takers can move towards the scale’s three anchors (holds less true for 
me than for others, holds equally true for me and for others, holds more true for 
me than for others). Unweighted summed scores from each facet are used to yield 
scores on the two factors and the overall trustworthy scale. Based on a combined 
German-speaking and English-speaking sample (n = 335), the average 
completion time for the test was 7.5 minutes. In Norway, Squares has been used 
in suitability evaluations of police students for some time. 

Psychometric evidence 

In the test publisher’s report [7] (cut-e, 2013), Cronbach’s alphas for the facets 
and factors were .71-.90, whereas the total trustworthy scale had an alpha of .92. 
Intercorrelations of the facets were between .17 and .52. Findings from a 
concurrent validation study with 33 participants in Germany, which correlated 
scores on Squares with one-hour long structured interviews scoring each facet 
using a 10-point scale (0 = very low, 5 = average, 10 = highly pronounced), found 
correlations in the range of .60-.70.  
Further psychometric evidence comes from an independent study conducted by 
one of the authors of this chapter [84], [85]. This was based on data gathered from 
police applicants during the Norwegian police selection process in Spring of 
2014, and from police students attending the Norwegian Police University 
College in the years 2014-2017. To become an authorised police officer in 
Norway, a three-year educational program resulting in a Bachelor’s degree is 
required.  
In the selection phase, Squares was among the psychological tests administered to 
applicants/students. Three criterion measures were examined:  

1) Outcomes of the security clearance process (passed or failed the personnel 
security evaluation);  

2) Theoretical and practical performance ratings in the educational period; 
and  

3) Completion of the police-degree within the expected time range for the 
police education. 

Security clearance outcomes (coded 0 = fail and 1 = pass) for the applicant 
sample (N = 1261), 47 of whom did not pass the security evaluation, did not show 
any significant correlation with Z-scores of the Squares’ factors of Impulse 
control (r = -.03) and Ethical awareness (r = .02), or the total Trustworthy score  
(r = -.02). In a sample of 619-664 students, average grades in five main study 
areas (uniformed police service, methodology, policing and society, crime 
prevention, and criminal investigation) were also correlated with the total 
Squares’ scores (i.e., trustworthy). However, Squares scores were found to 
be unrelated to grades in all study areas (r = .04, uniformed police service;  
r = -.04, methodology; r = .02, policing and society; r = .03, crime prevention; r = 
.01, criminal investigation). 
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Psychometric evidence 
(cont’d) 

Performance in a 10-month on-the-job training period, completed in the second 
year of study, was evaluated using a five-point Behaviourally Anchored Rating 
Scale (BARS) that was developed to measure the same six competencies 
(interaction, openness and inclusiveness, maturity, power to act, integrity, and 
analytical capacity) that the students had been evaluated on in the selection 
process. Each competency contained five items that instructors provided 
ratings on. Of the 160 instructors that were asked to participate, 107 returned 
the rating scale (response rate of 67%).  

The resulting correlations between Squares trustworthy scores and competency 
ratings were found to be low and non-significant (r = -.15, interaction; r = -.14, 
openness and inclusiveness; r = .08, maturity; r = -.08, power to act; r = .01, 
integrity; r = -.05, analytical capacity). 

Squares (factors and total) Z-scores were also correlated with a dichotomous 
variable indicating if the student had completed the educational degree in the 
expected time (coded 1) or not (coded 0). Of the 668 students in the sample, 94 
students did not complete the program within the expected time due to failure 
on one or more exams taken in the last spring before graduation. There were 
significant (point-biserial) correlations, although in the wrong direction, 
meaning that higher Squares scores increased the probability of not completing 
the degree in the expected time (r = -.14, impulse control; r = -.10; ethical 
awareness, r = -.13, trustworthy). 

Test name Understanding Personal Potential (UPP) Personality and UPP Integrity 

Test publisher (source) Psykologisk Metod AB (Sweden) (www.psykologisk-metod.se) 

Description 

This test is a measure within the commercial test battery called UPP, consisting 
of the UPP Personality (personality test), the UPP Problem Solving (general 
intelligence), the UPP Screen (short personality test), and the UPP Integrity 
(claimed by the test publisher to measure integrity).  

The UPP Personality has 15 scales, measuring up to 29 dimensions including 
the factors of the Five Factor Model (FFM; Extraversion, Emotional Stability, 
Openness, Agreeableness, Conscientiousness). Other scales are aimed at 
measuring other personality aspects and important dimensions within 
occupational life, such as Willingness to Work, Control orientation, Initiative, 
Self-Appreciation, Emotional Intelligence, etc.  

The UPP Integrity is a set of eight dimensions taken from the full personality 
test called UPP Personality, where some of the scales are reverse-scored and 
labelled with new names. UPP Screen also consists of a set of dimensions 
taken from the full personality test UPP Personality, but these are not the same 
set of scales as UPP Integrity.  

  

 

 

http://www.psykologisk-metod.se/
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Description (cont’d) The dimensions in the UPP Integrity test are:  

• Agreeableness  

• Conscientiousness  

• Emotional Stability 

• Emotional Intelligence  

• Passive Aggression (inversed Willingness to cooperate) 
Self-Appreciation (Narcissism) 

• Psychopathy (inversed Benevolence) 

• Machiavellianism (inversed Unselfishness)  

The UPP Personality (and UPP Integrity) tests also include questions and 
algorithms indicating data quality of the responses of the test taker. This consists 
of analysing the test taker’s mood and attitude, as well as response behaviour, in 
the test situation. The UPP Personality test includes a statistical method for 
correction of faking (or impression management). This is based on using 
measures of two different social desirability scales. The overt measure is of the 
Crowne-Marlowe type, while the covert measure is based on items which are not 
clearly socially desirable indicators but are selected since they correlate strongly 
with the overt scale [80]. The correction method used is controversial, though, 
due to generally weak support of statistical methods for correction of faking 
within the science community. 

Test scores of each dimension are presented with and without the correction for 
faking, giving the test administrator indication of the value of the difference (or 
the size of faking). Their own studies have shown that faking differs across 
different variables. Therefore, the faking correction method in the test is 
adapted accordingly. The test also has scales used for simultaneous validation, 
which in the manual is called “proxy-validation.” The test includes questions 
and scales related to work which leads to scores on several work-related 
dimensions such as Willingness to Work, Job interest, Job Satisfaction, 
Balance work/life, etc. Scores on these work-related dimensions are used as 
criteria for a simultaneous validation of all the other personality-related 
dimensions of the test. Therefore, by using a set of general proxy criteria 
(which is the test taker’s responses to certain work-related dimensions within 
the test) instead of using specific real-life work criteria (which is usually hard 
to collect for every test taker), this type of simultaneous validation (or “proxy 
validation”) results in a score which indicates how valid the test results are on 
predicting performance in working life (or general job performance).  
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Description (cont’d) The test is administered online. Test results are presented as a test report of 
choice per individual (only psychometric scores, brief narrative, long 
narrative). There are also special feedback versions of the report aimed for the 
test taker, if necessary. Data files for groups of test results are possible 
to retrieve. All test scores are presented according to available standardised 
norm groups. Test scores of each dimension are also presented with and 
without the correction for faking, giving the test administrator indication of the 
value of difference. According to the test publisher the test is available in 
several language versions (Swedish, English, Norwegian, Russian, Spanish, 
Arabic, Finnish, Danish, Tigrinja, Dari). 

The test publisher claims their online tests have undergone accessibility 
analysis and adaptions to minimise eventual discrimination, according to a 
review they initiated which was conducted by a Swedish national accessibility 
organisation [37].  

Psychometric evidence 

This section focusses on psychometric evidence of the UPP Integrity Test, as is 
reported by internal studies referred to in the manual [66], [81].  

The Unselfishness scale is the inverse of Machiavellianism in the UPP 
Integrity test. The Technical manual of UPP ([65], [66], [67]) reports that the 
Machiavellianism scale is well-validated, because it has high internal reliability 
(.90) and correlates highly (.90) with a modernised version of a Narcissism 
scale [29].  

In a recent study by Westlin [102], [103], the Psychopathy and 
Machiavellianism scales predicted CWB significantly (r =.37 and r =.26, 
respectively), while Narcissism failed to predict CWB in this study. However, 
Narcissism scale was found to consistently have predicted CWB in other 
internal studies, and the UPP Narcissism scale showed convergent validity with 
Raskin and Terry’s (1988) Narcissistic Personality Inventory ‒16 (uncorrected 
r = .63, corrected r = .80; Ames et al., 2006), the Narcissism scale is still 
included in the UPP Integrity test. 

The passive-aggression scales in UPP Integrity and the “Leisurely” scale of the 
Hogan Development Survey (HDS; [45]) are explained to be subclinical 
versions of the same construct and are moderately correlated with each other(- 
.42 uncorrected and -.66 corrected) [66], [81], [102]. 

An Emotional Intelligence measurement is included in UPP Integrity based on 
rather questionable support from the scientific literature, but it is still 
considered a factor of great importance to working life in associated reports 
and results [65], [66], [67], [82]. Correlations of the UPP Emotional 
Intelligence measure with other such scales was found to be in the ranges of 
.36 ‒ .54 (uncorrected) and 0.5 ‒ .68 (corrected). In a criterion validity study, 
Westlin (2019) reported that emotional Intelligence and OCB were correlated 
(r = .36**). The UPP (and assumingly all the tests contained within it) is DNV 
certified [33]. 
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4.2.1 Summary 
The objective of this section was to provide insight into commercially available measures of integrity. Of the 
25 tests included in Ones et al.’s [63] meta-analysis, only eight (see Table 4-1) are currently available (as of 
January 2021). In addition, we included a review of several integrity tests (see Table 4-2) that tend to be used in 
Scandinavian organisations. Of note, a recent assessment called the Wartegg Drawing Completion Test – Crisi 
Wartegg System, which is a performance-based personality measure utilising an assessment technique similar to 
projective tests such as the Roscharch [26], was also considered but not included here because it does not claim 
to assess integrity.  

As indicated through our review, the composition of each measure differs, with some focussing on 
personality traits, and others on attitudes, values, past experiences, or a combination of these varied constructs. 
The psychometric properties of each measure also vary, with some more psychometrically sound than others. 
Should an organisation wish to use a commercial measure of integrity in personnel selection, it should examine 
the generalisability of any existing psychometric evidence that is deemed sufficient by comparing its local 
operational context and requirements against those in which the evidence was first gathered [87]. Alternatively, 
efforts to gather local validity evidence (i.e., within one’s own organisational context) may be undertaken to 
support the use of a measure in personnel selection [87]. 

4.3 EMERGING APPROACHES TO ASSESSING INTEGRITY 

It is clear from the other chapters in this report that technology has influenced personnel selection and 
assessment in many ways. This section examines the extent to which technological advances have facilitated 
innovative approaches to assessing integrity. In describing emerging technology trends in staffing/assessment, 
Jones and Dages [50] used the terms platform-centric and information-centric to categorise some of these trends. 
They described platform-centric approaches as the use of computer hardware or software, and/or informational 
technology infrastructure required to support an assessment. Consequently, we view platform-centric approaches 
as entailing the administration of traditional assessment tools (e.g., paper-based inventories, in-person 
interviews, role play exercises) using technology (e.g., computer or online inventories, web-enabled interviews). 
Information-centric approaches, according to Jones and Dages [50], refer to the use and processing of 
technology-based information. As a result, we see information-centric approaches as using and processing 
information that is generated on web-enabled platforms such as Social Networking Sites (referred to as social 
media here) to assess some construct. Examples included Facebook, MySpace, Twitter, YouTube, and others. 
Our review of the literature around integrity assessments is organised into these two categories. 

4.3.1 Platform-Centric Approaches  
Dages, Zimmer, and Jones [28] examined the psychometric properties of a shortened version of the Reid Report, 
an overt measure of integrity, using mobile technology (e.g., smartphones, tablets). The Reid Report (see  
Table 4-1) is considered to be a traditional assessment of integrity because it was included in Ones, 
Viswesvaran, and Schmidt’s [63] meta-analysis, along with other traditional integrity measures. As part of an 
organisation’s pre-employment screening process, Dages et al. [28] created a shortened and unproctored version 
of the Reid Report, assessing integrity attitudes and admissions of counterproductive work-relevant behaviours. 
Applicants completed this measure by accessing a web-link to this version of the assessment using a 
desktop/computer, tablet, or smartphone. The authors found estimates of reliability and validity were comparable 
across the type of devices used. 
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Jones, Brasher, and Huff [49] conducted a series of studies to examine the Applicant Potential Inventory, which 
was adapted from a traditional integrity assessment, the Personnel Selection Inventory (see Table 4-1). 
The Applicant Potential Inventory represented a modified version of the Personnel Selection Inventory 
(i.e., shorter, lower reading level, and fewer response options), specifically developed for administration using an 
interactive voice recognition (IVR) system (i.e., automated telephone delivery of questions, recording of 
touch-tone key responses, and scoring of responses). Findings from six studies provided evidence for strong 
convergent validity between the IVR-based Applicant Potential Inventory and the paper-pencil Personnel 
Selection Inventory, comparable reliability and validity coefficients between the IVR-based Applicant Potential 
Inventory and paper-pencil version of this inventory, no adverse impact or group differences using the IVR-
based inventory, as well as concurrent and predictive validity of the IVR-based inventory in predicting 
supervisor ratings of performance in two different employee samples.  

Aguinas, Henle, and Beaty [1] discussed the potential use of virtual reality technology (another platform) in the 
assessment of certain constructs, including integrity. They explained that because virtual reality allows users to 
more fully immerse themselves in a particular scenario or task, it can increase the fidelity of a selection tool by 
creating a more realistic representation of the job-related requirement. This can increase the validity of the 
selection tool. However, the high costs associated with such technology prohibits its use, and likely explains why 
we were unable to find published research on the use of such technology in integrity assessment, or in personnel 
selection at writ large.  

4.3.2 Information-Centric Approaches  
The use of information-centric approaches in organisational screening is on the rise. Clark and Roberts [23] 
provided a summary of various studies on the use of this practice, revealing that 50% of HR managers reported 
running an internet search on applicants [106]. The primary purpose of such practices is to uncover negative or 
CWBs (e.g., illegal drug use, slandering employers or coworkers) in candidates [31], [86]. Berkelaar [13], [14] 
used the term “cybervetting” to refer to the practice of employers gathering information about prospective 
employees using informal, online sources to inform selection decisions. Hence, this practice involves using types 
and sources of information that deviate from traditional measures. As Clark and Roberts [23] described, social 
media provides organisations with inexpensive and readily available information that is used to conduct quick 
online background checks on applicants. Traditional background checks are typically expensive, dictated by the 
requirements of the job, and reserved for serious candidates.  

With the rise of information-centric approaches in selection practice, research into the validity of such 
approaches is slowly accumulating. While some research concerns the assessment of various constructs (e.g., 
personality, intelligence), it provides insight that is relevant to the assessment of integrity. For example, 
Newness, Steinert and Viswesvaran [59] shed light on the extent to which the type and amount of information 
posted on social media is indicative of an individual’s personality. They were particularly interested in predicting 
the posting of inappropriate information (e.g., semi-nude or nude photos, comments about illegal drug use, 
student code violations, or alcohol consumption) in a college student sample. They found that integrity-relevant 
personality factors, Conscientiousness and Honesty-Humility, were the most strongly and negatively correlated 
with inappropriate postings. Becton, Walker, Schwager, and Gilstrap [11] examined the validity of inappropriate 
social media content, specifically its relationship with CWB, workplace accidents, and alcohol consumption. 
They found that inappropriate social media content (coded in terms of profane language/sexual content and 
alcohol/drug consumption) was unrelated to CWB or accidents; however, they found small positive associations 
between inappropriate social media content and self-reported alcohol consumption and heavy drinking.  
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Van Iddekinge, Lanivich, Roth, and Junco [96] examined the predictive validity of recruiters’ ratings of ten 
job-related attributes (e.g., interpersonal skills, adaptability, creativity, integrity, intelligence) as well as overall 
suitability of prospective applicants’ social media profiles. They found ratings were unrelated to supervisor 
ratings of performance, turnover, or user-reported turnover intentions. They also compared recruiters’ suitability 
ratings based on users’ sex and ethnic group and found that female and white user profiles were given higher 
suitability ratings. This is primarily due to ratings on conscientiousness-related attributes (i.e., integrity, work 
ethic, dependability, and maturity).  

Kluemper and Rosen [52] examined whether social media information can be reliably and accurately evaluated 
or rated to identify personality traits and job-relevant information. Student raters were asked to review six social 
media user profiles, and to rate each user’s personality using an adjective checklist measure of the Big Five, and 
to estimate the users’ intelligence and Grade Point Average (GPA). They found high agreement between raters 
in their ratings of all constructs, as well as high internal consistency and reliability estimates for all personality 
factors. Kluemper, Rosen, and Mossholder [53] later replicated this finding over two studies using a larger 
sample of user profiles and found acceptable inter-rater agreement between three raters in their ratings of 
personality and intelligence based on social media user profile information. In addition, they examined the 
convergent and criterion-related validity of these ratings. With respect to convergent validity, they concluded 
that personality ratings based on users’ social media user profile information had small-to-moderate associations 
with self-reported personality assessments, which were reportedly in the same range as correlations between 
self- and other-report ratings of personality (see meta-analysis in Ref. [24]). With respect to criterion-related 
validity, they discovered that personality ratings based on social user profile information predicted supervisor 
ratings of users’ job performance (employed sample) and academic performance (student sample). These ratings 
also had incremental validity over user- (i.e., self-) ratings of personality, with some Big Five factors accounting 
for more incremental variance than others.  

4.3.3 Implications 
A number of the findings with respect to emerging approaches to assessing integrity are promising and may have 
theoretical relevance. However, much of the literature cautions against the use of information-centric approaches 
in selection, particularly social media. They emphasise the need for additional evidence using larger and varied 
samples across organisational contexts and factoring in other considerations (discussed below).  

4.3.3.1 Theoretical Relevance 

With respect to the theoretical relevance of social media information, Kluemper and Rosen [52] note that social 
media generally provides information on the typical behaviours of an applicant. This is in contrast to the 
maximal performance indicators captured through application forms, resumes, and other selection assessments. 
Consequently, social media information is likely to reflect a more accurate representation of the typical 
behaviours of an applicant. This is in turn more likely to predict typical performance in a job, or at least add to 
the validity of assessment tools focussed on maximal performance. Becton et al. [11] cited interactionist theories 
[20] and the theory of reasoned action [2] to support the usefulness of social media as a proxy for the user’s 
social environment, and reflective of the user’s attitudes, interests and values. Citing Funder’s [36] realistic 
accuracy model, Kluemper et al. [53] explained that the richness of social media allows raters to form a schema 
or representation of the user. This has the potential to enhance rating accuracy, particularly in the evaluation of 
personality traits. Therefore, there appears to be plausible theoretical justification for considering the use of 
social media in assessing integrity. However, there are various practical and legal factors that limit the use of 
such information-centric approaches. 
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4.3.3.2 Applicant Reactions  

A small body of research has investigated applicant perceptions on the use of information-centric approaches. 
For example, one qualitative study (e.g., Ref. [14]) found that there is a shift in the implicit expectations of 
employers and applicants in the use of digital information. The author found that even though both groups 
regarded cybervetting as inevitable, applicants had concerns about transparency in the use of online information. 
They were particularly worried about misinterpretation and use of possibly inaccurate information. Employers, 
on the other hand, expect prospective applicants to take responsibility for the management of their online 
presence. Using an experimental manipulation of a job screening process, Stoughton [88] found that groups led 
to believe that their social media information would be used to screen their applications felt an increased 
invasion of privacy and perceived the process to be less procedurally fair. This lowered their perceptions of the 
organisation’s attractiveness. These findings were replicated in another study by Gomez [39]. In this instance, 
social media screening was seen as an invasion of privacy and the selection process was viewed as procedurally 
unfair, regardless of whether it occurred before or after a job offer had been made. Another study by Madera 
[55] concluded that the use of social media, whether in an organisation’s selection or promotion process, 
impacted applicants’ perception of procedural fairness and their job pursuit intentions.  

4.3.3.3 Job-Relevance  

The risks associated with establishing the job-relevance of social media information has been repeatedly 
mentioned throughout the literature surveyed. This concerns the establishment of the validity and reliability of 
social media information in predicting job-related outcomes [30]. In addition, Davison, Maraist, Hamilton, and 
Bing [31] also discuss the irrelevancy and inaccuracy of social media. Organisations perusing social media for 
job-related information also have access to information about the user’s religious beliefs or sexual orientation. 
This is information that is not typically solicited in traditional selection processes because it violates human 
rights legislation in some nations. Information on social media may also be intentionally falsified by the user 
(e.g., embellished education or job-related experience) or contain false negative posts by a third-party to 
intentionally tarnish the user’s reputation. For all these reasons, it is more difficult for organisations to legally 
defend selection decisions that incorporate the use of information from social media.  

4.3.3.4 Lack of Standardisation 

Brown and Vaughn [16] discussed the lack of standardisation in the perusal and/or collection of social media 
information on the part of the organisation. In addition, they look at variability in the type and amount of 
information that is contained in a user profile. As such, the use of social media information resembles an 
unstructured measurement approach, which is considered to be less psychometrically sound compared to more 
structured approaches and increases the potential for legal challenge. Although it is possible to standardise the 
collection of social media information, the effort may be ineffective, as demonstrated in Schneider’s [77] 
research. This study attempted to standardise collection of social media information by identifying specific 
indicators of the Big Five personality factors and integrity, and developing a rating protocol to evaluate the 
information. However, the resulting ratings demonstrated low inter-rater reliability, and were either uncorrelated 
or had low correlations with traditional measures of these same attributes. This research also demonstrated that 
close to 60% of employed social media users would likely refuse a request to access their user profile by an 
employer. As described in Davison et al. [30], there may be generational and racial differences in users’ 
acceptance and use of social media information for hiring purposes. Together, these findings suggest that even if 
it was possible to develop a psychometrically sound structured approach to assessing social media information, 
the lack of accessibility across user profiles would limit the effectiveness and legal defensibility of this approach.  
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4.3.3.5 Legal Issues 

It is evident that there are many legal concerns about the use of information-centric approaches (e.g., social 
media information) in selection. Key among these are privacy and discrimination (see Ref. [30] for fuller 
coverage). There is also variation across nations in regulations concerning the use of data/information. For 
example, the European Union has stricter regulations compared to the United States. But individuals in many 
countries around the world expect a right to privacy. Consequently, organisations choosing to use social media 
information in their hiring decisions may find themselves in violation of their nation’s privacy laws. 
Davison et al. [30] and Brown and Vaughn [16] also discussed employment equity and disability acts and/or 
laws. These laws/acts ensure that selection decisions are not made on the basis of an applicants’ demographic 
characteristics (e.g., race, sex, age), preferences (e.g., political affiliation, religious beliefs), and/or health status 
(e.g., disability, mental health). Yet, such characteristics may be easily available or deciphered through 
information on social media, placing an increased onus on the organisation using such information to 
demonstrate that it has not unfairly discriminated against an applicant or unfairly dismissed an employee. 

4.4 CONCLUDING REMARKS 

The objective of this chapter was to provide insight into existing assessments and emerging approaches used to 
assess integrity. The chapter provided a general overview of overt and covert approaches, and a brief description 
of other specific measures (e.g., polygraph tests, MMPI) that have been used in pre-employment screening in 
some sectors to identify honest candidates or those at risk for counterproductivity. It also included a list and brief 
review of currently available commercial measures that claim to assess integrity. Finally, it reviewed the 
literature with respect to emerging approaches used to assess integrity, including a discussion about the 
implications of using such measures in selection. It is hoped that this comprehensive coverage of approaches and 
measures used to assess integrity will be useful to those seeking to identify options or measures to assess 
integrity in personnel selection.  
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Personnel selection research has witnessed a growing interest in integrity tests. Whether overt 
(e.g., counter-productive measures) or covert (e.g., personality-based) in nature, integrity tests have been found 
to predict workplace criteria from Counterproductive Work Behaviour (CWB) to job performance and 
absenteeism (e.g., Ref. [59]). However, these tests have faced long-standing criticism for their criterion-focussed 
nature [32]. Their content is largely dictated by the criteria that they intend to predict. Consequently, existing 
integrity tests appear to assess multiple constructs thought to predict CWBs, like dependability, honesty, and 
beliefs about whether CWBs should be punished [45], [60]. Responding to an American Psychological 
Association review of integrity tests, Ones [44] attempted to shed light on these issues by strongly 
recommending that researchers dedicate increased attention to “construct-oriented” matters (p. 18). In trying to 
answer the question, “what do integrity tests measure?” Ones [44] also conducted a factor analysis of all 
integrity tests to find evidence for a general Conscientiousness factor. However, this personality factor is a 
distinct construct of its own, and has also been shown to predict similar criteria [4].  

A construct-oriented approach to test development involves the identification of important elements of integrity 
and developing content to reflect those elements [32]. But, what is integrity? Management and leadership 
researchers have asked this question many times. Palanski and Yammarino [48] highlighted the confusion and 
disagreement about the construct of integrity, and proposed a conceptual framework to guide its measurement. 
In a 2013 article, Simons, Palanski and Treviño shed further light on the issues surrounding integrity, particularly 
around its definition, measurement, antecedents, and outcomes. Simons et al. [54] conclude that while 
the concept of integrity has strong practical significance, it remains an underexplored area. As a result, 
clarification is required about its theoretical underpinnings, measurement, and nomological relationships with 
other constructs.  

In general, personnel selection research has dedicated little attention to addressing the construct-related issues 
that have been highlighted by management/leadership researchers. The objective of this paper is to further an 
understanding of the integrity construct with the aim of answering the critical question, what should integrity 
tests measure?  

1 A revised version of this chapter has been published in Military Psychology. 
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5.1 EARLIER CLARIFICATIONS ON INTEGRITY 

There are at least two papers in the leadership and management literature that have attempted to provide an 
understanding of integrity. These include Palanski and Yammarino’s [48] and Bauman’s [6] review of 
conceptual definitions and meanings of integrity. These publications are reviewed here with the intent of 
comparing and/or integrating these with other conceptions of integrity.  

Palanski and Yammarino [48] divided integrity definitions into five main categories. The first refers to integrity 
in terms of wholeness and suggests a multi-faceted characterisation (in terms of behaviours, thoughts, emotions) 
of a person across situations and time (e.g., [64]). The second category refers to integrity as consistency between 
actions and words. It is assumed to be stable across time and situations (e.g., Ref. [53]). Their third category also 
views integrity in terms of word-action consistency, but particularly in adverse or challenging situations, or in 
the face of temptation when there is a choice between two courses of action (e.g., Ref. [47]). The fourth category 
regards integrity as being true to oneself, such that there is alignment between a person’s words/actions and 
internalised values (e.g., Ref. [29]). The final category sees integrity in relation to morality (e.g., Ref. [5]).  

To address the varied references to integrity, Palanski and Yammarino [48] propose the use of a virtue-based 
approach, defining virtues as components of good character or dispositions to behave in a certain way [37]. 
Drawing upon Audi and Murphy’s [2] work, they distinguish between substantive and adjunctive virtues. 
Substantive virtues are morally good in nature. For instance, honesty and fairness are cited as substantive virtues. 
Adjunctive virtues are described as being neither good nor bad, but necessary for demonstrating substantive 
virtues. They characterise courage as adjunctive because one could exhibit the courage to harm (immoral 
behaviour) or the courage to defend others from harmful behaviour (moral behaviour). Using this approach, 
Palanski and Yammarino [48] argue that three categories of integrity definitions (i.e., word-action consistency, 
word-action consistency in adversity, true to oneself) are based on adjunctive virtues like authenticity and 
courage. Only the morally based definition is seen as based on substantive virtues, including honesty, 
trustworthiness, fairness, and compassion. Finally, the definition that reflects on integrity in terms of wholeness 
is regarded as comprising both sets of virtues.  

Bauman [6] similarly attempts to clarify the concept of leadership integrity by conducting a review of definitions 
in the business literature. He acknowledges Palanski and Yammarino’s [48] non-moral and moral definitions, 
but argues for a moral foundation by reviewing integrity’s historical and philosophical basis. He describes early 
Roman governance as referring to integrity (among other values) in a call for ethical leadership. He also cites 
dictionary definitions of integrity where it is described in terms of moral soundness (e.g., the 1913 edition of the 
Webster’s dictionary). Bauman [6] then reviews three key leadership theories, namely: transformational [11], 
authentic [22], and spiritual [21]. Each demonstrates the relevance of moral values, beliefs, and principles. 
Bauman then proposes that leaders with moral integrity act in accordance with principles or values, and that this 
behaviour occurs because of the leader’s identity-conferring commitment to moral values.  

5.2 ADVANCING AN UNDERSTANDING OF INTEGRITY 

In this section, we integrate these earlier reviews on leadership integrity with philosophical accounts to advance 
a deeper understanding of the integrity construct.  

5.2.1 Nature of Values and Integrity 
Palanski and Yammarino [48] and Bauman [6] use different approaches to conceptualise integrity, but both 
agree that it acts or behaves in accordance with values or principles. But they differ in their understanding of the 
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nature of these same values/principles. Palanski and Yammarino [48] cite values/principles commonly 
highlighted in the literature (e.g., honesty, justice/fairness, trustworthy, and compassion). Meanwhile, Bauman 
[6] mentions only four (e.g., honesty, keeping promises, fairness, not harming innocent people). From the 
perspective of measurement, these divergent lists pose a problem. It is not clear whether one should focus on the 
common values from both, or if measuring all of them would sufficiently capture integrity.  

Advancing an understanding of integrity and its correlates in organisational research presents another challenge. 
In Mayer, Davis, and Schoorman’s [40] integrative model of organisational trust, integrity is seen as an 
antecedent of trust. Consequently, managers who are perceived by employees as demonstrating integrity are 
more likely to be trusted. But, if integrity is also defined and measured in terms of trust, overlapping construct 
variance will not provide a fair test of this model. Further problems are evident in Colquitt, Scott, and LePine’s 
[13] meta-analysis of trust and its correlates, one of which is integrity. In their examination, integrity is defined 
using Mayer et al.’s [40] definition as perceived adherence to a set of principles that the perceiver finds 
acceptable. It is further operationalised by coding measures of credibility, promise keeping, and procedural 
justice as integrity. Clearly, there is a need to identify specific values and principles that are most pertinent to 
integrity. To do this, we will briefly review philosophical accounts of integrity.  

5.2.2 Philosophical Views on Integrity 
The identification of specific values, commitments, or principles has been the primary source of integrity’s 
definitional inconsistencies. This is reflected in the Stanford Encyclopedia of Philosophy’s (SEP; [14]) summary of 
the five main philosophical accounts of integrity. These are briefly reviewed here to underscore the importance of 
specifying the values/commitments/principles pertinent to integrity. The first account views integrity in terms of 
self-integration. In other words, individuals with integrity are thought to act in a manner that is consistent with their 
own desires and commitment (e.g., Ref. [20]). This view acknowledges that these desires may fluctuate and even 
conflict, but the self-integrated individual is able to successfully resolve this. The main criticism of this view is that 
although the individual may successfully address their competing desires/commitments, there are no clear external 
standards for judging the relevance or significance of these desires/commitments.  

The second account of integrity is the identity view of integrity. It is similar to the first, in that individuals with 
integrity are generally thought to stay true to their commitments. The term commitment is used broadly to 
include an individual’s deeply rooted intentions or promises (e.g., Ref. [63]). Once more, the main criticism is 
that there is no specification as to the nature of those commitments, some of which may be superficial or could 
be tied to moral and immoral institutions, causes, or people.  

The self-constitution view of integrity is predicated on the view that individuals with integrity act on principles 
that would be rationally endorsed by one’s future self (e.g., Ref. [33]). This view is concerned with coherence 
between a person’s past and present life. While this account of integrity attempts to address the criticisms of the 
preceding two views by identifying a standard for evaluating the principles by which one acts, standards are still 
specific to the individual.  

The fourth account see integrity simply as standing up for something. It is the first account that considers an 
individual in relation to others. Individuals with integrity are believed to act in a manner that matters to others in 
their community (e.g., Ref. [12]). It assumes that individuals will act on their best judgement, and that this is 
formed by deliberating with others on what is valuable and worth pursuing in life. While this view attempts to 
constrain the kinds of commitments or values that should be pursued by an individual of integrity by referring to 
those of importance to a community. But it leaves the possibility open that such a community may constitute one 
dedicated to the pursuit of illegal or immoral action.  
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The fifth and final account sees integrity in terms of moral purpose. It constrains commitments to moral ones; 
individuals with integrity are thought to act with moral purpose, which includes pursuing commitments that have 
been considered or deliberated upon from a moral point of view (e.g., Ref. [28]). However, this view is also not 
without criticism, because it does not define moral purpose. This leaves it up to the individual’s idea of morality, 
which may be influenced by society’s conception. 

5.2.3 Categorising Integrity Definitions 
The varying accounts and definitions of integrity (e.g., Refs. [6], [14], [48]) make it clear that the central issue 
with existing notions and definitions concerns the kinds of commitments, values, and/or principles (collectively 
referred to as standards from here on) to which an individual’s actions/behaviours must align. With this in mind, 
we propose a framework (see Table 5-1) for organising standards in terms of their nature (moral or other) and 
their referent (internal to self or individual) or external to self or individual). The philosophical accounts and 
leadership integrity definitions reviewed in the preceding section are categorised in the figure according to the 
nature of the standards and their referent.  

Table 5-1: A Categorisation of Existing Integrity Definitions/Perspectives by Referent and Nature 
of Values. 

 Referent 

Internal  External 

N
at

ur
e 

Other 
self-integration  

(Frankfurt, 1971); 

identity view  
(Williams, 1981); 

self-constitution 
(Korsgaard, 2009); 

behavioural integrity  
(Simons, 2002); 

adjunctive virtues  
(Palanski and 

Yammarino, 2007) 

standing up for 
something  

(Calhoun, 1995) 

Moral 

moral purpose  
(Halfon, 1989) 

moral identity-conferring  
(Bauman, 2013) 

substantive virtues 
(Palanski and 

Yammarino, 2007) 

proposed definition of 
moral integrity 

As shown in Table 5-1, Bauman’s [6] moral identity-conferring and Palanski and Yammarino’s [48] virtue 
accounts are placed in the middle of the table in terms of their referent. While they mention specific standards 
(e.g., honesty, justice/fairness, keeping promises, fairness), which suggests that these are not left up to an 
individual to determine (i.e., no internal referent), they do not specify any particular external referent. The figure 
reveals an empty block at the bottom right (i.e., standards that are of moral nature with external referent). This is 
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where a definition of moral integrity should reside. Therefore, we propose definitions (and measures) of moral 
integrity employed for use in organisational or applied settings must refer to values, commitments, or principles 
(i.e., standards) that are moral in nature and that have an external referent (i.e., determined to be of significance 
in the organisation or applied setting to which the individual belongs). In other words, a determination of an 
individual’s integrity is contingent upon the nature and referent of the standards (i.e., moral-external) used to 
evaluate integrity-relevant behaviour.  

We argue that a definition of integrity must include standards that are moral in nature and have an external 
referent (i.e., determined by some community or organisation rather than oneself or an individual). In the 
following paragraphs, we further explain the need for specifying moral standards and stipulating an external 
referent in defining integrity.  

5.2.3.1 Moral Nature of Standards 

Morality is concerned “with the distinction between right and wrong” [46]. This is essential to integrity, because 
deficient moral reasoning has been consistently implicated and empirically linked as an antecedent to delinquent 
or deviant behaviour (e.g., Ref. [19]). O’Boyle, Forsyth, and O’Boyle [43] also proposed moral judgement and 
reasoning as antecedents that influence one’s affective and cognitive processes. This in turn influences CWB. 
Examining workplace aggression, Spector, Fox, and Domagalski [56] suggest that anger interferes with moral 
reasoning, a higher-level cognitive process. Strong negative associations have also been reported between 
various forms of destructive leadership and ethical leadership. For example, de Hoogh and Hartog [17] reported 
a correlation of -.54 between despotic leadership and ethical leadership, referred to as morality or fairness 
leadership in their study. The correlation between ethical leadership and abusive supervision was also high in 
Detert, Treviño, Burris, and Andiappan’s [18] examination (r = -.51), and in Brown, Treviño and Harrison’s [10] 
study (r = -.61). Ng and Feldman [42] synthesised the correlation between ethical and destructive leadership to 
be -.49 using meta-analysis. Together, these findings suggest the presence of a common substantive base 
(i.e., lack of morality) that underlies counterproductive behaviour. The requirement for the moral nature of 
standards is also consistent with Bauman’s [6] defence of the moral status of integrity, in which he illustrated 
linkages between integrity and various ethical leadership theories and constructs. Defined as such, the term 
moral integrity is more applicable.  

5.2.3.2 External Referent 

The requirement for an external referent of these standards is consistent with Babbitt’s [3] argument that 
personal integrity must be contextualised socially to have meaning. Indeed, such a context is critical to illustrate 
certain values and commitments. The SEP also acknowledges that little attention has been devoted to 
understanding social and political influences on personal integrity [14]. Simons et al. [54] also mention how little 
scholars have explored how situational factors impact leader integrity. In this case, they are concerned with 
moderating influences (e.g., incentives) on the demonstration of leader integrity.  

The influence of context is also evident in Martin, Keating, Resick, Szabo, Kwan, and Peng’s [38] thematic 
analysis of leader integrity across six countries to find variations in the nature of values used to describe leader 
integrity. For example, honesty was identified in 81.5% of leader integrity descriptions provided by managers in 
Ireland, but was relatively lower in descriptions from other countries (55.6% [Germany], 36% [Austria], 27.5% 
[China]). Sense of responsibility towards others was evident in 52% to 58% of the descriptions provided by 
managers from Germany, Austria, China, and Hong Kong, but completely absent from descriptions of leader 
integrity provided by managers from the United States (US) and Ireland. Fair and just was identified by 75% of 
managers from China as characteristic of leader integrity, but only by 28% of managers in the US. Variation in 
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the salience of values from one context to another or from one person to another is a limiting factor in the study 
of moral integrity. For example, Tomlinson, Lewicki, and Ash [57] found that employee organisational 
citizenship behaviours depended not only on the extent to which their supervisors exhibited behavioural integrity 
(i.e., word-action alignment), but also on the extent to which the employees’ values were congruent with those of 
their supervisors. Tomlinson et al. [57] did not specify the nature of these values, which was acknowledged as a 
limitation of their study, but called for future research to clarify the content of such values. 

5.3 DEFINING MORAL INTEGRITY IN THE MILITARY 

We used the requirements specified above (i.e., moral nature and external referent of standards) to develop a 
definition of moral integrity for use in the military. Military organisations are distinguished from others by an 
ethos that inculcates a common understanding of what it means to serve [62]. Commonly referred to as the 
profession of arms or military professionalism, this understanding refers to a shared set of core beliefs and values 
that is expected to guide personnel in performing their duties [15], [58]. In the Royal Netherlands Armed Forces, 
military professionalism includes concepts of self-leadership, moral professionalism, and ownership. These are 
socialised with personnel via training and leadership programs [16]. Lindsay, Jackson, Watola, Foster, and 
Ramsey [36] discussed how threats to military professionalism can erode moral reasoning, and result in immoral 
or illegal actions. In other words, this shared understanding of common values and expectations among military 
personnel serves as a compass for discerning proper conduct. As such, it is aligned with the definition of 
morality offered earlier (i.e., distinction between right and wrong; [46]), and serves as a relevant referent for 
identifying common standards (i.e., values, principles, commitments) to which military personnel are expected 
to adhere.  

5.3.1 Methodological Approach 
Members and invited representatives of this RTG, which represented 13 different countries’ armed forces, were 
asked, through a request for information, to provide scanned copies of clearly stated high-level code/values of 
ethics/integrity/profession of arms (e.g., information contained in official brochures/pamphlets that are well-
known, promoted within the Armed Forces). If the original document(s) were not written in English, 
representatives were asked to provide an official translation in English. They were also asked to ensure 
translations were reviewed in order to ensure that the initial content was intact in meaning. The 13 nations that 
contributed codes/values of their nations’ military included Australia, Belgium, Canada, Czech Republic, 
Denmark, Finland, United Kingdom (British Army), Germany, The Netherlands, New Zealand, Norway, 
Sweden, and the USA.  

Except for two nations whose codes were analysed separately due to late receipt, an initial content analysis of core 
values/codes was undertaken by two members of the RTG with the aim of identifying how different armed forces 
defined integrity. Every document was analysed according to the first steps of the constant comparative method 
introduced by Glaser and Strauss [23]. This begins with the open coding process. The documents were examined 
line by line in order to identify descriptions related to integrity. Seven of the 13 nations (Australia, Belgium, 
Canada, United Kingdom (British Army), the Netherlands, New Zealand, United States) used the actual term 
integrity in their codes/values, and gave a more detailed description of it. Focussing only on these seven nations’ 
descriptions of integrity using words resembling those in the written text from their original documents, codes were 
sorted into different categories. For example, two separate codes were identified from the Australian Defence Force 
values (e.g., “We behave honestly and ethically”), namely: 1) Behave honestly, and 2) Behave ethically. These 
were further sorted into two categories called 1) Honesty and truthfulness, and 2) High ethical standards. 
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Based on this initial review, a subsequent content analysis was conducted. This included a review of the core 
values/codes from all 13 nations (two nations codes were reviewed/coded using a slightly different process, 
wherein members submitted their input via email). Keeping in mind the definition of morality as being 
concerned with knowing what is right (versus wrong), five RTG members independently reviewed each nation’s 
codes/core values to identify values or phrases reflecting proper personnel conduct or behaviour. In some 
nations’ codes, the conditions surrounding the demonstration of a value was also specified and this was duly 
noted. Next, the authors shared their findings, to arrive at consensus on the inclusion of a particular value/phrase 
as reflective of personnel conduct or behaviour. In most cases, all five members agreed in their identification of 
the same value/phrase as reflections of right/wrong personnel conduct or behaviour. Only a few values/phrases 
had to be discussed further to arrive at consensus. A list of agreed upon values/phrases was then compiled for 
each nation, and grouped into categories based on similarity in meaning.  

5.3.2 Findings 

5.3.2.1 Initial Content Analysis 
Findings from the initial content analysis, which focussed only on descriptions of the term integrity (used by six 
nations), resulted in the identification of eight different categories/aspects of integrity, presented below:  

• Follow norms, rules, and regulations; 
• High ethical standards (doing what is right); 
• Fairness and justice; 
• Maintain personal and the organisation’s dignity and reputation; 
• Do not take advantage of role/position; 
• Responsibility; 
• Honesty and truthfulness; and 
• Build and maintain trust. 

These categories reflect the differing values/principles evident in earlier reviews of integrity definitions. In addition, 
a few of the identified categories were, in some aspects, incompatible. For example, in a few cases integrity was 
defined (among other things) as “doing what is right” and in other cases as “following rules.” Discussions around 
this led to the conclusion that “doing what is right” could imply simply “(not) breaking the rules.” Looking at the 
six remaining nations, we also observed that several used the same type of descriptions identified above, but not in 
relation to the term integrity. Other related terms were used like courage, selflessness, and respect. 

5.3.2.2 Subsequent Content Analysis 
Findings from the second content analysis, which included a review of all core values/codes from all 13 nations, 
resulted in the identification of several common categories/themes (see Table 5-2). As shown in Table 5-2, 
values/phrases were grouped into categories that best reflected the content of codes. The two most common 
categories were respecting others and honesty. The codes presented in Table 5-2 reflect a set of standards 
(common across at least four nations) that guide military personnel behaviour and conduct. As such, we define 
moral integrity in the military as:  

Acting in accordance with military and societal values, which includes respecting others, putting 
service before self, having courage, and being honest and accountable, particularly when there are no 
clear rules or when no one is monitoring. 
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Table 5-2: Results of Content Analysis of High-Level Codes from NATO Military Institutions. 

Category Sample Content from Codes Frequency* 

Acting in accordance with 
rules, regulations, and society 
values 

Follow the rules; actions match mission; comply with 
regulations 

8 

Respecting others Treated equal; supporting/helping others; considerate to 
others 

10 

Service before self Interest in society over interest of self; selfless commitment 7 

Courage Speaking out against wrongdoing; be active, not passive 8 

Honesty Impartial advice; no mateship to cover up bad behaviour; 
truthful 

9 

Accountability Accept personal responsibility for actions; using resources 
effectively and efficiently 

6 

Conditions When there are no clear, specific rules; when no one is 
looking; even when it may be unpopular; when no one is 
watching 

5 

* Number of nations represented within a specific category  

5.4 DISCUSSION 

The objective of this chapter was to further understanding of the integrity construct, with the aim of guiding the 
measurement of integrity in military personnel selection. Drawing upon earlier efforts to understand integrity in 
the domains of leadership and philosophy, we propose that any definition of integrity must refer to actions or 
behaviours that are aligned with moral standards (i.e., concerned values, principles, expectations about the right 
way to behave or act), and that these standards must be prescribed by an external source of relevance or 
significance (in the present case, the military). Through a content analysis of documents containing codes/values 
pertaining to ethics/integrity/profession of arms that are well-known and promoted within 13 nations, we 
identified common moral standards that formed the basis of the proposed definition, which may be more 
appropriately referred to as moral integrity. While our proposed definition will likely echo the codes of conduct 
and ethics of any military’s profession of arms, the approach we used in defining integrity recognises the 
importance of context (i.e., external referent) in identifying moral standards. As context can influence the 
salience of values (e.g., Ref. [38]), each military may compare the moral standards or values included in this 
proposed definition against their respective codes of ethics, and adjust them, if required, to include ones that are 
more salient in their specific context.  

5.4.1 Situational Aspects of the Definition 
The context of actions/behaviours is an important element of the proposed definition. Moral integrity refers to acting 
in accordance with certain standards in situations when there are no clear rules about how to act and/or when the 
action/behaviour cannot be easily traced to the actor. This aspect of the proposed definition takes situational factors 
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into account that have traditionally been ignored. For example, Berry, Sackett, Weimann [9] reviewed developments 
in integrity test research to find sparse ties to situational factors, despite suggestions integrity test scores could 
possibly change when the situation is altered (e.g., Ref. [41]). In fact, situational factors in the larger domain of 
personnel selection tend to be seen as unwanted sources of variance [27]. This is because selection research is 
typically based upon the notion of behavioural consistency or generalisation across situations [51]. However, recent 
research suggests situational features of an assessment protocol cue applicants to provide certain behavioural 
responses of interest, allowing for better prediction of future behaviour in similar situations [30]. This research also 
found that individuals who were more accurate in their assessment of the situational demands of four assessment 
centre exercises performed better, and that their situational assessment was related to future performance 
(i.e., on-the-job performance). Inherent in our definition of moral integrity is the specification of contextual 
requirements (i.e., lack of rules or monitors) which has implications for the way this construct is measured. 

5.4.2 Implications for Assessing Integrity  
As defined, moral integrity pertains to actions or behaviours. In providing guidance on the assessment of these 
actions/behaviours, we draw upon Lievens and Sackett’s [35] discussion on predictor methods and the modular 
approach to personnel selection. Predictor methods determine how a construct is assessed, and refers to 
techniques or approaches used to elicit and gather information on the construct [1], [35]. Predictor methods can 
vary in a number of ways (e.g., structured/unstructured, written/oral response), called predictor method factors. 
Lievens and Sackett [35] described seven such factors: stimulus format, contextualisation, stimulus presentation 
consistency, response format, response evaluation consistency, information source, and instructions. Of these, 
contextualisation deserves consideration in the assessment of moral integrity.  

Contextualisation pertains to providing contextual details in assessing a construct. According to Johns [31], 
contextual details can refer to the omnibus context (e.g., general descriptions of when, where, who, or why), 
or they can be more discrete (e.g., descriptions about the specific task, social environment, or physical 
environment). As discussed in Lievens and Sackett [35], assessments can be decontextualised (e.g., personality 
statements about one’s personal preference or tendency), or have low contextualisation (e.g., personality 
statements about personal preferences with a condition such as “at work” added to the statements); 
medium contextualisation (e.g., interview questions that elicit responses requiring a general consideration about 
when, where, why, and how certain actions/behaviours unfold); or high contextualisation (e.g., role play 
exercises that provide information about the specific task, players in the social environment, as well as the 
physical setting).  

In their review of the impact of contextualisation on the validity of assessments, Lievens and Sackett [35] found 
assessments with more contextualisation had higher validities and lower error variance compared to those with 
no contextualisation. Given the proposed definition of moral integrity, we believe that assessment methods that 
allow for medium to high levels of contextualisation will allow for a more valid assessment. Such methods may 
include a structured interview, Situational Judgement Test (SJT), or role play, and each could differ in the nature 
of method factors used (e.g., the stimulus format could be textual, face-to-face, or pictorial).  

The level of contextualisation will require some experimentation to ensure that it does not affect the validity and 
transportability of the assessment. For example, Lievens [34] compared features of traditional SJTs and newer 
construct-driven SJTs. While traditional SJTs have higher contextualisation, scores from such measures tend to 
assess multidimensional constructs (yielding low convergent validity), and are less easily generalisable across 
settings (e.g., cultures, jobs). Construct-driven SJTs, while lower in contextualisation, are unidimensional 
(yielding high convergent validity), but may lower criterion-related validity due to decreased relevance to the 
criterion. Consequently, the level of contextualisation must be carefully balanced to optimise validity and 
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transportability. In addition, any selection procedure content should be based on work-related behaviours or 
Knowledge, Skills, Abilities, and Other Requirements (KSAOs) expected of the prospective employee before 
training or selection into the job [55]. 

Guenole, Chernyshenko, and Weekly [26] provided guidance in enhancing the validity of SJTs, which is also 
useful to the development of other assessment tools (e.g., interviews). Of particular relevance to 
contextualisation, they suggested that the generation of scenarios or contextual information must be specific to 
the construct dimension, and is best done by subject matter experts based on realistic work-related situations. 
However, it is the role of the industrial/organisational psychologist to ensure that the situation/scenario elicits the 
traits or behaviours of interest [26]. In other words, the psychologist must pay attention to the psychologically 
important characteristics of the situation more than the objective details provided by SMEs (e.g., specifics about 
who, when, or where). The importance of subjective perception of situations is highlighted in Rauthmann et al.’s 
[50] taxonomy of psychologically important, meaningful and consequential situation characteristics. They 
identified eight characteristics, the situational DIAMONDS (Duty, Intellect, Adversity, Mating, Positivity, 
Negativity, Deception, and Sociality), that were found to consistently depict situations and elicit related 
behaviours. Another similar, but lexically-derived seven dimension taxonomy of psychological situations, has 
been developed by Parrigon, Woo, Tay, and Wang [49] and is called CAPTION (Complexity, Adversity, 
Positive Valence, Typicality, Importance, Humor, and Negative Valence).  

These taxonomies are useful tools to use in the development of scenario-based assessments, and can be used to 
compare the similarity of original SME-generated scenarios and ones that have been adapted by the psychologist to 
improve transportability or applicability to pre-employment contexts (i.e., for use with applicants who have no 
prior job knowledge or experience). Situations that are psychologically similar, even though they differ in objective 
characteristics, should elicit similarly relevant behaviours [50], [52]. Applying this guidance to the proposed 
definition of moral integrity implies that even though scenarios are generated around a particular military value 
(e.g., putting service before self) or realistic work situation that reflects the conditional aspects of the definition 
(e.g., lack of clarity in military regulations/policy), adapting these for use in selection would require ensuring that 
the key psychological characteristic(s) of the situation are retained. For example, if an SME-generated situation 
around this particular value reflects Rauthmann et al.’s, [50] psychological characteristic of Duty (e.g., being 
counted upon to do something) or Adversity (e.g., another person is under threat), care must be taken to ensure that 
the adapted scenario reflects these same psychological characteristics even if the objective details of the scenario 
are changed to a non-work context (e.g., public social context, school/classroom context).  

5.4.3 Implications for Research on Integrity 
As mentioned earlier, existing research on integrity in the personnel selection domain has largely used covert 
(e.g., personality-based) or overt (e.g., past deviant behaviours such as theft, cheating) measures to predict 
workplace outcomes, particularly CWBs [59]. We consider our proposed definition of integrity, as a behaviour, 
to be more proximal to the prediction of CWBs. In the case of personality predictors, we propose that at a 
general level personality predisposes individuals to act in accordance with certain moral standards in 
unclear/unmonitored situations, which in turn reduces or lowers CWBs. In other words, moral integrity (as per 
our proposed definition) is likely to mediate the relationship between personality and CWBs.  

This is aligned with Marcus and Schuler’s [39] general perspective on counterproductive behaviour, which is 
rooted in Gottfredson and Hirschi’s [25] theory of crime in which self-control is thought to be more proximal to 
criminal behaviour. Marcus and Schuler [39] found empirical support for the core influence of self-control in 
accounting for CWBs. In Gottfredson and Hirschi’s [25] explanations of self-control and criminal behaviour, 
they emphasised that situational variables such as the opportunity to act in a deviant manner is a necessary 
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condition for crime. Marcus and Schuler [39] empirically measured organisational monitoring to find that it was 
negatively related to CWBs. Therefore, we believe that our proposed definition of moral integrity is aligned with 
theoretical underpinnings of CWBs, and has the potential to advance integrity research when measured as 
defined. We encourage the development of integrity measures for research purposes that are aligned with our 
proposed definition, and the pursuit of related research.  

5.5 CONCLUDING REMARKS 

In closing, we believe that the contributions of this chapter will advance an understanding and measurement of 
moral integrity in military settings and the larger field of psychology.  
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6.1 BACKGROUND 
Military organisations must recruit large numbers of personnel to staff a diverse range of occupations. To this 
end, the militaries represented in the Research Task Group (RTG) have developed unique personnel assessment 
and selection processes to effectively review applicants and identify suitable roles for them. These processes are 
complex, nuanced, and require the consideration of many factors. The following chapters will review 
considerations required in the development and evolution of contemporary personnel selection systems with a 
particular focus on online testing systems.  

The current chapter provides a brief overview of common issues encountered by personnel assessment systems 
in the military domain and acts as a frame of reference for the reader. Chapter 7 illuminates the environment that 
is driving change in current military selection processes and explores, in-depth, the challenges faced. Chapter 8 
provides a detailed overview of the current state of the personnel assessment strategies used by each of the 
nations participating in the RTG, while Chapter 9 explores risks and mitigation strategies related to the creation 
of an online testing system, including human factors, and test implementation considerations. Chapter 10 then 
compares the benefits and costs of developing an advanced online testing system with the use of more traditional 
systems. Chapter 11 provides a detailed review of considerations when one is contemplating the use of mobile 
platforms as part of the application and applicant assessment process. And finally, Chapter 12 summarises the 
antecedent discussion and provides a checklist of considerations that can be used when deliberating the 
introduction of an advanced selection system. 

When the RTG group members started to meet to exchange information, it quickly became clear that commonly 
used terms, such as online, were used differently by some organisations. For clarity, Annex A provides 
definitions for personnel selection-related terms that are used in this document. 

6.1.1 Unique Challenges of Military Personnel Selection 
It is important that new recruits can fulfil the requirements of their chosen position and, ideally, that their 
occupation is a good fit for them, so they will thrive in their role and become a valuable member of the military 
organisation [4], [26], [28]. In contrast with the selection of personnel for civilian occupations, determining the 
best occupation for an applicant to a military organisation is a uniquely challenging task. Applicants tend to be 
young and they often have relatively minimal work histories or training that can be used as indicators of their 
future performance. In addition, military occupations often require unique training or skills that are not readily 
available to civilians. Consequently, external measures or indicators of applicants’ potential performance are 
difficult to ascertain prior to hiring. Rather, more general measures of ability (e.g., general cognitive ability) or 
behaviour (e.g., personality measures) are commonly used as predictors.  

In addition, the lifestyle of military members is substantially different from that of civilians. Military members 
are often required to be exceptionally flexible with regard to their working and living conditions, show 
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considerable resilience in the face of adverse conditions, and demonstrate great loyalty, and physical and moral 
courage. Consequently, assessments of person-organisation fit in a military organisation are also challenging, as 
they do not conform to traditional assessments. Thus, military personnel selection systems are faced with a 
particularly challenging task when trying to identify which military occupation would be best for both the 
applicant and the organisation.  

Failure to determine a suitable occupation for a new military member can lead to dissatisfied and unmotivated 
soldiers. This can result in attrition, which can, in turn, compromise the strength of the military. In addition, a 
military member unable to fulfil the demands of their position may compromise the efforts of others, damage 
equipment, or accidently harm themselves and others. In the case of nations where military service is mandatory, 
it is important for the selection process to identify occupations where the conscript can find a meaningful role 
which they will complete in a motivated manner. In military forces where service is voluntary, good person-job 
fit is equally important for the maintenance of both individual and team morale, and force capability. 
Consequently, it is important that military personnel selection systems identify optimal occupations for each 
recruit, as failure to do so can result in long-term costs for the individual, the organisation, and society in 
general.  

Military selection processes must also work within the laws, policies, and priorities set forth by their 
government. Diversity and equity priorities must be respected as much as force strength mandates and other 
political priorities. These priorities often change quickly, thus the selection system must be sufficiently agile to 
accommodate such changes. For example, just as governments might decide to increase or decrease the size of 
the military, and thus the rate of enrolment/enlistment because of changing geopolitical or funding priorities, 
so too might the government decree that the composition of the force (e.g., in terms of gender and racial 
diversity) must change to better mirror the makeup of the society from which the military is drawn. While some 
of these requirements might impact private sector companies, others are specific to the public sector, which 
includes the military. The more important of these current drivers of change are explored in Chapter 7. 

6.2 ONLINE PERSONNEL SELECTION TESTING 

While the use of computer-based test administration approaches has become commonplace, the use of traditional 
testing environments has largely endured. That is, test takers are asked to attend a testing centre on a specific 
date and specific time, in order to complete a computer-based test in a proctored environment. The emergence of 
the internet, however, has provided expanded options for the administration of personnel selection assessments. 
Online assessments can now be completed at any location serviced by the internet. Applicants can now complete 
tests in the convenience of their home or other locations at a time that is suitable to them. They may be able to 
schedule testing such that it does not require time off work or travel to other locations to complete selection tests. 
As a result, traditional testing resources can be freed up, and the convenience of being able to complete the test 
at home may result in a larger and perhaps more diverse group of applicants attempting the assessments and 
ultimately entering the military. 

What is gained in convenience in test administration must, however, be weighed against the risks that can ensue 
from the increased loss of control in the test administration process. The consequences of the departure from a 
well-controlled and proctored environment must be carefully examined. As a test may be accessed anywhere one 
can access the internet, it is clearly far more difficult to monitor the test takers. Concerns emerge over issues 
such as authentication (“is the test taker who they claim to be?”); cheating (“is the test taker using unsanctioned 
resources to gain advantage, such as internet searches, knowledgeable friends, knowledge of test content, etc.”); 
and test security (“is the test taker recording test items to develop unsanctioned and uncontrolled copies of the 
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test and its answer key?”). If the test takers are not monitored when they complete the test online, they are 
considered to be completing an Unproctored Internet Test (UIT). To help maintain test security and fairness, 
there are a variety of options to monitor test takers, ranging from active web cameras to the statistical analysis of 
response strategies. The approaches used by the nations participating in the RTG to mitigate these issues are 
presented in Chapter 8, while their effectiveness is reviewed in Chapter 9. 

6.3 ASSESSMENT IN MILITARY PERSONNEL SELECTION 

Each of the military organisations of the nations participating in this RTG have developed programs that present 
a variety of approaches to the challenges associated with the assessment of people seeking to join the military 
(Chapter 8). However, as technology advances and societal expectations change, most militaries continue to face 
the common challenge of how to develop and maintain legally defensible selection and classification programs 
that are able to process large volumes of applicants in the most efficient, effective, and standardised manner.  

6.3.1 Common Standardised Personnel Assessments 
Standardised personnel tests or assessments are some of the most effective tools that can be incorporated into the 
personnel selection process [23], [24]. Such tools have been employed in military selection since the first World 
War when, in 1917, Robert Yerkes, Leis Terman and David Wechsler developed two selection tests, the 
United States Army Alpha and Beta tests, to help predict the likely training success of the draftees [6]. Since 
then, a wide range of assessment tools have been developed to help optimise both civilian and military selection 
processes, including cognitive ability tests, personality assessments, Situational Judgement Tests (SJT), and the 
structured collection of biographical data (biodata). As these assessments are referred to in subsequent chapters, 
their design and implementation will be briefly reviewed here.  

6.3.1.1 Cognitive Ability Assessments 

Cognitive ability, which is also referred to as general mental ability, has been shown to be one of the more valuable 
predictors of occupational success in both military and civilian occupations [23], [24]. All nations participating in 
the RTG incorporate some variation of a test of general cognitive ability in their selection process.  

Cognitive ability is a multi-faceted psychological construct, components of which may be assessed through a 
range of ability tests including, but not limited to, verbal, numerical, and abstract reasoning. These ability tests 
may require crystallised intelligence which requires pre-existing knowledge to solve the test questions, 
(e.g., how to complete specific math operations), fluid intelligence which requires abstract reasoning (e.g., 
solving logic problems), or both. For a detailed review of cognitive ability and cognitive ability assessment in 
personnel selection, see [19], [29].  

Cognitive ability test items are often formatted as multiple-choice questions with one correct answer. 
Unfortunately, this item format makes such tests particularly vulnerable to cheating. Test questions and response 
options may be surreptitiously recorded by test takers thus comprising the security of the test items. The 
compromised tests items can be reviewed, and the correct answers determined, with these correct answers 
memorised or recorded and used clandestinely in later testing sessions by others to cheat and improve their test 
scores. When tests are administered in a proctored testing environment, a critical function of the test proctor is to 
ensure that no test items are recorded and that no test takers are secretly using a concealed list of the correct 
answers. It is generally accepted that proctored testing can be employed to promote test fairness and enhance the 
validity of the test results. 
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Personnel selection testing is transitioning towards online (internet-based) testing environments, and 
consequently the ability to effectively proctor testing sessions by traditional means is no longer feasible. When 
exploring the possibility of online test administration, the ability to fairly administer traditional multiple choice 
cognitive ability tests in an online environment is a common concern. While the concern is valid in the context 
of using a multiple-choice cognitive ability test in a high-stakes screening environment (e.g., as a personnel 
selection tool), there are a number of other approaches to the use of these tests in an online environment that can 
help attenuate the concern. Common options include using the unproctored test results as a preselection measure 
with proctored follow-up (allowing the test administrator to compare performance on unproctored and proctored 
versions of the same test) or providing the unproctored test results to applicants as an indication of how well they 
may be expected to perform on the proctored test, in order to manage the test taker’s expectations. 

6.3.1.2 Personality Assessments  
Personality assessments typically ask test takers to report the extent to which a series of behaviours, preferences, 
or opinions are representative of themselves. Often, these are related to the classic Big Five personality traits: 
agreeableness, conscientiousness extroversion, neuroticism and openness to new experiences [20] which have 
been linked to relevant military performance outcomes [15], [21].  

Measures of personality traits are less vulnerable to overt cheating in unproctored testing scenarios, as the test 
takers are usually unaware of the personality constructs that are being assessed. Test takers may, however, 
provide socially desirable responses based upon what they think are the desired personality characteristics 
associated with military service. The problem is that desirable personality traits may be job specific, in that in 
some situations, scoring high on a particular personality facet (e.g., extroversion) may be beneficial for one 
occupation, but less desirable for another. Such patterns are not always what a naïve test taker might expect, 
meaning that an applicant seeking to make themselves more attractive to the selection psychologist might in fact 
achieve the opposite. Studies have shown, however, that response patterns to personality tests do not differ 
significantly between proctored and UIT administrations [1], [2], [8], [9]. It is also unlikely that a personality test 
will be utilised as the sole decision-making tool (i.e., a person is rarely excluded from consideration for not 
meeting a specified cut-off on a personality construct), meaning that the stakes are arguably less high than might 
be the case for cognitive ability testing. Therefore, personality assessments generally lend themselves to 
administration in online unproctored testing environments better than some other techniques.  

6.3.1.3 Situational Judgement Tests 
SJTs assess test takers’ opinions, biases, judgement, or interpersonal skills by presenting challenging social 
scenarios and asking the test taker how they would (or should) respond (e.g., dealing with a disruptive co-worker 
[14]). Typically, test takers are presented with a scenario, and they must indicate which of a series of response 
options is most appropriate or rate the effectiveness of a response that is presented. As the scenarios and the 
response options are nuanced, there is often more than one reasonable response, and each response may be 
scored differently [10]. Consequently, without access to the scoring key, it is exceptionally difficult to determine 
an optimal response strategy for those contemplating cheating. Applicants may of course adopt socially desirable 
response patterns, as they might with personality assessments, but the unproctored testing paradigm does not 
provide an inherent advantage here either way. Thus, SJTs also lend themselves favourably to online 
unproctored testing environments. 

6.3.1.4 Biographical Data 
Most selection processes require biodata to be collected from applicants. This information reflects an applicant’s 
past behaviour and experiences in a variety of circumstances and situations, and may include data on their 
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education, work history, skills and specific abilities, and personal and domestic circumstances. The review of 
biodata to predict job performance has a long history (see [18] for a review) and there is some disagreement in 
the scope of information that should be considered biodata [17], [18], [25].  

Regardless of what approach (theoretical or empirical) is used to interpret the biodata, the collection of such 
information lends itself to an online approach. There are no opportunities to cheat other than by providing 
inaccurate information, which can also be done in a proctored environment. If biodata are collected using an 
online unproctored approach, where applicants may provide the information while at their own homes, there is 
actually a possibility that the data collected may be superior to what might be collected using other approaches. 
If candidates provide the information at their convenience, with no acute time restrictions, they may be better 
able to consider all possible background information that they could provide and potentially remember specific 
experiences, such as the completion of additional training programs or courses, that they may have not recalled if 
they were providing the information through an interview or at a recruiting centre. Also, applicants may be able 
to access specific factual information about a program (e.g., start and end dates of a training program) which 
might not be readily available if other data collection approaches are used. The provision of the information 
online might also reduce errors in the classification of various biodata elements. For example, the provision of 
more accurate information regarding such factors as whether the training utilised formal or informal/self-paced 
instruction methods, or what level the program was aimed at (e.g., introductory or advanced) allows for more 
precise classification of the information provided and potentially facilitates automatic scoring, which can result 
in time and money savings for the organisation conducting the selection process. 

Overall, online biodata collection can offer a number of advantages over other biodata collection approaches. 
When it is used in a standardised personnel selection process, it can help establish each applicant’s eligibility, 
and in some cases their suitability, for military occupations. Biodata can provide a relatively efficient and, if 
properly implemented, unbiased measure of various psychosocial constructs, and as such they can contribute to 
the efficiency and fidelity of applicant selection processes.  

6.3.1.5 Diversity in Assessments  

Traditional cognitive ability, personality, and SJTs, as well as biodata collection, can all provide useful 
information as part of the military personnel selection process. Some assessments (e.g., personality, SJT, and 
biodata collection) lend themselves well to unproctored online administration, while others, such as traditional 
cognitive ability tests, are more vulnerable to cheating and breaches of test security when administered as part of 
a high-stakes selection assessment using online methods. The remaining chapters discuss a variety of 
considerations that should be taken into account when developing advanced military personnel selections 
programs that predominantly involve online testing approaches. It is important to weigh these considerations in 
relation to the type of selection tool being considered, and the potential costs, risks, and benefits associated with 
each tool. Overall, however, it is clear that developments in information technology (IT) are now enabling 
advanced assessment approaches that may provide more effective and efficient assessments than traditional 
approaches.  

6.4 COMPUTER-BASED TESTING  

Prior to the emergence of contemporary IT solutions, personnel assessments were commonly implemented in a 
paper-based format. However, with advances in computer technology, many assessments have been adapted to 
be displayed on a computer. This allows test items to be presented in a more visually appealing fashion 
incorporating colour, graphics, animations, and videos. In addition to improvements in the aesthetics of the 



MILITARY PERSONNEL SELECTION AND TECHNOLOGY: OVERVIEW 

6 - 6 STO-TR-HFM-290 

 

 

presentation, the computer-based administration of personnel selection tests also allowed for practical advances 
in test security such as presenting test items in a random order for each test taker and eliminating the need for 
managing numerous copies and versions of test booklets that can be lost or stolen. Using computers to 
administer tests also allows for automated scoring, which reduces the potential impact of human error and 
accelerates the selection process. These advantages alone provide a strong case for the use of computer-based 
tests. However, these approaches alone are simply the digital embodiment of traditional paper-based tests. More 
recently, advanced tests that take advantage of the power and flexibility of rapidly improving IT capabilities 
have been developed for use in a selection context.  

The introduction of computer-based test administration provides the opportunity to implement more complex 
and advanced testing paradigms. For example, computers can automatically generate a unique test for each test 
taker from pools of items with pre-determined characteristics such as item difficulty or determine which item 
should be administered next depending upon the test taker’s responses to preceding items. 

6.4.1 Linear on the Fly Test Development  
A Linear On the Fly Test (LOFT) is a test created by a computer system that assembles each test at the time of 
testing. Test items are selected from large pools based on programmed or pre-determined test specifications. 
Each version of the test generated will have similar psychometric characteristics but will be comprised of a 
unique set of items [27]. This reduces the exposure of individual test items, which adds to the longevity of the 
overall item pool; it also improves test security by making it difficult for test takers to cheat by memorising the 
correct answers to each item, as the item pools usually contain hundreds of items. 

6.4.2 Computer-Adaptive Tests  
The Computer-Adaptive Test (CAT) paradigm takes advantage of the flexibility of computer technology by 
creating a test item presentation protocol by which the administration of each test item is contingent upon the test 
taker’s response to one or more previously administrated items. In the case of a CAT of cognitive ability, if the 
previous testing item was answered correctly, the computer will select a more challenging item from the test 
item pool; alternatively, if a test item is answered incorrectly, the test taker may receive a less challenging item, 
or the assessment may be terminated [11], [27]. Through this process, the test taker receives items that are more 
closely matched with their actual level of ability and are not required to answer items that are far too easy or 
difficult. Thus, pertinent information on the test taker’s ability is determined in a more time efficient manner. 
The administration of such adaptive tests can only be practically achieved with the use of computers.  

6.4.3 Multi-Stage Adaptive Testing 
Multi-stage adaptive tests (MSATs) are a variation of a CAT implementation. Test items are presented in small 
batches commonly called testlets, with each testlet having its own psychometric properties. Decisions on which 
testlet to present next is based upon the test taker’s performance on the previous testlet. This contrasts with CAT 
testing, where item presentation decisions are predicated upon the test taker’s performance on the previous item 
[13], [16].  

6.4.4 Test Item Development 
All three approaches (LOFT, CAT, MSAT) provide greater test security by increasing the variability in item 
presentation to test takers and, in some cases, reducing the number of items that need to be presented in order to 
adequately assess each test taker’s ability level. It is important to be aware that the development of tests using 
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these approaches requires the use of Item Response Theory to establish the item parameters [12]. Establishing 
item parameters requires the collection of large numbers of observations (i.e., lots of people attempting the item) 
on the performance of each item at the item pilot testing stage in order to achieve stable measurements. 
Typically, these approaches also require large item pools in order to be implemented effectively and securely. 
The extensive pilot testing required by these approaches means that any efficiencies in test administration that 
might subsequently emerge must be weighed against the increased resource requirements associated with 
developing the larger item pools. 

6.5 CONSIDERATIONS FOR THE USE OF ONLINE PERSONNEL SELECTION 
TOOLS 

There are a number of additional issues that must be taken into account when considering the incorporation of 
online personnel selection tools. These are briefly outlined below, and further explored in subsequent chapters. 

6.5.1 Integration of Online Selection Tests in a Military Recruiting and Personnel Selection 
System ‒ The Importance of the Recruitment Website 

The incorporation of an online testing system has the potential to substantially change the recruiting and 
selection process. In order for an online selection test to be successfully integrated into a selection program, the 
online test must be a good fit with the existing military recruiting and selection environment. That is, the test 
must become a natural component of the selection process. For example, requiring applicants to complete most 
of the application in-person, or via paper-and-pencil, and then complete one test online might simply add 
confusion to the process. A well-developed military recruiting website will help serve as a catalyst to make sure 
the test takers are informed of what is expected of them, and motivated to provide their information and 
complete the various selection tests to the best of their abilities online.  

Today, the need to devote resources to the development of highly functional websites with a professional 
appearance to support recruiting and selection is well accepted. The use of the internet for recruitment has grown 
very rapidly in recent years [5], and has profoundly changed the ways in which applicants seek employment 
opportunities, and organisations manage their recruitment activities [3], [7], [22]. Job posting sites and individual 
corporate sites aggressively use their web presence to create new and different types of relationships between 
organisations and candidates [7]. Many militaries are now in direct competition with private sector firms for 
capable applicants. As many of the in-demand applicants tend to be younger, with a great deal of exposure to 
technology and cutting-edge websites, poorly developed application and testing software with limited 
functionality could dissuade prospective applicants from continuing with the application process. Consequently, 
when considering the implementation of an online testing system, ancillary costs related to maintaining a 
professional and engaging recruiting site may also need to be taken into consideration. 

6.6 SUMMARY 

Military personnel selection systems typically process large numbers of applicants each year. As some military 
occupations frequently require skills or training that are not common in the civilian population (i.e., driving an 
armoured vehicle, or flying or servicing a fighter jet), applicants are not likely to have the relevant work 
experience which could reliably be used as an indicator of future performance. As such, military personnel 
selection units are required to develop or procure alternative selection measures that can help predict future job 
performance. Fortunately, IT is enabling rapid changes in the quality and manner in which personnel selection 



MILITARY PERSONNEL SELECTION AND TECHNOLOGY: OVERVIEW 

6 - 8 STO-TR-HFM-290 

 

 

assessments can be administered, as well as facilitating a far greater diversity in the nature of the assessments 
that can be used. In particular, the omnipresent communication power of the internet allows practitioners to 
move the domain of assessments from traditional supervised settings to unproctored online administration. 

The subsequent chapters review the status of the military selection systems currently used by the nations 
participating in the RTG and the challenges they face. Options to advance these personnel assessment and 
selection systems are explored, with both a near-term perspective and a more holistic view of how best to 
incorporate these advanced emerging technologies to improve the selection process. 
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7.1 INTRODUCTION 

Military selection, like any other process in society, cannot be viewed as a static thing. There are many aspects 
which have an impact on the way military selection is conducted, and selection will need to develop to meet 
these pressures. It is not possible to describe all the potential influences on selection processes, but this chapter 
will outline the three main sources of these influences, how they affect military selection, and what 
considerations will need to be made in future selection processes.  

Firstly, military selection processes are influenced from within the armed forces themselves. Section 7.2 
describes changes in mission requirements and direction, and how these could affect selection processes. It also 
highlights the NATO Framework for Future Alliance Operations (FFAO) and demonstrates the impact that this 
framework has on the Knowledge, Skills, Abilities, and Other characteristics (KSAOs) required to be successful 
in military selection.  

Secondly, military selection processes are influenced by the demands resulting from societal changes. One 
characteristic of modern society is increased consideration for the experience of minority groups during 
selection, with the associated aim of increasing diversity and inclusion in the military forces that defend society. 
As demonstrated in Section 7.3, the need for selection to be fair for minorities has a significant effect on the 
methods and methodology used in military selection.  

The third major influence on military selection comes from the very population that the military is targeting to 
sustain itself into the future. Section 7.4 shows that applicants put stronger and more varied demands on the 
organisation they ultimately choose as a potential employer. This changing attitude towards work and working 
conditions affects many different aspects in the military, particularly the military selection process.  

However, it is important to note that these influences on the military selection process not only put demands 
upon it but can also lead to opportunities for development. Additionally, it is important not to regard these 
influences in isolation as they are interdependent. Section 7.5. discusses how demands should not be viewed as 
potential threats, but as possibilities to make selection processes better, to increases fairness, and improve 
candidate experience.  

The military’s involvement in military missions is openly discussed in our societies. The feedback that is 
received, both directly and indirectly, leads to a NATO FFAO that pays heed to public opinion. Influence in the 
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other direction can be found, too. Circumstances encountered and situations experienced by military members on 
missions are also openly discussed and can also change public opinion directly or indirectly. There is therefore a 
reciprocal link between external and internal influences. In addition, it is clear that the attitude of applicants 
cannot be viewed as independent from changes in society. Changes in opinion can lead to societal changes, and 
these changes influence the opinions of potential applicants in yet another reciprocal relationship. With 
consideration of this mutual interplay, the remaining sections take a detailed look at the three major influences.  

7.2 INFLUENCE FROM INSIDE THE ARMED FORCES  

This section outlines some of the requirements relating to the personnel aspects of future NATO operations, 
which have been developed from analyses performed in the context of the NATO FFAO. Two different FFAO 
reports are taken into consideration, one from 2015 [4] and the other from 2018 [5]. In addition, the analysis 
of these frameworks, outlined in STO-TR-HFM-286, a report produced by NATO HFM RTG 286 (Leader 
Development for NATO Multinational Military Operations), is also considered. 

The NATO FFAO reports aim to identify what will be needed for future NATO missions in general, including 
an analysis of the demands that potential future military contexts and military missions may place on military 
leaders and personnel. This in turn provides an indication of the future contexts that military selection 
procedures, including online testing, will have to consider and operate in. These can be described by looking at 
the KSAOs necessary to enable military personnel to meet the requirements of future operations. They represent 
a view into the future which is complex and undetermined in many aspects, and which may not transpire with 
100% certainty; they tend to concentrate on KSAOs needed for future leaders, not military personnel in general. 
Nevertheless, it is possible to extrapolate the description of future requirements for leaders to include the wider 
scope of military personnel, to allow us to form an overall impression of the impact of mission requirements on 
military selection processes.  

NATO HFM RTG 286 presented the results of a gap analysis regarding leader capabilities deemed necessary for 
future NATO operations, based upon NATO FFAO (i.e., Refs. [4], [5]). Both FFAO reports provide foresights 
into how Alliance forces might transform to be successful in the future security environment. The gap is 
described as a framework of leader capabilities required to meet future challenges. These capabilities can be 
considered as complementary to the existing leadership capabilities typically targeted in today’s selection 
and training.  

In the remaining part of this section, a short description of the gap analysis contained in STO-TR-HFM-286 
shows how leadership capabilities will need to adapt to ensure military success in future operations. Based upon 
the analysis of the FFAO 2015, three main characteristics of the challenges put on the Alliance forces can 
be formulated:  

• A need to expand the number and type of partnerships through continuous partner interaction; 

• A need for increased operational agility and shared resilience; and 

• A need to be more flexible, adaptable, and responsive.  

As part of the analysis, leader development is described explicitly in the FFAO 2015 ([4], p. 28):  

Leader Development: Future operations will increasingly require military leaders with greater 
political, technological, cultural and sociological awareness in order to better identify and mitigate risk 
while capitalising on opportunities. Future military forces will need to foster a culture of technological 
awareness where its people seek to understand technology and its impact on operations. Military 
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leaders should be educated and trained in new technologies and capabilities, including autonomous and 
robotic machines, big data, cyber, and space systems. They should be taught to integrate technology 
into operations and contribute to the development of new concepts, doctrine and legal frameworks. 
Military personnel should continue to improve cultural understanding and language skills and train to 
develop specific regional expertise when necessary. Units should maintain adequate English language 
proficiency to ensure an ability to communicate clearly across the joint force.  

One key aspect highlighted in this is summary is the need to increase technological awareness in future leaders, 
for them to understand the impact technology will have on operations, and for them to integrate technology into 
their roles. These capabilities support the higher aim described by the challenges put on Alliance forces as 
described above. They help leaders to achieve greater operational agility and resilience, they foster building new 
relationships, and lead in the long run to more flexible, adaptable, and responsive forces. The focus on 
technology here demonstrates how prominent a role it will play in future operations and that it will be crucial for 
success. For soldiers, greater technological training will be needed, which will require a level of comfort and 
competence in using a range of technologies.  

A more detailed look by NATO HFM RTG 286 (see STO-TR-HFM-286) leads to a more differentiated view on 
the description of leader development given by the NATO FFAO 2015 [4]. The group identified the following 
leader capabilities:  

• Greater political, technological, cultural, and sociological awareness and language skills.  

• Need to understand non-military environments including financial, cultural, ethnic, and religious 
networks.  

• Innovative and creative leaders. 

• Establishing trust in new partnership.  

• Establishing enduring relationships that will allow commanders to issue mission-command style orders 
that convey intent.  

Again, the need for technological awareness is highlighted. It is very likely that these leaders will need to 
communicate through technology in order to respond quickly and efficiently to requirements and will need to 
communication their intent clearly using online methods. This further demonstrates the strong role technology 
will play in future operations. As noted above, NATO HFM RTG 286 performed a gap analysis, based upon the 
proposition that the future will involve a more complex security environment. There will also be rapid and 
unforeseen changes to this environment which must be anticipated and prepared for, and there will need to be a 
synthesizing of domains that interact in various ways. This synthesis will be both a challenge and an opportunity 
to be capitalised upon.  

Combined with existing leadership capabilities in the areas of ethics, relationships, and technology, the 
additional requirements identified by the group (including the need to be ‘credible,’ ‘federated,’ ‘aware,’ 
‘resilient,’ and ‘agile’) suggest a number of over-arching leadership capabilities that will be required for the 
successful prosecution of future operations. These include building capable forces to meet single-nation and 
alliance challenges; expanding the number and types of relationships amongst allied nations; dealing with 
increasingly sophisticated and complex levels of information management; building trust; and understanding 
shared risk amongst partners.  

Each of these over-arching or meta-capabilities can be broken down to reflect lower-level or subordinate 
capabilities. For example, ‘agility’ can be described as comprising a combination several leadership qualities, 
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including creativity, understanding of context and situation, a mission-command type leadership philosophy 
allowing for decentralised, flexible decision-making, and the ability to train and operate effectively with 
multinational units.  

Based upon the capabilities identified in the FFAOs, a framework was developed listing the core competencies 
needed by leaders in order for them to be able to act effectively in the future environment. Many of these 
competencies can be seen as additional to existing competencies typically trained for in current educational 
and development programs. As such, they represent areas directly associated with the challenges of the 
future environments.  

Additionally, many of them can be linked to a need for greater technological understanding. For example, 
expanding the number of types of relationships between nations can be achieved quickly and effectively through 
using a combination of in-person and online communication methods, and dealing with complex information 
management will require strong technological skills and understanding of technology information. As the nature 
of both single-nation and Alliance priorities shift, it is becoming increasingly likely that technology will play a 
central role in the challenges of the future. It is therefore essential that future soldiers and military leaders can 
demonstrate confidence in using technological systems and all should be familiar with basic technological 
processes. Using online testing methods in selection helps respond to this requirement by allowing candidates to 
use the technology they need be comfortable with, and by demonstrating to candidates that the organisation they 
are looking to join is technology-based, forward-thinking and ready to respond to a range of challenges. Online 
testing methods can also provide the flexibility needed to respond to changing demands as required 
competencies change, to provide the skills needed to meet new or evolving priorities.  

7.3 SOCIETAL INFLUENCES  

Over the last years, recruiting has become increasingly difficult for both civil and military employers as a 
tangible pressure in the field of personnel selection has emerged. Two reasons for the rise in pressure can be 
attributed to changes in society, namely business competition (the ‘war for talent’) and the treatment of 
minorities, which are described in the following sections. To address these factors, it is necessary to change and 
modernize certain aspects of the selection methods currently utilised; for example, a move to web-based testing 
procedures can have positive effects on applicants’ reactions and attitudes towards selection methods and the 
organisation employing those methods. In addition to the two pre-existing societal pressures noted, the 
COVID-19 pandemic has placed, and will continue to place, particular requirements on selection processes, 
which are considered at the end of this section. This section will also demonstrate that the use of online 
technology in the selection process can help to respond to these influences and be responsive to societal changes 
and can allow military employers to continue to meet the competencies required as outlined above. 

7.3.1 The ‘War for Talent’  
While a positively perceived selection method itself plays an important role during the selection process, another 
important aspect must not be forgotten: the aspect of business competition. Military organisations are competing 
against civil organisations for quality personnel in an increasingly digitized world. In most cases, signing an 
employment contract with a civil organisation does not usually mean being placed in situations where one might 
be exposed to physical and mental harm, even death, but being a soldier does carry this risk. Although roles in 
civilian organisations could be similar to a soldier’s job in terms of the core professional tasks required, the civil 
employee won’t be required to carry a weapon or to take part in deployments to operational zones. Thus, making 
the decision to work as a soldier is always linked to aspects and considerations that are not part of other jobs.  
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Therefore, it is important that the recruitment process places as few barriers as possible in the path of the 
applicant, and that it is comparable to the recruitment processes used by other organisations that use modern 
hiring methods. For those who are interested in joining the military rather than a civil organisation, a smooth 
recruitment procedure and a good candidate experience during selection and testing will ensure that fewer 
applicants are lost during the recruitment phase through self-selection out of the process. It is the only way that 
recruitment targets will continue to be met. Online testing methods are becoming widely used in civilian 
recruitment and military employers will need to utilise similar methods to have a comparable candidate 
experience. Using these methods can demonstrate to candidates that the employer is forward-thinking, up to date 
with current methodologies and happy to invest in new initiatives. Online testing can also improve the candidate 
experience by reducing practical barriers such as the need to travel to a testing location and can offer quicker and 
more responsive feedback. Using technology to facilitate the recruitment process in this way reduces the number 
of trigger points which may cause a candidate to remove themselves from the process and can speed up certain 
elements to ensure that the military offer remains competitive and good candidates are not lost to civilian 
organisations through long recruitment timelines. 

7.3.2 Increasing Diversity  
Another important goal for many nations is to broaden the level of diversity within their military organisations. 
One way to do this is to introduce or enhance the use of quotas in order to increase participation levels of 
different minority groups. Personnel selection methods tend to show different validity scores for members of 
certain population sub-groups based upon racial or ethnic, socioeconomic and gender-based factors. This 
phenomenon is described as the ‘diversity-validity’ dilemma.  

Several ways of reducing this adverse impact have been discussed by Ployhart and Holtz [8]. One way to reduce 
adverse impact is to use a broader range of predictors, rather than focussing solely on, for example, cognitive 
measures. This approach enables an applicant from a recognised diversity target group to demonstrate their 
claims for selection in a variety of ways, which can help overcome the bias that occurs with a single predictor 
that might be more prone to adverse impact. Another way of reducing this effect is via targeted recruitment, 
where a potential candidate’s attention is drawn to a position for which recruiting strategies have been designed 
specifically to address adverse impact to sub-groups (e.g., Ref. [6]).  

Online testing is another means by which reducing subgroup discrimination might be addressed, by offering a 
means of encouraging members of minorities to apply for a military career by enabling them to undergo 
selection in familiar surroundings, and in a blind fashion where ethnicity, disability, gender, or age cannot be 
initially seen during the testing phase. In some organisations, cognitive testing is conducted in the earlier stages 
of recruitment and can be used as a sifting criterion. By conducting these tests online in a fully blind fashion, this 
could ensure that quality candidates proceed to the next stage of recruitment confident that demographic factors 
have not played a part. This could therefore help to reduce both prejudices on the part of those doing the 
assessment, and anxiety (due to the risk of being treated unfairly or prejudiced against) on the part of those being 
assessed, applying for a career in the military. Using online testing can also ensure fair treatment for other 
aspects of diversity, such as socioeconomic by reducing costs needed to attend testing at a physical location and 
for disabled applicants who might have practical barriers which would prevent them attending a physical testing 
location. As society changes and true diversity is expected in all organisations, it will be crucial for employers, 
both military and civilian, to be able to demonstrate fair and unbiased recruitment processes. The use of online 
testing can significantly contribute to a positive perception of a fair and transparent process.  
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7.3.4 The Impact of COVID-19  
The transformation process currently being encouraged by pressure coming from business competition and the 
need to develop a military more representative of the society the military is here to protect, as described above, 
has been accelerated since early 2020 by the COVID-19 pandemic. In a way unprecedented in the modern 
world, many countries in the world advised or even ordered their citizens to reduce travelling and limit direct 
social contact, in order to help reduce the risk of being infected and spreading the virus further. This has 
increased the pressure for responsible employers, and especially for the military as representative of the 
governing authorities, to contribute to efforts to contain the pandemic.  

One way that military organisations might contribute to this effort is to eliminate, or at least reduce, the need for 
potential applicants to travel to recruitment/selection centres by increasing the use of online testing in selection. 
The development of online testing processes and procedures, including the infrastructure needed to implement 
such procedures, incurs a significant cost for employers, including military organisations. Once these procedures 
and associated infrastructure have been established, it would not make sense to discontinue their use, even if 
COVID-19 were to disappear entirely, given the amount of investment that has already taken place, and will 
continue to occur over the next few years. The move to online assessment and selection that has occurred in 
response to COVID-19 has highlighted the practical benefits (such as reduced staffing and administration) of 
using these methods, although the impact of this shift in terms of predictive validity and candidate experience is 
yet to be fully determined. As a result, it can be seen that the influence of COVID-19 will have a permanent and 
ongoing effect on military selection processes. The move to online testing during COVID-19 has demonstrated 
how recruitment can remain flexible and response to unforeseen, global changes. Keeping these systems in place 
future-proofs military recruitment and ensures that employers remain prepared for the next big change whilst 
continuing to recruit high quality candidates through any periods of change or uncertainty.  

7.4 CHANGES IN THE TARGET POPULATIONS  

Driskell and Olmstead [2] listed several fields in which psychology is linked to the military context, one of 
which is personnel selection. Traditionally, psychological tests were used to assess an individual’s capabilities 
for certain jobs. During the intervening 30 years since that publication, many things have changed with respect 
to both technological advances available for use in selection and the changing characteristics of the target 
population. While computerized testing might have been possible and used in only a few organisations in 1989, 
it has now become a common method for selecting or filtering potential candidates. As technology itself has 
improved and become more widely available, the attitudes and expectations of the target population have also 
changed as people become more familiar with technology usage in selection. For most people in NATO 
countries, electronic devices like smartphones, tablets or notebooks are used daily in their personal lives, and so 
they are increasingly familiar and comfortable with using the technology for an increasing range of activities.  

In addition, most people are accustomed to using these devices to access the internet. People are used to getting 
any information they desire instantly and in any location, due to the mobile nature of the internet. As they get 
more and more used to doing a wide range of business and activities via the internet, it is only reasonable that 
they will expect to do the same concerning their career opportunities. This means not only gathering information 
about potential career opportunities and job requirements, but also communicating with a possible employer, 
lodging their application (including all the necessary supporting documentation such as copies of qualifications, 
biographical data and the like), and otherwise pushing forward their application process as far as possible 
without wasting time going through the postal system, waiting for bureaucratic letters and requests for other 
information, and attending a recruitment office.  
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This increasing use of technology together with the requirement to adapt to the COVID-19 situation described 
previously, has led to a reasonable assumption that applicants nowadays desire to use their devices not only for 
submitting their applications, but also for the conduct of the selection process itself (such as conducting an 
internet-based test via a mobile device). Salgado and Moscoso [9] have found that test takers prefer 
internet-based testing over paper-and-pencil testing for several reasons, including perceived comfortability and 
respect to intimacy. A critical review of applicant perspectives during selection demonstrates applicants’ positive 
reactions to web-based selections methods [3]. Since it is getting more and more difficult to address and attract 
potential military candidates, it is obvious that the expanding use of technology in our societies is suggesting a 
need to adapt our selection methods to fit these needs, in order to increase the applicant pool and attract new 
joiners by meeting their expectations in terms of candidate experience.  

7.5 RESULTING OPPORTUNITIES FOR DEVELOPMENT  

Tippins and colleagues framed guidelines and discussed opportunities and risks related to Unproctored Internet 
Testing (UIT, [11], [12]). One of the possible opportunities that can result from implementing UIT in a selection 
process is ability to reach a larger audience. In traditional personnel selection scenarios, a potential candidate is 
usually required to undertake multiple steps before filling in a single diagnostic test or questionnaire, including 
making an effort to get informed about their potential job before making the decision to apply only after that do 
they get the opportunity to be invited to complete a test. The amount of pre-assessment effort currently required 
of applicants, including a willingness to research the job in question and the conditions of service they will be 
subject to, the need to travel to and from a recruitment centre, etc., requires a high level of involvement, high 
costs, and high motivation to progress the application.  

By using UIT, this upfront commitment can be substantially reduced, which might help ensure more applicants 
remain through the recruitment process and reduce drop-outs due to practical issues such as travel. An applicant 
searching for a job might skip through several web pages by organisations before being ‘caught’ by an employer 
whose application process is most informative and leads to quick results. In contrast with a traditional selection 
process, technology makes it possible to do away with the requirement for an applicant to complete a written 
application, send it to the employer, and undertake cognitive tests at different points, by making it possible do all 
of this in one step with UIT.  

Braddy, Meade and Kroustalis [1] highlight that applicants react more positively to appealing websites, and Ott and 
Ulfert [7] conclude that UIT is a simple means of personnel marketing. In the current ‘war for talent,’ 
these potential benefits cannot be ignored. Other potential benefits of using UIT, from the applicant’s 
perspective, include:  

• Quicker information seeking, making the organisation appear more attractive. 

• Reduced waiting time due to the ability to combine several steps in the recruitment and selection 
process. 

• Reduced travel to and from recruitment and selection centres. 

• Quicker results arising from the selection process. 

In addition to the perceived improvement in candidate experience, UIT can also result in several benefits to 
employers, including reduced resourcing costs and more upfront information for sorting and filtering candidates.  
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Other potential benefits include: 

• Reaching a larger audience via the internet. 

• Reduced administration of personnel selection due to better preselection. 

• Projecting an improved ‘high-tech’ contemporary image of the military as a potential employer. 

• Being more competitive as an employer. 

7.5.1 Other Benefits and Opportunities for the Employer  
The use of UIT within the military recruitment and selection process could also result in several other potentially 
major benefits for those organisations prepared to make a significant investment in and commitment to the 
technology. One advantage of UIT is its ability to produce a large amount of data (‘big data’) in a relatively short 
period of time. This can contribute to improving the validity of the selection process in two main ways: the first 
deals with the process of job and work analysis (e.g., Ref. [10]); the second is more concerned with the ability to 
adjust selection methods and standards easily and rapidly.  

Job and work analysis can be simplified by using computer- assisted test systems. As increasing amounts of test 
scores and other relevant ‘predictor’ data are collected automatically and stored in a database, more and more 
information becomes available for researchers to look for correlations between ‘predictor’ data and appropriate 
‘criterion’ data. This method of job and work analysis has been described as an ‘empirical and statistical 
approach based on personal characteristics’ [10]. It potentially offers a relatively simple method of gaining 
insights into a job, and the characteristics of people doing that job, by identifying correlations between predictors 
and job criteria. UIT as an automatized process might be an effective first step in tracking and comparing both 
applicant characteristics and subsequent relevant performance measures, leading to more accurate person 
specifications and employment profiles, thereby increasing the validity of a selection process.  

Such automatized processes might also help improve an organisation’s ability to react quickly when changing or 
revising test items or tests. Building a database containing both test scores and relevant outcome variables allows 
the psychometric performance of tests to be continually monitored, which would alert the organisation more 
quickly to any changes that might be required. While this outcome can also be achieved via a standard 
computer-delivered testing program, UIT offers the potential to implement this sort of continuous improvement 
regime more rapidly, leading to changes to tests that can be made in a shorter time frame. This would contribute 
to maintaining test validity over time and allow for better maintenance of tests used in the selection process.  

7.6 CONCLUSION 

In summary, this chapter has outlined the three main sources of influence which will direct future military 
selection processes: influences from within the armed forces due to changes in the nature and direction of future 
missions; influences arising as a result of societal changes, including the ‘war for talent,’ an increasing need for 
improved diversity and inclusion, and the impact of the COVID-19 pandemic; and influences from a changing 
target population, who are increasingly accepting of, and indeed expecting, increased use of technology in 
selection. Although these influences are already presenting challenges that future military selection methods will 
need to address, they also provide opportunities for improvements to be made in contemporary recruitment and 
selection systems and methods. Unproctored internet testing allows flexibility to help face these pressures by 
providing a testing platform which can potentially be fairer and less biased towards minorities; it can help make 
the military more attractive to candidates, by representing it as a future-thinking, high-tech employer of choice, 
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and removing practical access issues to make the process easier and smoother; and it can help improve the 
flexibility of the organisation to make changes in order to adapt to new requirements as they emerge.  
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Chapter 8 – ONLINE TESTING EXPERIENCES 
AND BENCHMARKING SURVEY  
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8.1 INTRODUCTION 

There can be a range of approaches to the implementation of an online testing system as a component of a 
military personnel selection strategy. In order to garner a perspective of the scope of approaches currently used 
by the nations participating in the task group, a survey was developed to ascertain their current practices and 
attitudes towards online testing. 

This chapter summarises the findings from a survey distributed among nations participating in this RTG in 2018, 
regarding online tests used for selection purposes. A second survey was distributed in 2021 to check for any 
updates in test use and development. The surveys were distributed via email, and responses collected online. The 
questions included in the first (and main) survey are listed in Annex B. A visual depiction of the content 
captured in the survey is presented in Figure 8-1.  

Figure 8-1: Overview of Topics for the Survey. Note: Sit. judg = situational judgement test; 
Under dev.? = under development; Dev. int.? = developed internally; Dev. ext.? = developed 
externally; Unproct.? = unproctored. 
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As depicted in Figure 8-1, the survey asked respondents to report on the following:  

• The types of tests used in selection processes of their respective armed forces. Predefined categories 
(Cognitive, Aptitude, Personality, Situational Judgement or Other) were provided; 

• A short description of test; 

• Digital or paper format of test administration; 

• Whether a test was active (at the time of the survey) or under development; 

• Whether a test was developed internally or by an external contractor or vendor; 

• Whether test was proctored or unproctored, with a brief description to elaborate; and 

• Any issues regarding test administration (e.g., cheating). 

The main results of the survey are summarised below. These results are presented with a focus on providing 
information regarding the development and introduction of online testing rather than on the frequency and 
purpose of use. This is partly because there was no consistency in the level of reporting across nations. 
Therefore, the focus is on the practical aspects and experiences concerning the introduction and use of online 
testing. This information is presented below, grouped by the nature of the tests used (e.g., cognitive, personality).  

8.2 COGNITIVE TESTS 

Cognitive ability tests most commonly assess applicants’ reasoning ability and may require the application of 
pre-existing knowledge (crystallised intelligence) or abstract reasoning (fluid intelligence), or both, to solve 
problems presented in the tests [3].  

8.2.1 Findings 
In the reported survey, representatives of all the 11 participating nations described that they used cognitive 
ability tests. Further, most nations reported using or having access to more than one cognitive ability test. Based 
on the information gathered, it appears that what representatives considered or labelled as a test are, in fact, a set 
of sub-tests measuring different sub-constructs.  

The different sub-tests or the various constructs (i.e., skills or abilities) that were listed were: 

• Abstract-logical thinking. 

• Advanced mathematics. 

• Arithmetical problems. 

• Attention. 

• Basic mathematics. 

• Calculation capacity. 

• Codes, syllogisms. 

• Error detection. 

• Figures.  
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• Literacy test. 
• Memory. 
• Non-verbal intelligence. 
• Non-verbal series. 
• Number series. 
• Numerical fluency. 
• Organisation. 
• Perceptual patterns. 
• Problem solving. 
• Reading comprehension. 
• Reasoning. 
• Spatial orientation. 
• Verbal and non-verbal analogies. 
• Verbal classification. 
• Verbal logic. 
• Verbal reasoning. 
• Word similarity. 
• Working memory. 

The typical general cognitive test consisted of multiple sub-tests that together made up the overall test. The 
majority reported that their general cognitive ability test consisted of three sub-tests, while others reported 
having up to 10 sub-tests. Most of these covered the following three areas:  

• Verbal;  

• Number/mathematics; and  

• Abstract/figure/non-verbal.  

8.2.1.1 Test Development 

Representatives reported that a majority of their cognitive tests had been developed in-house, and a smaller 
proportion indicated that their tests were developed by a vendor, whereas four tests were reported as being 
“under development”. Some nations have also developed their own test norms representing their respective 
populations of interest In Australia, an online general cognitive ability test developed by external 
vendors/providers is being trialled; other tests were developed either in-house or by allied military forces. 
Alternatively, Canada developed a spatial ability test in collaboration with a university, and a working memory 
battery using in-house resources; both tests are still under development.  

8.2.1.2 Test Platform  

All cognitive tests reported in the 2018 survey were administered using a Personal Computer (PC) / laptop. None 
of the tests were available for completion through mobile phones, and only one was available for completion 
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through a tablet. Some nations reported administering their cognitive tests on paper as well, but to a smaller 
portion of the total numbers of applicants. Only one nation used both, the online and unproctored testing option. 
But applicants would then also have to complete a proctored verifying test. The majority of nations distribute 
their tests digitally, not online, in a proctored setting.  

8.2.1.3 Test Administration 

The nations described their testing administration process, which included information on how candidates are 
invited to take tests, how the test taker’s identity is authenticated, at what stage in the recruiting process the 
candidate completes the test, and whether or not feedback is given to the candidate on their performance. As 
expected, the responses to this varied; below are descriptions provided by different nations, which give some 
insight into the different ways test administration is conducted.  

Norway enrolment and classification, three General Mental Ability (GMA) sub-tests, proctored, digital: 

The GMA battery is a proctored test, starting with an instruction from a selection officer. The test is taken in step 
two of conscript assessment, where approximately one third of the cohort meets before a draft board. Feedback 
is given in a recruitment and placement interview later the same day, as the test score is a selection criterion in 
itself. Those who do not get feedback or are evaluated unfit for duty (based on the GMA or other selection 
criteria, e.g., medical), can, at any time, contact the main HR division and get feedback. 

Czech Republic, battery of different tests, proctored, digital: 

Candidates subscribe using an online form, after which they are asked to come to a recruitment office, where the 
applicants are given a short briefing, their background is checked, and a date for testing at the military hospital is 
assigned. At the military hospital, they undergo approximately 2.5 hours of testing and an interview with a 
psychologist. The interview discusses their motivation, anamnesis, and their test results. If there is only a small 
failure, additional tests are administered. If a person has been tested before, different tests are administered, and 
more focus is given to previous experience. After finalising all examinations, they are invited to complete the 
physical tests. The final step is an interview with an army personalist [HR personnel] who will assign them to a 
position within a unit based on the testing assessments.  

Sweden, Cognitive ability battery of 10 tests, digital, proctored: 

After screening by an online self-report questionnaire and basic military recruitment screening (for formal 
requirements), candidates are called for basic military admission testing and examinations, which take place over 
a whole day. On this day, a proctored cognitive test battery is administered. Feedback is then given by a 
psychologist during a counselling session. 

8.2.1.4 Test Security and Cheating 

On the topics of cheating and test security, a number of different issues, practices and insights were reported. 
Some main points are summarised here: 

Germany: online, proctored. 

As stated by Germany, they do not have any concerns over candidates cheating and test content security, because 
the test is presented in a proctored environment, and over a secure network and there is no possibility to 
copy results.  
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Belgium: digital, proctored. 
Testing instructions describe what is allowed and not. Candidates are observed, and their identity checked. 
They have individual workstations. If cheating, the person can be excluded from the selection for a period of 
8 months.  

Norway: digital, proctored.  
Norway has mandatory service and has experienced ‘faking bad’ in order to avoid service. However, as the 
candidates are tested after having completed an online survey in advance, and then invited to the testing based 
upon their replies and scores on this prescreening, the concern is minimal.  

United Kingdom (UK) – British Army: online unproctored, followed by online proctored.  
Applicants complete an online, unproctored pretest to qualify for a proctored, digital test at the assessment 
centre. They report no concerns about security as the test is item generated, and verified, so there is little benefit 
to the candidate to cheating (under unproctored conditions).  

Denmark: online unproctored, followed by onsite proctored. 
Denmark has almost the same practice as the UK with an unproctored GMA pretest that qualifies applicants for 
the next step in the assessment centre, which entails a verification test, or another GMA test administered in a 
proctored setting.  

New Zealand: paper, proctored.  
On the topic of future approaches towards security and online, unproctored testing, New Zealand offered the 
following proposals. Future development might consider the voluntary use of the candidate’s webcam to verify 
them or a phone call to them as they begin testing (to reduce risks). Technological solutions in future are likely 
to incorporate reaction time analysis, fakeability warnings and adaptive testing systems ‒ all of which have some 
researched links to the reduction of fakeability. In addition, regular validation may identify if faking is damaging 
predictive validity of testing.  

Australia: online, unproctored (under development).  
A description of the administration process and test instructions regarding cheating for a test under development 
was provided by Australia. Clear warnings are delivered up-front, at the commencement of the online testing 
session, stating that a) anyone called cheating will be excluded from consideration, and b) proctored verification 
testing designed to detect cheating would be conducted for applicants when they attend the Recruiting Centre. 
Verification testing will be implemented for a proportion of applicants (approx. 30%) reaching the ‘Assessment 
Day’ – the final margin for error between the initial online test result and the result of the verification testing 
(i.e., the marker for determining whether the two scores are significantly different) has initially been set at 2 x 
SEM (Standard Error of Measurement). 

Sweden: digital, proctored. 
Sweden offers insight and reflections regarding learning effects. As the test is not adaptive, there learning effect 
of test items affecting re-testing. Problems with learning effects are minimised by an imposed time limit for 
possible re-testing (no re-testing within 18 months, or similar). A related problem is that the testing material 
might be known to the candidates as it could have possibly been copied earlier and practised.  



ONLINE TESTING EXPERIENCES AND BENCHMARKING SURVEY 

8 - 6 STO-TR-HFM-290 

Canada: digital, proctored. 

Applicants to the Canadian Armed Forces first complete an online application to establish their basic eligibility 
(e.g., minimum age, citizenship, education, and security questions). The information is reviewed and if the 
requirements are satisfied, the applicant is asked to come into a recruiting centre to complete a proctored 
cognitive ability and as well as a personality test that are administered in a digital format. The Canadian 
Armed Forces is in the process of creating an online unproctored cognitive ability test to be used as a 
pre-selection measure. 

8.2.1.5 Planned Improvements in Test Administration 

Some nations indicated and described both dissatisfaction and satisfaction with their test administration, along 
with an indication of what they possibly wanted to change. In general, the number of nations that indicated 
they were satisfied was about same as the number that were not satisfied or wanted to improve their 
testing administration.  

Australia described the need to develop new online tests to make testing more accessible to applicants, thus 
increasing the likelihood of attracting applicants who might otherwise have reservations about attending a 
Recruiting Centre. This was based on the awareness that some prospective applicants (e.g., minority groups) 
applied to join the military in smaller numbers than potential applicants from majority groups. 

New Zealand described the need to move from paper-based testing to digital testing, and listed possible benefits 
of this transition which included:  

• Widening of applicability and availability of selection methods to a far greater range of trades; 

• Validation of all selection methods (predictive validity); 

• Reduction in the costs of selection; 

• Improved weighting methodology/battery composition; 

• Introduction of new tests; 

• Use of methods to reduce faking and adverse impact; and 

• Smarter hurdling (cutting using the best predictor of performance first). 

Sweden described the need for more flexible testing solutions and a general need for updates. They indicated that 
long testing procedures might be tiring for the candidate, which might affect performance. In addition, this long 
proctored testing restricts the usability of the test since it is not advisable for “quick” screening purposes, or for 
testing online. They proposed to collaborate with others on a new fully adaptive cognitive test battery. 

8.2.2 Summary: Cognitive Tests 
The use of cognitive tests made up the main portion of reported testing among the nations. Although most 
nations have their own developed tests and different structuring of tests (how many sub-tests there is in a test), 
most nations use GMA tests with (at least) a verbal, numerical, and abstract component; others have other 
possible subtest categories in addition.  

Most nations use digital, not online, and proctored tests. Still, a number of different, possible benefits of online 
testing were described.  
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8.3 PERSONALITY TESTS/INVENTORIES 

As described in Chapter 6, personality tests are typically used to assess peoples’ motivations, preferences, 
interests, and style of interacting. Personality self-report inventories typically ask applicants to rate their level of 
agreement with a series of statements designed to measure their standing on relatively stable personality traits. 

Personality is described using a combination of traits or dimensions. The personality traits model most widely 
used is the Big Five or the Five-Factor Model (FFM). The popular NEO-Personality Inventory-Revised 
(NEO-PI-R) assesses the five dimensions of Extroversion, Emotional Stability, Agreeableness, 
Conscientiousness, and Openness to Experience. However, other personality measures also exist and are used.  

In Schmidt, Oh and Schaffer’s meta-study [4], the authors suggest that certain personality characteristics 
together with GMA account for a significant proportion of job performance. Traditionally, the trait of 
Conscientiousness is to a larger degree associated with performance.  

8.3.1 Findings  
Most nations have one or more personality tests available. The most reported type of test was based on the FFM. 
In addition, a few other tests were reported that more directly targeted specific constructs like “social life” 
(Norway) or leadership (Sweden). Also, a few other general tests like Cattell’s 16PF (UK and Czech Republic) 
and the Persönlichkeits Stil und Strörungs Invetar (PSSI; Personality Styles and Disorder Inventory) 
(Czech Republic).  

8.3.1.1 Five-Factor Model 

A number of different FFM tests, which differed in both the number of items and facets included, were 
mentioned. Some nations used different versions of the FFM tests for different purposes. One example of this is 
France, which uses a test called the OCEAN, with 77 items and two facets per dimension, as well as another test, 
the NEO 3, with 240 items and six facet per dimension. The latter is largely used for special assignments, like 
Special Forces selection. Another example is the Czech Republic which uses both the NEO-PI-R and the NEO 
Five-Factor Inventory. 

Most nations reported that their FFM tests were developed in-house, whereas a few were commercially 
developed (e.g., by Hogrefe). There were a few examples where tests have been “borrowed”, or inspired by 
other branches, with a focus on the internal validation of such tests. In addition, two nations have tests under 
development, in-house.  

All tests are distributed digitally and proctored. Most nations also have the opportunity for a paper-based testing.  

The FFM personality tests are typically used to support an interview, and/or viewed in combination with other 
tests and data to make an overall judgement about an applicant. There were no reports that clear cutoffs were 
used for the personality test results, without considering other methods.  

Even though all testing takes place in a proctored environment, one central aspect regarding personality tests 
concerned impression management or faking bad/good on the test. This is one of the reasons test results are used 
in combination with other methods, and that it can be the subject for discussion during the interview.  
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Regarding satisfaction with the tests, and possible plans for improvement, a few different opinions were given. 
Some concerned the need to include measures like values and commitment (France), and the lack of ownership 
of the data and running costs (when an external provider delivers the test (Sweden)).  

8.3.1.2 Other Personality Tests 

In addition to the FFM tests, a few other personality type tests were reported. These include the “Commander 
trait inventory” by Sweden; and the 16PF, the PSSI (Inventory of personality styles and disorders) and N70 
(70-items neurotic symptoms checklist) by the Czech Republic; as well as the 16 PF used by UK Army. In 
Australia, relevant personality constructs are assessed via an interview with a psychologist; they do not use 
personality tests as part of the initial recruitment/selection battery. 

8.3.2 Summary: Personality Tests 
Most reporting nations use some version of a five-factor model personality test and primarily distribute this test 
digitally. The tests are used for different purposes, and one nation might have different versions, but it is 
typically accompanied by other selection methods, like interviews.  

8.4 OTHER TESTS 

As described above, the majority of tests reported were cognitive or personality tests. In addition, some different 
‘other tests’ were reported which included aptitude tests, Situational Judgement Tests (SJTs), or knowledge tests. 
The distinctions between these were not very clear, but typically, these tests were used for the selection of 
aircrew, or individual tests used to measure specific skills or knowledge. For example, SJTs provide complex 
social scenarios and have test-takers either rate the effectiveness of a response to the scenario or choose the most 
effective response from a list of alternatives [1] to assess test-takers’ opinions, biases, judgement or interpersonal 
skills. See also Chapter 6 for a description.  

8.4.1 Findings  
Seven different aptitude tests, two situational judgement tests, and seven specific knowledge tests were reported.  

Belgium reported on an aptitude test under development that measures organisational abilities. A military 
context is presented with different documents containing descriptions of vehicles, maps, and schedules. The 
candidate must read this information and then answer 25 questions that refer to this information. The skills that 
are measured are reading comprehension, the ability to synthesise, to make priorities. They also reported using a 
situational judgement test that measures leadership abilities. Validation studies will decide how the test will be 
implemented and used. 

Germany reported using four tests that largely measured specific knowledge. These included the electrotechnical 
knowledge and understanding test, the Räumlicher Vorstellungstest (RVT) measuring spatial ability, the 
Mathematik-Kompetenzen-Test (MathKom) for mathematical skills, and Mechanik-Kenntnisse-Test (MKT) for 
testing mechanical knowledge. All these tests have existed since before 2008 and are used as part of a larger 
selection test battery. Some were developed in-house and others by a vendor. All are digital and still in use.  
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8.5 UNPROCTORED INTERNET TESTING 

A central part of the survey was to evaluate the participating nations’ views on the use of unproctored internet 
testing, particularly their concerns about it, its potential benefits, and nations’ experiences with this form 
of testing.  

8.5.1 Concerns About Unproctored Internet Testing 
Many indicated that they have concerns over the use of unproctored internet testing. The main concerns are in 
regard to fraudulent behaviour, authentication of the candidates, the risk of compromising tests, fairness 
(e.g., applicants having different access to devices and internet, different experience with technology, and 
different computer skills). All participating nations pointed out that there is a risk that test content can be copied 
and shared with others or published on the internet. Furthermore, they expressed concern that the applicant can 
use unauthorised help such as the use of the internet to search for the answers or use the help of a friend or even 
let someone else take the test. Hacking and general cyber security is an issue that was also of concern. There 
seemed to be less concern regarding negative impact to the predictive validity of unproctored tests, and costs of 
implementation and operation of the unproctored testing system.  

Access to good internet connection was also mentioned as an important issue. Even though internet connectivity 
and speed has improved immensely in the recent years, this is not always the case in remote areas in the larger 
countries. As unproctored internet testing requires good internet access, not ALL applicants will have the same 
access to unproctored internet testing. To ensure that no applicant is disadvantaged, measures should be taken to 
ensure that these applicants have the option to complete testing at a testing facility or other site with good 
internet connectivity. Often unproctored internet testing is used to sort out applicants before inviting them to the 
testing facilities. Hereby, the opportunity to “recycle” an applicant is made more difficult. For example, when 
testing is completed in a physical setting, those who fail on tests required for their preferred occupation can be 
encouraged to try for a different occupation or education.  

From the viewpoint of the applicant there are some other concerns as well. Some applicants might have concerns 
about data security. The lowered opportunity for personal interaction with organisational contacts might be an 
issue for some applicants, impacting their views of the military organisation. Even though the use of modernised 
unproctored internet tests will present the organisation as modern, there is also the risk that some candidates will 
find the use of these tests alienating. Many big private enterprises and organisations, however, make use of 
unproctored internet tests and, therefore, the main applicant pool, consisting of primarily young people between 
18 ‒ 30 years of age, might come to expect these procedures. Research shows that applicants in a selection 
context have positive perceptions of internet-based testing, and concerns in relation to privacy of information 
seem more prominent when social media is used as part of the selection process in screening and selecting 
prospective job applicants [2].  

8.5.2 Benefits of Unproctored Internet Testing 
One of the main arguments for the use of unproctored internet testing that many of the participating nations 
mentioned was that it is more efficient and reduces waiting times and travel costs for candidates. The majority 
also saw it as a way of engaging potential candidates differently so as to reach a larger audience.  

Sweden indicated that the use of unproctored tests saves time in the selection process and enhances flexibility. 
It gives Sweden the opportunity to sort out many candidates in the screening phase, meaning that the quality of 
those applicants entering the basic military admission testing and examinations are better. This form of screening 
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might portray the Swedish Armed Forces as a competitive authority, and as an organisation with a competent 
selection process. Sweden acknowledged, however, that it might be a drawback that questions and answers 
might circulate among applicants and friends, in discussion groups etc., which might influence impression 
management over time. This is why they reported that the need for proctored onsite testing is still important as 
an alternative or as the main selection step after initial screening. 

In general, the use of unproctored testing was seen as a possibility to reduce the attendance time of applicants in 
the selection centre, which in turn would result in a reduction of working hours of personnel required in the 
selection centre. Therefore, unproctored internet testing can be a significant time and money savings measure for 
the defence forces. Once unproctored tests are implemented, it was felt that it would be easier to reach a large 
number of applicants without any extra effort. 

8.5.3 Experiences with Unproctored Internet Testing 
The UK, Sweden, Norway, Netherlands, and Denmark were the only participating nations at the time of the first 
survey in 2018 with experiences using unproctored internet testing. 

The UK uses an unproctored test on information processing capacity across areas of verbal reasoning, numerical 
reasoning, spatial awareness, visual speed, and accuracy. It is used as a screening tool and is completed at home 
if the candidate has access to the internet. For candidates that do not have internet access, they are invited to 
complete the test at their local Army Careers Centre. Candidates who successfully make it to the assessment 
centre, will have to go through a longer proctored version of the test, administered under exam conditions. 
The UK reported no concerns about security as the test is automatically item generated, and verified, so there is 
little benefit to the candidate to cheating under unproctored conditions. 

Denmark has been using a similar procedure since 2016. A GMA test is used as a screening tool. The applicants 
have to score above a certain cutoff before they are invited to the testing facility for further testing and interview. 
The cutoff is not fixed but can be changed from year to year depending on how large the applicant pool is, and 
on how many eligible applicants are needed. When the applicants come to the testing facility they have to go 
through another GMA test. The two tests used are very different but have high inter-correlation. The first one is 
a newly developed test from 2017, whereas the second one is an older test used in the Danish Armed Forces 
since 1957. The results on the second test are weighted higher than the results on the first test.  

Denmark conducted a small follow up study after the first year of using the unproctored GMA test. The cutoff 
the first year was set deliberately low (stanine 3). After finishing the recruitment process, the results from the 
unproctored test were compared with the results from the proctored test. It showed that if the initial cutoff had 
been set higher (stanine 4), 80% of those applicants who would have been screened out by using the higher 
cutoff, would have been false negatives, as these 80% actually scored better on the second test at the testing 
facility. This result indicates that candidate malpractice might not be as big an issue as many otherwise fear. 
It seems that the unproctored test setting enhances the risk of candidates underperforming. There could be 
several reasons for this: the candidates might take the test less seriously and they might be more easily distracted. 
In the proctored testing facilities, it is possible that the test condition increases the production of stress hormones 
which enhances individual performance.  

Denmark also uses a personality test from an external provider that has been in use since 2014. The personality 
test is not used for screening candidates but is used to save time in the testing facility and to give applicants the 
flexibility to choose when to take the test. Validation of test scores occurs through the selection interviews.  
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In Sweden, all conscripts go through an unproctored screening procedure (to assess formal requirements and to 
gather personal information) followed by onsite testing and a selection interview. The results from the screening 
process are used for de-selecting those unsuitable for basic military training, mainly due to health-related issues. 
Results may also be used for information during interview, and basic military medical/physical examinations. 
Applicants to special selection (i.e., pilots) are not subject to unproctored testing for the time being but need to 
have passed conscription service with approved grades. Sweden is currently (2021) considering implementing 
the use of unproctored testing for general intelligence and personality for screening purposes.  

Norway also uses unproctored self-reporting on a number of different variables for the first round of the 
enrolment of conscripts. The questionnaire goes out to the entire cohort of applicants. The different factors 
reported on include health issues and a shorter version of the NEO-type of questionnaire. The results are used to 
qualify candidates for the second round of the enrolment process at selection centres where medical, physical 
and GMA-testing is carried out. In 2019, Norway implemented the use of an unproctored personality test, 
a 240 item NEO-type questionnaire distributed through a link to a web page sent by an email to the participants. 
The results of the personality test are stored in the candidates’ electronic military profiles and are evaluated by a 
psychologist and then used and validated in combination with other sources of test or selection data 
(e.g., interview) throughout the selection procedure. 

Even though Australia, at the time of the survey in 2018, did not use unproctored tests, a review had identified 
that the number of ‘rub points’ (i.e., points in the recruitment process at which the prospective applicant was 
required to physically attend a Defence Force Recruiting Centre [DFRC]) borne by each applicant was quite 
large. These were viewed as a major disincentive by a proportion of applicants, especially those from targeted 
diversity/minority groups (e.g., females). In response, commercial service providers / test developers were asked 
to identify or develop an online approach to testing, under which an applicant might complete testing in the 
comfort of their own home rather than attend the DFRC.  

8.6 DISCUSSION 

Even though the majority of the nations represented in the surveys do not have hands-on experience with 
unproctored internet testing, there is a tendency against using unproctored internet tests on the basis of 
assumptions that are in line with the findings in two articles by Tippins and colleagues [5], [6]. Tippins [5] 
explained that many experts and I-O psychologists are wary of unproctored internet testing because of questions 
about their effects on the standards for acceptable testing practices. One of main points in these papers is that it is 
never acceptable to use unproctored internet testing in high-stakes situations without some sort of verification 
test. Another point made is that neither the extent of cheating nor the effects of cheating deterrents in 
unproctored internet testing is known.  

As reported above, participating nations have many concerns regarding test security and fraudulent behaviour 
and those risks must be taken seriously. However, none of the participating countries that currently use 
unproctored internet testing reported having any concrete negative experiences in regard to security or fraudulent 
behaviour. The question remains whether nations should abstain from exploring the opportunities of unproctored 
internet testing due to risk avoidance, or whether potential gains can be realised through investigating its use on a 
smaller scale, where the test results are not given the same weight as proctored test results.  

Fraudulent behaviour is an inherent risk in almost all selection procedures, and therefore the risk itself should not 
be the main reason for not exploring the opportunities of unproctored internet testing. The use of unproctored 
internet tests needs a well-thought-out plan concerning data security, integration of the test with other testing 
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processes in the organisational structure, authentication of candidates and cheating, protection of test content, as 
well as strong communication with applicants to ensure that their performance reflects their ability under a 
setting where many factors cannot be controlled. 

8.7 NATO RTG-290 2021 SURVEY UPDATE  

The work of the RTG-290 overlapped with the COVID-19 pandemic, a period during which nations had to 
adjust their selection procedures to adapt to altered rules and guidelines regarding the pandemic. This situation 
potentially pointed to a higher need for online tests, and/or a higher emphasis on developing these types of tests. 
As new solutions were identified and explored, it was necessary to capture any new experiences and new issues. 
For these reasons, another survey was distributed to nation representatives of this RTG (see Annex C). 
Specifically, representatives were asked to report on how the COVID situation affected their respective nation’s 
selection processes. Three following aspects of their experiences were explored: 

1) Kinds of challenges that nations had experienced;  

2) Possible solutions generated to these challenges; and  

3) Any experiences with using the solutions that were generated. 

8.7.1 Findings 
Responses were gathered from a total of nine nations: Australia, Belgium, Canada, Czech Republic, Denmark, 
Germany, The Netherlands, Norway, and Sweden. All of these confirmed that selection had been affected by the 
COVID situation.  

8.7.1.1 Challenges 

The challenges seemed to pertain to two different topics: 1) General challenges inflicted by the pandemic;  
and 2) The effects of these challenges for selection. 

The general challenges, overall, had to do with restrictions regarding travel (e.g., lockdowns, restrictions), safe 
distance, the number of people that could be present at the same time in a particular facility, and disinfection 
requirements. These limitations made meetings and gatherings pertaining to entire selection processes harder to 
organise and conduct. These practical restrictions, in turn, resulted in fewer selection assessments being conducted, 
including fewer administrations of proctored tests even though there was increase in the number of applicants due 
to the economic consequences of COVID. Even if onsite testing was possible, it was an ethical challenge to make a 
decision about having applicants travel to the test facility, possibly increasing their exposure to infection.  

8.7.1.2 Solutions 

In addressing the challenges presented above, a number of different solutions or alterations to existing processes 
were presented. These solutions were introduced in a number of different areas.  

Some solutions were highly practical. These included using larger rooms, or the outdoors, to maintain distance, 
or having a smaller number of people or groups in parallel processes. Also, reorganising the sequence of 
activities so that activities requiring a higher level of contact, and thus possibly higher exposure to disease, was 
at the end of the process, where there is a fewer number of applicants who s are still part of the selection process.  
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One line of solutions involved the use of different kinds of digital and online platforms for information sharing and 
interviewing, as well as for testing. Some made use of unproctored online tests, and later verified the results in a 
proctored setting. Some nations used web-cams to conduct proctored testing. Digital and phone interviewing 
replaced face-to-face interviews. Some supported the decision to conduct interviews digitally with a risk analysis of 
candidates, focussing on risk factors like mental health symptoms, poor social integration and compliance with the 
law, academic underachievement, unstable employment history, and other information to evaluate whether or not 
someone should be interviewed digitally. Others used data like test scores, biographic data, and other information 
about the candidate to support the interview, whereas others introduced new tests that were digital.  

Overall, the solutions to a large extent entailed making use of technological tools and methods, as well as 
restricting the number of people that were required to meet for selection activities by relying on other or 
existing data.  

8.7.1.3 Experiences with Solutions 
The solutions to the challenges presented above were not necessarily ideal, or previously tested and evaluated. 
Therefore, the nations were asked about their experiences with the different new or altered selection processes. 
Both positive, negative, and unknown experiences were listed. 

Some of the listed experiences concerned the quality of the selection. For example, some indicated that the true 
effects of changes made to selection during the pandemic were not yet fully available. Such comments reflected 
the notion that there may be a risk when deleting tests that have been proven predictive. Some indicated that the 
new situation put higher work demands on selection staff. In addition, some experienced a big turn down 
(i.e., decline) of invitations by applicants to complete online tests as compared to onsite testing.  

On the more positive side, experiences also reflected new insights or benefits. For example, some indicated that 
the changes resulted in more effective processes, where the different assessment tools played a more defined 
role. Also, some reported successes in using unproctored ability testing followed up by a verification test, such 
that only 3 ‒ 5% of applicants needed to complete a full retest due to inconsistent results between the 
unproctored and verification test results. Further, some reported that webcam proctoring of tests worked at the 
level of testing of individuals. In addition, a few nations mentioned that an increased acceptance of and even a 
push towards developing online solutions and selection processes.  

In sum, the experiences seem to indicate that exactly how the quality of selection is affected by changes 
introduced in selection during the pandemic is still not clear. Future validation studies and operational feedback 
will be needed to provide insight. A lot of the enforced changes were considered to be challenging from a 
professional decision-making perspective. In other words, the risks of not being able to use tests proven to have 
predictive validity had to weighed against opportunities to introduced and use (new) technical solutions.  

8.8 CHAPTER SUMMARY 
Based on findings from the initial survey of nations (pre-pandemic), all nations use cognitive tests, typically 
consisting of several sub-tests. Most of these are digital, but only a few online, and some have a paper format 
available. Most tests are proctored. A number of personality tests are used, most of which are versions of the 
“five-factor model”. In addition, some other personality tests are reported. In addition to the cognitive and 
personality tests a few other tests were reported. These fall under the category of aptitude and/or situational 
judgement tests, and typically assess some specific skill or knowledge. When asked about unproctored tests, only a 
few nations reported using such tests, along with efforts to counteract the weaknesses of this kind of testing.  
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A second survey following the pandemic explored the challenges and solutions associated with selection during 
pandemic. A number of practical and methodological issues for selection were identified. The need for new 
solutions was also identified, with the use and development of technology being central to this approach.  
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9.1 INTRODUCTION 

Advances in personnel selection testing emerging from technological developments can bring significant 
benefits to an organisation. Such advances are usually accompanied by a revised risk management framework 
designed to optimise the benefits and minimise the risks associated with the new types of tests (e.g., test 
standardisation; proctored delivery). However, when new developments are required by societal or other factors 
at a much faster rate than expected (e.g., outbreak of war, pandemic), risk management strategies might not 
always keep up with real world requirements. A perfect example is the COVID-19 pandemic, where many 
organisations felt the pressure to adapt their selection processes by offering applicants the opportunity of taking 
web-based personnel selection tests online in their homes rather than requiring them to report to a recruiting 
centre to be tested. 

Introducing high-stakes selection testing in an unsupervised situation introduces a new set of risks, in areas such 
as test security, applicant identification, cheating, test standardisation and applicant reactions, that are were much 
less problematic in a proctored test setting. These concerns are identified in the seminal article Unproctored 
Internet Testing (UIT) in employment settings [17]. Such concerns can lead to problems for the organisation 
conducting the testing, including inaccurate assessment of an applicant who behaves dishonestly, issues of test 
security, validity and reliability, and associated legal problems. Since the publication, progressively more 
strategies to deal with these risks have been developed [16]. This chapter focusses on the risks associated with 
UIT and the strategies that might be employed to help mitigate those risks.  

9.2 TYPES OF RISKS 

9.2.1 Psychometric Risk 
In a supervised selection setting, the test environment is standardised and the identity and behaviour of 
candidates are controlled. This means all applicants are treated in identical fashion, minimising the risk of later 
challenges to non-selection by unsuccessful applicants, and optimising test validity and reliability. In an 
unproctored setting, this standardisation and control disappears, which threatens the reliability and the validity of 
the test results. 

9.2.2 Threats to Reliability  
The environment in which a test is administered can have a significant impact on applicant performance on that 
test. Good testing practices require that applicants take the test in optimal conditions that facilitate performance 
[17]. An unproctored setting can undermine test reliability due to unstandardised test administration conditions. 
For example, a candidate who chooses to take a test in an environment full of distractions or in a setting where 
they can be disturbed during testing, is likely not to do as well as if they would have attempted the test in quiet, 
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controlled circumstances. In other words, their performance on the test in the unstandardised condition will be 
underestimated; the test result would not be a reliable estimation of the construct measured on the test and hence 
not directly comparable to the test results of other applicants who attempted the same test in different conditions 
[18]. To increase the reliability and comparability of different applicants’ test results test instructions should 
point out that the test should be taken in a quiet environment as free as possible from distraction. However, in the 
case of UIT, this ultimately remains the responsibility of the candidate.  

Whether or not noise and other distractions play a significant role in test performance is inconclusive. However, 
Tippins and associates reported that only a very limited number of candidates reported being distracted by noise 
during testing in an unsupervised context [17]; another study even found that candidates reported experiencing 
less noise in an unsupervised environment than in a supervised environment [18]. While it might therefore be 
argued that a free choice of test environment is unlikely to significantly impact test reliability, the risk remains 
that allowing an applicant to attempt a test in an unproctored environment might well open the door to legal and 
other challenges from those who are unsuccessful. 

Aside from the test environment, technical issues such as lack of stability in hardware, software, and the quality 
of the internet connection can also threaten the reliability and validity of the online test result. Variations in 
hardware (e.g., screen width) and the speed of the internet can impact performance on cognitive tests involving 
with images and/or where speed in answering the question is taken into account. Tippins however, noted that 
many of the technical problems with UIT are not substantial concerns for the majority of applicants [16]. 
Although stability of internet connection and the consistency of test experience across different equipment 
(hardware and software) were once considered substantial concerns, many of the technical problems associated 
with UIT have tended to disappear as more and more people gain access to better technology [16]. Nevertheless, 
for applicants who don’t have access to stable internet, or are not able to take the test under ideal circumstances, 
organisations should retain the ability to offer the tests to applicants via a selection/recruiting centre. By doing 
so, one major source of threat to the psychometric quality of the test results (i.e., reduced reliability) is 
effectively managed. 

9.2.3 Threats to Validity  
When candidates take a test at home or in another unproctored setting, they clearly have the opportunity to cheat. 
There are several ways of cheating; examples include using prohibited materials (such as calculators, 
dictionaries, internet, or stolen test answers), asking others for help, or even asking someone else to take the test 
in their place. In all of these circumstances, test scores will not reflect applicants’ actual ability in the construct 
being measured [12]. More specifically, there is a risk that the applicant who claims to be completing the test 
will be less capable than their test score would suggest, potentially resulting in a person who is not fit for the job 
being hired or enlisted. This can have a follow-on effect, whereby the less capable person ends up taking the 
place of another applicant who would have been better suited to the demands of the job. 

When applicants cheat on a selection test, the validity of the test result is compromised. Usually, three different 
but inter-related (they all involve some form of deception) types of threat to validity are identified [12], [16], 
[17]. These involve test security, applicant authentication and cheating, and are discussed in the 
following sections.  

9.2.3.1 Test Security  

The first validity threat arises when the applicant has gained knowledge of the correct answers to the test prior to 
attempting the test itself. This can occur when the test content becomes public, perhaps due to the test being 
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stolen or ‘leaked’, or where the applicant has completed the same test already on one or more occasions and 
becomes familiar with the test items due to overexposure [12], [16], [17]. 

Test security breaches can occur when the test is hacked. In this kind of deception, the test’s content is stolen 
(either physically or electronically) and shared with others, or published on the internet. This can result in a test 
needing to be revised or replaced in its entirety, which is a very costly and time-consuming exercise. The storage 
of test items, scoring keys/algorithms, and respondent information must there be maintained at a very high level 
of security, protecting the information from unauthorised access and dissemination.  

Secure data transfer and information storage processes must be enabled along with the test administration 
software, preferably via a fire-walled proxy; an independent test database separating test and applicant 
information from the broader internet must also be maintained. Data must also be encrypted while in transit to 
guarantee data security. The latter measure will not prevent interception during data transfer, it does however 
ensure that any data that is intercepted is not interpretable to the person who receives it. 

Ensuring the security of test items while they are actually in use is more complex. As the test items are visible on 
the applicant’s computer monitor during administration, the opportunity exists for the applicant to copy those 
items via either electronic or manual means. To prevent this, it is possible to disable the Print Screen function, 
but there is no protection against taking pictures of the screen. It is also possible for a candidate to assume 
multiple identities in order to keep practicing with the test, until they feel confident enough to take the test 
‘for real’ [16]. Possible solutions to this problem (and the following risks) are discussed in the section on risk 
mitigation strategies. 

9.2.3.2 Authentication 

The second potential threat to validity arising from the use of UIT relates to authentication the applicant. In other 
words, how can one guarantee that the person completing the test and providing the test results is actually the 
person who was invited to participate in the online assessment? It would be a simple matter for the applicant to 
give their login data to someone who, in their mind, is more capable, and asking that person to do the assessment 
for them [16], [17]. Without authentication, it is impossible to ensure that the obtained test scores actually 
correspond to the person who is meant to be doing the test. 

9.2.3.3 Cheating 

Unproctored internet testing creates the opportunity for the test taker to cheat by using materials that are 
prohibited by the testing protocol (e.g., internet, dictionaries, calculators, illegal scoring keys) to help them work 
out the correct answers, or by asking for assistance from others.  

According to Wollack and Framer [19], the extent to which candidates are likely to cheat depends on five factors:  

• Stakes – cheating is more likely to occur if the stakes are high (which is often the case in a recruitment 
and selection context).  

• Predisposition – applicants differ in how willing or resistant they are to cheating, and this depends on 
their personal moral/ethical standards. 

• Need – applicants who feel confident that they will succeed in the selection test, will be less likely 
to cheat. 

• Opportunity – do the test conditions and test design allow applicants to cheat more easily?  
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• Consequences – what happens to someone who is believed to have ‘cheated’? Will they just be forced to 
take a retest, or will they be excluded from the selection process entirely? Cheating is less likely to 
happen if the applicant is not convinced that the benefits of cheating outweigh the disadvantages of 
getting caught.  

Wollack and Framer point out that, of these 5 factors, the testing organisation really only has any influence on 
opportunity and consequences [19]. Limiting the opportunities for applicants to cheat and highlighting the 
negative consequences of cheating are the key risk management strategies that will be discussed in the section on 
risk mitigation strategies. 

A final point to note is that these risks: test security, authentication, and cheating, are mainly associated with 
tests where there is one correct answer to a test item such as cognitive ability or knowledge tests. In the case of 
personality tests or autobiographical questionnaires there are no correct answers, so deception is not usually a 
problem. In both cases, in a high-stakes situation such as personnel selection, the applicant is likely to present 
him/herself in a socially desirable manner, this can occur in both supervised and unsupervised test administration 
conditions [2], [3], [5], [9], [10]. The first empirical study to measure the validity of biodata, sales potential and 
conscientiousness (personality) tests in supervised versus non-supervised environments was conducted by Beaty 
and associates [3]. The results of this study showed that, in terms of validity, applicants responded to these 
non-cognitive assessments in a similar fashion in both supervised and unsupervised environments. Studies 
examining the validity of cognitive assessments across proctored and unproctored settings are too limited and 
varied to draw any firm conclusions about the use of unproctored testing to assess cognitive ability [8]. 

9.2.4 Reputational Risks 
Besides psychometric risks, organisations might be concerned about applicant perceptions. An earlier chapter 
indicated that the use of new technologies can improve the organisation’s high-tech image, which could increase 
the attractiveness of the organisation for applicants. However, internet-based procedures can also have a negative 
impact on some applicants’ perceptions, such as: applicants who might be reluctant to apply to an organisation 
that makes high-stakes decisions based on tests that are prone to fraud [16]. These negative perceptions can have 
serious consequences, including legal contest of the equity of the selection process and, potentially, a decrease in 
the size of the recruitment pool. In addition, if an organisation relies almost completely on internet-based testing 
for selection decisions, some applicants may form the impression that the employer is not sufficiently involved 
in the selection process, and is indifferent to their needs. Others might also be concerned about their privacy and 
data security, with data being transferred over the internet.  

Consequently, at a minimum, organisations should ensure that the technology that is used for internet testing is 
secure in protecting the test content, scoring keys and applicant response data. Besides this basic requirement, 
it would be prudent either to choose unproctored tests where cheating is less of an issue (e.g., some non-cognitive 
tests), or in the case of cognitive tests, to implement strategies (discussed below) to minimise the risks.  

9.3 RISK MITIGATION STRATEGIES  

9.3.1 Non-Technical Risk Prevention Strategies 
One of the more basic strategies in the prevention of cheating is to appeal to the responsibility and liability of the 
applicant. For example, prior to testing, the candidate could be asked to sign a statement confirming his/her 
identity and committing to honest test-taking. Building in this type of accountability in testing procedures has 
been shown to discourage some applicants to commit fraud or cheat [11].  
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Another option is to inform the applicant about the possibility that their scores can/will be verified in a later 
stage in a proctored test environment (e.g., using an equivalent or shorter test version). Instructions can also 
point out the negative consequences, should an applicant be caught cheating at any stage. These strategies use of 
various types of warning instructions has been shown to an effective mechanism to deter applicants from faking 
or responding in a socially desirable manner in personality testing [6]. Such non-technical strategies aim at 
encouraging honest test-taking behaviour and/or discouraging candidates to cheat.  

Unproctored test results can also provide information to the test taker. Beyond acting as a screening tool which 
only benefits the hiring organisation, the results from unproctored tests may also be used to provide beneficial 
information to the applicants of the selection process. If the test scores contribute to establishing eligibility for 
specific military occupations, the results of unproctored testing may be used to advise applicants of their 
potential eligibility for a range of occupations, some of which they might not have previously considered. 
The information on eligibility provided through the unproctored test results may prove to be valuable to 
applicants and applicants may be motivated to obtain a valid score to inform their own careers choices.  

9.3.2 Technical Risk Prevention Strategies 
There are several approaches an employer might undertake, from a technical perspective, to discourage or 
prevent cheating. The first category off such strategies focuses on preserving the security of the test content, by 
preventing overexposure to and/or copying items and response alternatives: 

• Passwords and logins: These should be used to protect access to the test and unnecessary exposure of 
test items [17].  

• Test design: Drasgow pointed out “Any internet test that administers the same set of items in the same 
order to all examinees is asking to be compromised. At the very least, the items should be administered 
in a randomized order. It would be better yet to sample items from a reasonably large item pool.”  
([17], pp. 203-204,). CAT (Computer Adaptive Testing) or LOFT (Linear On the Fly Tests) are 
test development options that can be used to serve this goal. This kind of testing essentially produces a 
test by retrieving items from a larger pool, with item selection governed by applicant ability [13]. With 
the CAT and LOFT approaches, there is little value for an applicant to attempt to memorise of otherwise 
keep track of items, because each respondent will receive another variant of the test. 

• Test response format: Test security can be enhanced by altering the presentation of the item response 
alternatives. This involves presenting the applicant with response alternatives in a sequential, random 
order, such that the applicant has to indicate whether each alternative is correct or not before seeing the 
next sequential alternative. The response alternatives for an item are presented to the applicant until they 
have identified the correct response or has made an error. In this way, not all response alternatives have 
to be presented, which decreases exposure of the response alternatives.  

• Technical precautions: These include disabling certain keyboard functions such as the copy (Ctrl-C) or 
Print Screen (PrtScn) functions. However, as mentioned previously, there is no way to prevent someone 
from physically taking pictures of the items presented on the screen. 

The second category of technical strategies focus on preventing different forms of cheating (e.g., using 
prohibited materials or asking assistance from others) and addressing identity authentication:  

• Browser lockdown: to prevent an applicant from using prohibited materials to help them determine the 
correct answer to a test item, the system should be configured such that the applicant cannot start 
another application, move from one application to another, or access the internet during the test.  
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• Test design: a cognitive or knowledge-based test can be designed in such a way that using prohibited 
materials such as the internet, dictionaries and calculators provides little practical advantage. When 
items require insight (such as abstract reasoning items) to be solved, looking up possible solutions on 
the internet can be difficult and too time-consuming to be beneficial This is especially the case if there is 
a time limit per item [1].  

These two categories of strategies shown above do not entirely prevent the possibility of cheating. Applicants are 
still able to ask assistance from others, or ask someone else to take the test for them. One way to prevent this 
form of cheating is via webcam monitoring. Three approaches can be considered. 

One way of using a webcam is through live proctoring, where candidates are continuously monitored by proctor via 
a webcam feed as they attempt the test. The applicant is first asked to undergo a visual identity check, where their 
face (as it appears on webcam) is compared with a legal document containing a photo (e.g., a national ID-card, 
passport, driver’s license) that has been supplied previously or is also presented through the webcam. Applicants 
are then continuously monitored during the entire duration of the test to ensure that they do not cheat, and no one 
else completes the test. Also, it can be made possible for the proctor to interrupt the test if they notice signs of 
cheating such as that the candidate has telephone contact or there is unusual background noise [7]. The advantage 
of this approach is that it makes it possible to control the identity and behaviour of the applicant, and to respond to 
possible security problems in real time, as would be the case in a traditional proctored setting. The disadvantage lies 
in that a proctor is needed throughout the entire testing session, which means that test administration depends upon 
both the number of proctors available (in the case of bulk recruitment, this might be a lot) and the availability of the 
proctor to observe testing at the required time usually within the organisation’s office hours. This can clearly limit 
the flexibility of UIT in offering testing at any time that is convenient to the applicant. Another disadvantage is that 
this process may be more resource intensive than in-person proctoring of a group of applicants.  

Webcams may also be used to record test sessions for later view proctoring. In this process an identity check is 
completed as described above, and the applicant’s behaviour while completing the test is recorded through the 
webcam for analysis at a later time. This offers two advantages over live proctoring. The candidate can take the 
test anytime, and testing is not constrained by the availability of a proctor. It is also more resource-efficient for 
the organisation in that analyses of recorded videos can be restricted only to those candidates who completed the 
test successfully. The recorded information can also be viewed at an increased speed. The disadvantage of this 
approach is that the proctor cannot respond to any detected security issues in real time [15].  

In addition, webcams may be used for the purpose of interviewing candidates before and after the online test. 
During the interviews, the applicants must prove their identities and may be asked about the testing session. This 
approach is less secure than the other methods mentioned. Objective self-awareness theory [14] in connection 
with the impression management theory [3] would predict the interviews will reduce cheating as the test takers 
will focus on themselves and behave in a more socially desirable manner.  

One additional consideration when using a webcam is that it could create an extra threshold or hurdle for the 
applicants to actually participate in the selection procedure in the first place, because of the practical/technical 
complexities involved, and due to possible concerns regarding privacy. 

Microphone monitoring: If a webcam is not available, the microphone on the test taker’s computer or cell phone 
can be used to help monitor the testing session. Test takers could be asked to sit somewhere quiet and keep the 
microphone on during the online assessment. As speech production on the part of the test taker is not normally 
required in the testing situation [7], the active microphone can potentially identify sounds not typically 
associated with proper test-taking behaviour which can be followed up either in real time or later through a 
review of the recorded session. 
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9.3.3 Detection Strategies  
Two strategies commonly used to detect cheating post-testing, and are focused on identifying test security 
breaches that do not involve review of test data from a particular applicant are:  

• Web patrols: This involves scanning the internet on a regular basis to search for sites or forums that are 
known to provide information on the relevant tests, test items, or responses [4].  

• Dashboard: This involves monitoring the performance of test items on a regular basis. Sudden 
increases in correct responses to items can indicate a test security issue, perhaps in response to test items 
having been posted on the internet or made available to applicants in another way. Compromised items 
can then be identified and replaced in the item pool.  

The following two approaches can be used to assess the likelihood that an applicant has cheated, and require an 
analysis of an applicant’s test data:  

• Data forensics and key-stroke analytics: This approach which analyses response patterns across test 
items to detect aberrant responding [4]. For example, if an applicant responds correctly to all items or 
responds at a much faster rate than what can be expected on the basis of the psychometric properties of 
the test itself (e.g., an applicant who responds correctly to more difficult items with the same speed as 
they respond to easier items), this might suggest that the applicant is aware in advance of what the 
correct responses actually are. Conversely, unexplained delays in the speed with which an applicant 
responds to simpler items (i.e., extremely long response times) might suggest that the applicant is using 
prohibited materials (such as an internet search engine on a personal device) to help them respond to test 
items, or even copying the items for other potential applicants. Similarly, remote monitoring (either in 
real time or after the fact) of an applicant’s key-strokes can indicate whether the applicant is attempting 
use prohibited functions such as ‘Print Screen’. 

• Verification test: This requires applicants who succeed on the unproctored test to take an equivalent, 
but often shorter test, in-person in a proctored environment later in the selection process. This serves to 
check the consistency of scores obtained from unproctored testing. The preferred option is to utilise 
CAT or LOFT testing approaches for both the unproctored and proctored test administrations, so that 
applicants are presented with essentially the same test, but do not receive exactly the same questions the 
second time. If the test score obtained in the supervised setting is significantly lower than the score 
arising from the unsupervised setting, the applicant’s score may be considered to be aberrant, and gives 
rise to questions on the validity of the score obtained in the unproctored setting [15].  

Caution is required with the use of data forensics and verification testing. Conclusions about cheating that are 
based on these methods are susceptible to errors of Type-I (erroneous detection of test fraud) and Type-II (failure 
to detect test fraud). As these methods call an applicant’s honesty into question and can have serious 
consequences such as being excluded from consideration for a place in the military, the decision criteria used to 
indicate cheating must be very accurate, and require a mechanism to exclude other possible causes of aberrant 
score changes [16]. Even when aberrant responding is detected through these methods, it cannot be 
automatically interpreted as evidence of cheating [4]. There is a need to investigate the issue with sensitivity, to 
rule out other possible reasons for aberrance (e.g., physical or psychological factors across both test 
administrations). However, the completion of a follow-up verification test in a proctored environment is 
considered a superior approach to increase the validity of test results [15], [16]. 
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9.4 SUMMARY AND CONCLUSION 
This chapter provides an overview of the major risks associated with adopting an Unproctored Internet-based 
Testing (UIT) paradigm/approach for military selection, and identified various strategies that might be used to 
reduce the likelihood of cheating, and/or detect and minimise the impact that cheating might have on a country’s 
selection processes. 

Table 9-1: Summary of Risks, Risk Prevention and Detection Strategies. 

Risk Prevention Detection 

Authentication problem 
Applicant must show ID  

Verification testing 

Webcam Honesty contract;  

Warning Instructions 
Getting unauthorised 
assistance during testing 

Use of prohibited 
materials 

Verification testing 

Data forensics 

Webcam 

Browser lockdown  

Test design (abstract reason items; maximum 
response time) 

Test security 

Passwords and logins 

CAT, LOFT  

Item response format 

Technical precautions 

Web patrols 

Dashboard 

As there is limited published research on the effectiveness of online proctoring solutions in addressing inherent 
security concerns [7], it is impossible to advocate one strategy over another. The primary goal of this chapter 
was to raise an awareness of the risks associated with UIT and possible strategies to mitigate risk. Readers are 
encouraged to consult other resources (e.g., Refs. [7], [17]) for fuller coverage on these topics.  
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Chapter 10 – BENEFITS AND COSTS OF 
INTERNET-BASED TESTING 

Geoff Gallas and Kelly Battocchio 
Department of Defence  

AUSTRALIA 

The typical scenario is that you go to a large room during business hours and take a written 
examination along with hundreds of other candidates. A month or so later you receive a letter informing 
you of your test results and indicating that you may be called at some point in the future for an 
interview. The whole process seems impersonal and often leaves the prospective candidate wondering 
exactly where they are in the selection process. From the employer’s point of view this type of process is 
slow and results in a loss of the best candidates who often accept a job offer made by another employer 
before the governmental agency can even notify them of their test score ... 

There were many advantages to using the internet-based test ... applicants are able to take the test at 
their convenience 24 hours per day, seven days per week, from home or at work. This flexibility negated 
the need to assemble everyone in one location and employees did not have to take time away from work 
to take the test ... The results of the test were available to the administrator in real time allowing them to 
quickly make selection decisions. ([7] p.43) 

10.1 INTRODUCTION 

Psychological testing is an acknowledged key component of best practice in the field of recruitment and 
selection [2]. Psychological tests, particularly those measuring general cognitive ability, have consistently shown 
reliability and validity in predicting job performance (e.g., Ref. [10]). Test results provide a recruiter or an 
assessing psychologist with an additional, valuable piece of data they can use in making selection decisions. 
Cognitive testing also provides a cost-effective means of reducing the size of the applicant pool, and hence 
reducing costs, by screening applicants before they get to the interview stage. This benefit is even more 
pronounced with the use of internet-based testing, in that there is no time or travel cost for the organisation to 
arrange for the applicant to attend a testing session in person.  

10.2 POTENTIAL BENEFITS OF PSYCHOLOGICAL TESTING 

The traditional model of testing, which involves testing sessions being supervised closely by a trained test 
administrator or ‘proctor’ (as described in the preface to this chapter) has several well-known benefits. Proctored 
testing environments remove or control for many of the random sources of measurement error that might afflict 
or influence the outcomes of psychometric testing (e.g., extraneous noise; too bright or too dim lighting; 
inconsistent test instructions; inconsistent test timing; uncomfortable seating), thereby allowing meaningful 
interpretation of the test results [3]. This in turn provides a solid defence against appeals from unsuccessful 
applicants regarding non-selection, and potential legal action from disgruntled sections of society 
(or individuals) alleging unfair selection processes (i.e., all applicants are treated the same way). 
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10.2.1 Benefits of Computer-Based Testing 
With computer-based testing, which can also be administered in a proctored environment, there are more 
benefits still. For example, Computer Adaptive Testing (CAT), described in more detail in Chapter 6, can save 
both candidates and test administrators time and resources by reducing the number of items to which the 
candidate is required to respond; candidates spend less of their own time seated before a computer screen. With 
computer-based testing, test administrators are able to provide concise, accurate feedback to the candidate within 
a much-reduced timeframe compared to traditional paper-based testing. 

10.2.2 Benefits of Internet-Based Testing 
Unproctored internet-based testing, on the other hand, while perhaps lacking the control (offered by proctored 
testing environments) over factors that could impact measurement error also has some advantages, some of 
which were flagged in the preface to this chapter, including the flexibility this approach offers for test takers, and 
the speed with which test results can be provided back to the administrator. This flexibility means, for example, 
that the test can be made available to someone who would not otherwise have time to attend a proctored testing 
session during work hours. Such an advantage offers the potential for the organisation to be able to increase both 
the size and the diversity of the applicant pool.  

A related advantage is that internet-based testing can improve applicants’ view of assessments as a positive 
experience [1], [6]. The use of internet-based aptitude diagnostics, for example, can result in applicants viewing 
assessment as a positive experience, for a variety of reasons. Applicants who would not otherwise choose to 
participate in a traditional selection process might be happy to complete an online assessment instead, which 
may boost their interest in an employer and increase the probability of them actually applying for a job. 
Particularly in military organisations, which offer a great variety of occupational specialties and jobs, 
low-threshold information is of great value to someone who is interested in such a career move but not entirely 
hooked. Through the use of internet-based tests, within the framework of a self-assessment, an interested person 
can examine their own motives and interests online, thus learning more about themselves and what kind of jobs 
might potentially suit them. Any advantages that might be realised, however, will need to be balanced against the 
risks associated with the introduction of unproctored testing – these risks are described in greater detail in 
Chapter 9 of this report. 

10.3 POTENTIAL COSTS OF PSYCHOLOGICAL TESTING 

So, how much does it cost to introduce a new selection testing regime? There are too many variables at play to 
provide a definitive answer to this question that will be equally accurate in every country across the world. 
Moreover, the actual monetary costs at each stage will of course vary depending upon what the country in 
question already has in play. Rather than attempting to answer this question, the following section instead 
identifies some of the factors that influence the cost of a selection test, whatever the platform.  

The section begins with an explanation of cost-related factors that are relevant across different types of testing 
and testing platforms (i.e., proctored vs. unproctored). It continues with a description of specific costs that exist 
in proctored environments, and identifies additional costs introduced by the use of computerised testing formats 
in these environments. Finally, the section finishes with a description of the costs associated specifically with the 
use of unproctored testing environments. A summary of the most common types of cost encountered is included 
in Table 10-1. 
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Table 10-1: Cost-Related Factors for Different Forms of Tests. 

 Proctored  
(Pencil-and-Paper) 

Proctored  
(Computer) 

Unproctored  
(Internet) 

Test Development 
(Note: Costs vary 
depending on whether 
using an in-house or 
contracted solution) 

Yes Yes – including need for 
larger item pools 

Yes – including need for 
larger item pools 

Research Yes Yes – including test 
equivalence research 

Yes – including test 
equivalency research 

Staffing Costs Yes – test administrators 
(including scoring and 
report writing) 

Yes – test administrators 
(however, scoring may 
be computerised) 

Yes – IT support 

Staff Training Yes – training 
administration, scoring 
and report writing 

Yes – training in 
administration 

Yes – training in 
administration (required 
for verification testing 
and/or as a back-up) 

Test Environment 
(Maintenance of 
Physical Location) 

Yes Yes – must be capable of 
holding computer 
hardware/software 

Yes (required for 
verification testing 
and/or as a back-up) 

Security Limited Yes – fail-safing Yes – verification testing 
Applicant Time Testing and travel time Testing and travel time Testing time only 
Materials Printing costs (paper 

forms, etc.) 
Computer 
hardware/software costs 

Webpage/Internet 

10.3.1 Common Cost-Related Factors 
Across both proctored and unproctored testing environments, psychological tests have costs for: 

1) The test developer or publisher (which may be the employer, in the case of in-house development); 
2) The employer or test user; and 
3) The applicant or test taker.  

10.3.1.1 Test Development Costs 
For the test developer, the most notable costs are associated with test development, monitoring and maintenance, 
and research (including test norming and validation). A key consideration here is whether an employer wants to 
develop a selection test in-house or to use a contracted solution. Purchasing test authoring software and 
developing ‘in-house’ a suite of psychometric tests might be seen as an attractive option by larger employers in 
particular, in that this kind of software is generally less expensive than purchasing fully-developed tests, and 
allows the greatest flexibility in developing and changing test items and the like over time [5], [7]. As Mooney 
points out, however, if you choose to develop a test yourself, you become fully responsible for ensuring that the 
test is valid and reliable, and that it retains those qualities over time. Having another company undertake this 
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latter task (test validation) for you is an option, but one that is often difficult (due to access to data, security 
concerns, etc.) and time-consuming (especially in a military organisation) and will cost money. 

Maintaining the required capability (test development expertise, psychometric skills, programming ability, etc.) 
in-house can also add significantly to staff- and employment-related costs, and might be a luxury that smaller 
militaries cannot afford, especially as such specialist skills are not always available within the local employment 
market, and might come at a high price [3], [4]. Hinton also points out that trying to maintain an online testing 
system in-house might also require you to maintain direct responsibility for the development and maintenance of 
anti-cheating and other user-verification tools and techniques, which once again can add significantly to the costs 
associated with online testing [3]. 

If, on the other hand, the preferred option is to contract out all or even part of this process, Mooney points out that 
different pricing structures, corporate practices, and governance requirements, even laws, can make price 
comparisons between different companies difficult [7]. One test developer/publisher might charge highly for 
developing a test, but then offer that test back to the customer at a relatively low ‘per test’ fee, which might be 
favourable for a large organisation recruiting large numbers of people. Another might employ a different model, 
such as charging no up-front development costs at all, and seeking to recoup costs via higher test administration 
fees and a long-term contract with the client (i.e., such as a semi-exclusive ‘partnering’ arrangement). Many test 
publishers, however, are likely to offer customers some form or level of discount for purchasing their product 
in bulk. 

10.3.1.2 Employer and Applicant/Test Taker Costs 

For the employer, there are a number of additional costs. These include costs associated with the development of 
policies and procedures as part of a wider testing and assessment framework, and costs in training staff in 
interpretation of results and report writing (and, in cases where tests are administered in a proctored 
environment, training in test administration).  

For the applicant, there are very few costs that are consistent across all kinds of testing, as the different testing 
platforms and environments offer very different applicant experiences. One consistent cost, however, is the ‘time 
cost’, or the time taken to undertake the test. The actual time cost depends heavily on three factors:  

1) The testing environment (i.e., whether the cost is simply the time taken to complete the test, or includes 
time to travel to a location for the test);  

2) The technology (e.g., are test results available to recruiters and decision makers immediately); and  

3) Organisational policies and procedures (e.g., requiring applicants to return to the recruiting centre to 
complete additional assessment components at a later time).  

10.3.2 Discretionary Cost-Related Factors 

10.3.2.1 Traditional Proctored Pencil-and-Paper Testing 

While this chapter is focussed primarily on exploring the additional costs typically encountered by the 
introduction of computer-based testing and unproctored test environments, it is not the case that a traditional, 
proctored, pencil-and-paper test environment has only the baseline costs and no more. For example, with any 
proctored testing environment, there are costs associated with establishing and maintaining a physical test 
location of a suitable size and with :appropriate physical security measures in place. Additional costs are 
associated with the purchasing or production of test materials, including answer sheets and profile forms 
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(for pencil-and-paper testing), administration and technical manuals and any other relevant materials (including, 
for instance, pens and pencils). Additional staff training is required for staff to administer the tests, which itself 
adds to the cost, and there are also ongoing costs related to employing the test administrators themselves 
(e.g., salaries). Finally, for the applicant, there is a greater inconvenience cost, with additional time required for 
travel to attend the proctored test environment, in addition to the time needed to actually do the test. This may 
also include the cost of taking time away from work, or from the family, to attend a testing session.  

10.3.2.2 Computer-Based Testing 
The use of computer-based testing reduces the costs associated with printing and supply of numerous copies of 
hard-copy forms, and it may also reduce some of the training requirements for scoring (i.e., if the system can 
score the test and produce a summary report itself). However, there are additional cost-related considerations for 
computer-based tests that might not be present for pencil-and-paper testing. Note that while computer-based tests 
may be administered in either a proctored or an unproctored environment, the focus in this section is on the costs 
of proctored computer-based testing.  

For the test developer, the costs of developing a computer-based test from scratch (as described under Common 
Cost-related Factors) will still apply; alternatively, converting an existing pencil-and-paper test into a 
computerised form will also incur certain additional costs. These additional expenses include costs associated 
with test equivalency research, which is necessary to ensure the two test formats have the same utility and 
construct validity, and potentially the development of new computer-specific test norms. They might also 
include costs associated with paying programmers to convert existing tests (including consideration of such 
factors as screen size, computer speed/capability, and network reliability), and costs arising from paying graphic 
designers to ensure the test’s graphical interface is both acceptable to candidates and does not interfere with the 
construct being tested. 

With regards to test development costs, computer-based testing might also lead to increased costs due to the 
requirement for larger item pools, particularly when the test is adaptive. As noted previously, computer-based 
testing has enabled the development of new theories and models of psychometric testing, including 
CAT  As Fulcher (2000) points out, CAT requires a much larger item pool than is the case for traditional 
pencil-and-paper testing. The development and maintenance of this large item bank is time-consuming and costly 
for test publishers and researchers responsible for developing and maintaining such tests, meaning that the financial 
benefits arising from happy test takers and administrators might well be countered, at least in the shorter term. 

Another model requiring a larger item pool is Linear-on-the-Fly Testing (LOFT). LOFT is essentially a 
compromise between traditional testing and CAT and works by ensuring each candidate is presented with a 
different but equivalent set of test items (based upon the item difficulty levels) drawn from a large item pool. 
In effect, this results in a test that can be seen as having a very large number of parallel forms – the more items in 
the item pool, the more parallel versions of the test that become available, reducing the likelihood of item 
over-exposure, and enhancing test security. Development and maintenance of larger item pools for CAT, LOFT 
and other computer-based (be it internet- or intranet-based) testing platforms clearly involves additional costs for 
test developers [9]. 

For the employer, the cost of maintaining a suitable testing environment (as required for proctored testing) still 
stand with computer-based testing, with some possible additional costs associated with ensuring the room is 
capable of supporting this form of testing. While there is no longer a cost associated with the printing of paper 
forms, there are costs associated with the purchase/hire and ongoing maintenance of computer hardware and 
software, such as workstations, monitors, printers, and data storage. There are also personnel costs associated 
with IT support, including security and data management.  
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10.3.2.3 Unproctored Testing 

Unproctored, internet-based testing introduces still more additional costs for the test developer, employer, and 
applicants. For the test developer, the cost of developing larger item pools (as described above) applies, and 
there are additional costs associated with research and security. In terms of research, in addition to the previously 
identified maintenance and research costs, there are costs associated with ensuring test equivalency across both 
test forms (proctored and unproctored) and computer platforms. In terms of security, because of the risk of 
cheating in unproctored test environments (described in Chapter 5), there may be the need to develop enhanced 
security measures and protocols (e.g., keystroke monitoring and biometrics). This includes costs associated with 
verification testing. 

Verification testing requires each applicant who has successfully completed the online, unproctored version of a 
selection test, to attempt the same test (or perhaps a shorter version of it) under standardised conditions 
(i.e., proctored) before continuing through the selection process. This process provides the employer with a final, 
reliable, and valid check of the candidate’s credentials, by confirming – or otherwise – the test results achieved 
through unproctored online testing. 

If the employer decides to maintain a ‘test verification’ process in addition to the unproctored internet-based 
testing, then all the costs associated with maintaining a proctored test centre will continue to apply, in addition to 
the costs identified above associated with a shift to unproctored testing. Retaining the requirement for proctored 
verification testing will clearly negate some of the advantages usually associated with unproctored internet-based 
testing (e.g., reduced staffing costs, convenience for applicants [8]); however, proctored verification testing is 
expected to be on a somewhat reduced scale, given that some applicants will already have been screened out at 
the initial online stage [7]. 

Note that a decision to utilise an unproctored testing model without verification testing may save money, at least 
in the short term, by removing the need to maintain and staff a separate, dedicated test centre. However, it also 
introduces additional risk into the selection testing process, in the form of reduced test security, less 
standardisation/control, and the like. These additional risks can lead to significant costs for the employer in the 
longer term, due to an increase in both Type 1 (‘false positive’ – someone being selected who should not have 
been, leading to increased risk of training failures and adjustment issues) and Type 2 errors (‘false negative’ – 
someone being rejected or self-selecting out based upon an invalid test score). 

For the employer, there will be the need to develop a new policy framework specific to support an unproctored 
testing regime, including dealing with abnormal response patterns and other evidence of ‘cheating’, 
consideration of test waivers, and duty of care responsibilities. There are also additional costs associated 
with website and webpage design, and provision of real-time helpdesk support (covering both IT and 
test-based issues). This latter point leads to the requirement for helpdesk personnel to be available outside of 
core business hours to provide support to those completing the test late at night or early in the morning. Finally, 
costs associated with maintaining a proctored, computer-based, or pencil-and-paper test still apply (even if 
the employer does not decide to use verification testing, as described above), as a secondary test option needs 
to be available for applicants who either do not have internet access at home or prefer to undergo testing via 
a different platform. 

10.3.2.4 Applicant Costs 

Are there additional costs for the applicant as well? In an ideal world, an unproctored test would be able to be 
run on any device that an applicant might own. In the real world, however, this is simply not the case – the huge 
range of device types and sizes available to consumers means that there will inevitably be some devices 
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(and networks) upon which a given test works better than it does on other devices. In addition, even if the test 
works perfectly upon any device, the applicant may need to purchase new hardware and/or software, such as a 
webcam, an application, or a different web browser, according to the protocols put in place by the employer. 
Other factors that might need to be considered include ensuring that that download/upload speeds are sufficient 
to enable the test to run smoothly without buffering, and that the device has sufficient data capacity to run the 
test. The issue of testing on mobile devices is explored in greater detail in Chapter 11 of this report. 

10.4 SUMMARY AND CONCLUSION 

In this chapter, we have compared different models of testing environments (proctored pencil-and-paper, 
proctored computerised, and unproctored) in terms of key cost-benefit considerations. This chapter 
acknowledges the many potential benefits that await those employers who choose to adopt psychological testing 
as part of their recruitment and selection strategy. However, it also identifies that there are also costs associated 
with the various testing models, and that the cost-benefit trade-off can vary considerably. Each testing model has 
costs for the test developer, the employer, and the applicant; some of these costs are common across all models, 
while others are specific to some approaches but not others. Different testing models also have different risks 
associated with them and mitigating these risks can incur additional costs. The next chapter addresses some of 
the risks and risk mitigation strategies associated with proctored and unproctored testing environments 
(including the direct and indirect costs associated with the risks), along with some of the other factors that 
warrant consideration when deciding which model of testing to use.  
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Chapter 11 – INTERNET-BASED TESTING ON MOBILE DEVICES 

Geoff Gallas 
Department of Defence 

AUSTRALIA 

Mobile devices are everywhere! As a society, we use mobile devices for everything that we do, from 
shopping lists, to monitoring our children’s whereabouts, to setting our thermostats remotely; mobile 
devices have become our constant relied upon tool for navigating our world. This begs the question, 
why would seeking a job be any different? ([17], p.4) 

11.1 INTRODUCTION 
Over the last few decades, the world has seen incredible advances in the field of information and 
communications technology. These advances, particularly in the area of enhanced processing speed and power, 
have enabled the development of new theories and techniques that have in turn had an enormous influence on 
psychometrics and test technologies, such as Item Response Theory (IRT) and Computer Adaptive Testing 
(CAT). The emergence in the early 1990s of the Internet and the World Wide Web [6], and its evolution into a 
viable (and affordable) commercial and personal computing platform, essentially enabled the next step in the 
evolution of tests and testing technology. 

Recruiting agencies soon realised that there were likely to be certain benefits, for both employers and potential 
job applicants, in allowing applicants to undertake certain tasks (e.g., filling in an application form, submitting 
educational documentation) online, in a familiar environment, using equipment with which they felt 
comfortable. This same thinking started to extend into the testing arena. According to the Australian 
Psychological Society (APS) [2], survey results suggest that an increasing number of HR professionals claim to 
have used online rather than paper-and-pencil testing as part of their recruitment campaigns [7], [8] as far back 
as the start of the decade, with a significant proportion of those assessments being conducted remotely. This 
number will only have increased in the years since that particular survey was conducted.  

So, what is the next ‘evolution in testing affairs’? The popularity of the smartphone since that technology burst 
onto the scene post-2007 makes the mobile device an obvious favourite. Shalfrooshan [22] claims that in 2017, 
approximately two-thirds of all internet-based traffic in the United States originated from mobile phones, and 
that this figure was only expected to grow. With mobile devices becoming ever more ubiquitous in all aspects of 
our lives, it’s only natural that job seekers / applicants will come to expect to be able to apply for jobs, and 
undergo some form of assessment for those jobs, using these devices. 

In this chapter I will identify both the potential benefits most often cited by proponents of mobile-based testing, 
and the main costs that a decision to progress down this pathway is likely to incur, for both the organisation and 
the individual test taker, when developing and implementing this technology. 

11.2 POTENTIAL BENEFITS OF TESTING ON MOBILE DEVICES 
As identified by the APS [2], use of mobile devices for testing is growing. After all, testing on mobile devices 
offers a number of potential advantages to both the employer and the candidate (note that the potential 
advantages of internet-based testing in general are addressed in greater depth elsewhere in this report):  



INTERNET-BASED TESTING ON MOBILE DEVICES 

11 - 2 STO-TR-HFM-290 

• Mobile devices make light, portable test delivery platforms. 

• Mobile devices are usually always switched on, so there are minimum delays caused by the system 
needing to ‘boot up.’ 

• Mobile testing is convenient for both test takers, who can take the assessment wherever and whenever 
they want, and test administrators, who can allow tests to be administered 24 hours a day with little if 
any human involvement. 

• Mobile testing might be seen as modern, progressive and ‘high tech’, and hence serve as an attractant 
for various segments of society, or people with particular interests. 

• Mobile testing can (but might not always) result in significant cost savings for the employer, due to 
there no longer being a need to maintain a physical test administration centre. 

As mobile devices become more and more capable, the kinds of tests that might be administered via 
this medium, and the types of measurements that might become possible (e.g., response/reaction times), will 
only increase. 

Lawrence and Kinney [17] also note that there is some evidence that different minority groups might be more 
likely to access the internet via their smart phone than from a fixed desktop Personal Computer (PC). This offers 
the potential for far greater reach into the community than might otherwise be the case with traditional testing 
models, which may in turn contribute to greater diversity within the workforce. 

11.3 POTENTIAL COSTS OF TESTING ON MOBILE DEVICES 

11.3.1 Costs for the Organisation 
General resource implications arising from the question of whether to pursue an internet-based online testing 
regime as part of a military organisation’s recruitment and selection program are addressed in Chapter 9 of this 
report. This section explores the additional costs that may need to be taken account by a military organisation 
considering making tests available on mobile devices such as tablets and smartphones. 

11.3.1.1 Test Development Costs 

Tests designed for use on a PC or laptop might perform less well on a mobile device; similarly, a test designed 
specifically for use on an Apple product (for example) might not perform to the same specifications when 
delivered via a device designed for a competing operating system, such as Google or Microsoft. As previously 
identified, assessments need to measure candidate characteristics consistently across devices, to ensure all 
candidates have access to a test medium that a) they are comfortable with, and b) will afford them the best 
opportunity to perform to their optimum level. 

The mobile and tablet market in particular is highly fragmented, as evidenced by the vast number of 
manufacturers and models available to consumers, not to mention the various competing operating systems that 
underpin those devices. Variables that would need to be considered here when proposing a move to mobile 
testing might include device manufacturer, market share and popularity; different operating systems and 
different versions of those operating systems; device screen sizes; viewports and screen resolution; upcoming 
developments and new devices being released; and launch year [4]. 
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Developing and testing different versions of a test on the maximum number of mobile device options available 
would necessarily involve a huge investment in time, effort, and money. As a result, it would be unrealistic 
(if not impossible) for any military organisation to design, monitor and maintain different versions of even a 
small number of core selection tests to suit all possible test delivery options. A more realistic and affordable 
option might be for the organisation to develop a small number of tests designed specifically for use on the most 
common devices (e.g., PC/laptop – Microsoft and MacOS; mobile device – Android and IOS), and to specify to 
potential applicants that these are the only acceptable options. Note that Lawrence and Kinney [17] actually 
warn employers that simply instructing candidates not to use certain mobile devices is not sufficient; rather, your 
technology must actually prevent the assessment from opening if the applicant attempts to access the assessment 
on a non-approved device. Another more affordable option might be to limit the types of assessments made 
available via a mobile device (e.g., initial application form, biodata form; personality test), and maintain 
centralised test administration centres for more high stakes cognitive testing requirements. 

11.3.1.2 Test Maintenance and Version Control Costs 

Of course, issues to do with test development do not end once the first version of a test is launched. Just as 
traditional pencil-and-paper tests require psychologists and psychometricians to constantly evaluate the internal 
workings of each test and validate test results against organisational outcomes, to ensure they remain fit for 
purpose, the same requirements apply for computer- and internet-based tests. With respect to mobile devices, 
this would require the test publisher to continually monitor developments in the mobile Information and 
Communications Technology (ICT) industry, and update tests in response to ongoing changes and upgrades to 
devices and their operating systems, to ensure optimal candidate performance (i.e., tests no longer capable of 
running on outdated operating systems; patches designed to counter system ‘glitches’ and ‘bugs’), and ensure the 
tests themselves remain secure [4]. 

11.3.1.3 Other Indirect Risks and Associated Costs 

As discussed in Chapter 10, there are a number of indirect costs or risks associated with implementing any 
psychometric testing program, and these risks become greater the more removed the test administrator becomes 
from the test taker. In the case of mobile testing, there is a greater risk of a) an ‘incident’ (e.g., the test fails to 
load); b) which is not noted by the test administrator; and hence c) is not contained, controlled, or resolved in an 
appropriate timeframe. Similarly, the lack of an on-site test administrator in this sort of circumstance also limits 
the ability of the employer to enter into effective ‘damage control’ mode by directly controlling the situation on 
the ground in real time. These factors, separately or together, might well contribute to increased incidence of 
subsequent appeals, complaints, and grievance action. 

All the various recruitment and selection models and combinations of tools, techniques and processes present 
different risks and involve different costs. An employer opting to allow applicants to use a mobile assessment 
platform for more low-stake activities (e.g., completing and submitting an application form) would then be 
responsible for the costs associated with establishing and maintaining a physical test centre for applicants to 
attend to complete the ‘high stakes’ cognitive testing component of the process. On the other hand, an employer 
choosing an entirely un-proctored, mobile-based selection process would have no one else to blame when 
candidate feedback suggests the organisation is seen by applicants as remote and impersonal. 

11.3.2 Costs for the Individual 
Resource costs associated with a move to mobile testing are not restricted to the employer organisation alone. 
The indirect risks and costs of poor system design and implementation identified above might look to be all 
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one-sided (i.e., against the organisation), but each risk for the organisation also means a potential reciprocal 
risk/cost for the individual applicant. For example, lack of responsiveness and poor internet download speeds 
can lead to applicants feeling frustrated and angry due to the perceived waste of time, effort, and money 
(i.e., wasted data). This might in turn contribute to self-selection out of the recruitment process, and 
disinclination to pursue what might otherwise have turned out to be a fantastic career – or, perhaps worse, failing 
to meet the required standard on a particular selection test, and hence failing to be considered for enlistment, 
due to poor system performance outside the applicant’s control. This would only be exacerbated in a 
mobile-only-based assessment situation, in which online test results are considered in isolation from any other 
evidence, and the applicant does not have the opportunity to challenge the test result with selectors in person. 

11.4 RISK AND RISK MITIGATION 

11.4.1 Potential Disadvantages and Issues Associated with Testing on Mobile Devices 
Note that issues common to all internet-based testing – including screen sizes; device capability; network 
reliability/stability; possibility of cheating (e.g., having other people help answer the test items; looking answers 
up on other devices); test security issues (e.g., items being compromised or stolen) are discussed elsewhere in 
this report. 

11.4.1.1 The Very Nature of Being ‘Mobile’ 

One particular concern associated with conducting psychometric testing on a mobile device is that, by their very 
nature, both the test taker and the testing platform/medium are ‘mobile’. Preuss [21] notes that while taking 
assessments on the move might be convenient, the situation in which one chooses to attempt the test might also 
prove distracting, which can compromise performance. Attempting to complete a complex test of general 
cognitive ability in an internet café or an airport lounge, at a coffee shop or while waiting for a bus, is not likely 
to prove conducive to optimal test performance [2]. Chang and colleagues [5] also noted that not only were 
candidates who use mobile devices to complete assessments more likely to encounter distractions during the 
assessment process, those distractions also appeared to have a more substantial negative impact on scores for 
applicants using mobile devices, compared to those undertaking testing on a PC. However, more recent work by 
Traylor and colleagues [24] found that performance on a test of general cognitive ability did not appear to be 
affected by the testing environment, albeit in a laboratory rather than an operational environment. 

The advent of test delivery on mobile devices clearly increases the likelihood of greater variability being present 
in the testing environment. Poor internet connectivity and other sources of variability amongst internet service 
providers (e.g., download speeds, security applications designed to protect the device) will also have an adverse 
effect upon the testing environment and the quality of the candidate experience. Any psychologist working in 
assessment would agree that one of the basic tenets of testing is that no candidate should suffer any disadvantage 
as a result of the medium within or upon which they are tested. Every potential job applicant has a right to expect 
that an organisation’s recruitment and selection policies, procedures and standards are fair regardless of culture, 
age, disabilities or gender [21]; they also therefore have a right to expect that the same degree of ‘fairness’ will 
apply whether they undergo testing on a paper-based form, a PC, or a mobile device. 

11.4.1.2 Fairness and Test Equivalence 

As noted previously, several studies have suggested that members of certain minority groups are more likely to 
use a mobile device to access the internet than a desktop PC or laptop. McClure-Johnson and Boyce [18] showed 
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that in a large American sample, women, African-American and Hispanic, and younger applicants were more 
likely to use a mobile device for testing than other applicants. This was supported by Smith [23], who noted that 
in the US, certain demographic groups, particularly those with African-American or Latino heritage, were more 
likely to rely on their device as their only source of internet access. Still, other research has suggested that 
candidates from Asia, as compared to the Americas and Europe/Africa, are more likely to express a preference 
for undertaking employment assessments on mobile devices [2], [8]. 

This trend has perhaps more to do with socioeconomic and cultural factors than to do with race. For example, 
Shalfrooshan [22] claims that figures published by the US Office for National Statistics (ONS) have suggested 
that there remains a divide between different socioeconomic groups regarding the technology they have access 
to, rather than just the technology they prefer. Whatever the reason, as identified previously, this means that a 
mobile-friendly recruiting and selection process has the potential to gain greater access to minority groups, and 
hence improve their representation in the candidate pool.  

Of course, this positive outcome depends very much upon the tests themselves being fair and performing 
equivalently for all applicants, regardless of education, culture, age, disabilities, or gender [21]. If the tests are 
not in fact fair, the result might well be reduced rather than increased diversity. As Lawrence and Kinney [17] 
point out, employers need to ensure that adverse impact does not occur as a result of their recruitment, selection 
and/or employment policies and practices. For example, if more applicants from a particular minority group are 
known to utilise mobile devices more frequently than applicants from other groups, and those minority 
applicants also perform less well on those tests (or rather, if the version of a test delivered via mobile device does 
not allow them to perform as well as they might on the same test delivered via PC), then adverse impact 
increases, undermining the potentially positive effects (i.e., increased reach) of mobile testing. 

This suggests that militaries considering utilising mobile devices for employment-related testing need to have a 
very sound understanding of their national demographic and how that might influence access to and use of 
mobile devices (e.g., possible regional and/or cultural attitudes towards technology; factors such as 
socioeconomic status). They also need to ensure that different versions of tests deployed across various 
platforms have been demonstrated to be fair (on racial and gender grounds as a minimum) and not result in 
adverse impact for any identified minority group. 

11.4.1.3 Equity of Access – People with a Disability 

Questions regarding test equivalence can also be extended to include issues to do with equality of access, 
especially for people with a disability. As labour markets tighten and recruiting targets become harder to fill, 
militaries will start looking to new, previously untapped (or, at best, under-tapped) sources to fill certain roles – 
this can and will include people with a recognised disability. As stated previously, no candidate should suffer 
any disadvantage as a result of a test being offered on a particular platform, be that a desktop PC or a mobile 
device [21]. International Test Commission (ITC) [14] guidelines require that organisations ‘consider reasonable 
adjustments to the technical features of the test for candidates with disabilities’, a requirement that conceivably 
not only has implications for the physical hardware and other technology used to deliver the test, but also for the 
design and content of the very test itself. The word ‘reasonable’ is left open to interpretation – moreover, the 
extent to which such ‘adjustments’ are possible, or perhaps even desirable, will become a matter of policy for the 
military organisation in question, and might be expected to vary from country to country. 
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11.4.1.4 Device Type 

Some researchers have suggested that the type of device used for an assessment might impact upon outcomes 
differently, depending upon the type of test being administered. Many studies (e.g., Refs. [1], [13], [15]), 
amongst others, all showed that people undertaking cognitive testing (e.g., tests of General Mental Ability) and 
tests of response speed / reaction times on mobile devices tended to perform more poorly than people doing the 
same tests on more traditional PC or laptop-type platforms. On the other hand, performance on non-cognitive 
assessment tools, such as personality tests, biodata forms and text-based Situational Judgement Tests, appeared 
to be the least affected by device type. Huff [11] also reported higher error rates when people were asked to 
complete tests that had not been specifically designed (or optimised) for use on mobile devices. 

Brown and Grossenbacher [3], however, found that neither device type nor screen size had any practical impact 
upon test performance on a test of General Mental Ability, especially when test content and item presentation are 
optimised for use on mobile devices (e.g., changing a response format to remove the need to scroll to see 
additional response options on smaller screens). Similarly, Neale and Wang [19] also found that neither device 
type nor screen size had a significant main effect on test performance. They did, however, observe a significant 
interaction effect between device preference and device type, and concluded that it was likely that applicants 
would tend to perform better on tests (including cognitive ability tests) if they were able to undertake those tests 
on the device of their choice (be it PC, laptop, tablet, or smart phone). In the educational domain, some 
researchers (e.g., Refs. [12], [25] as cited in Ref. [20]) have also shown that it is possible to develop web-based 
tests and tools that are both valid and reliable for the context in which they are used. 

Traditionally, as new technologies have evolved, the most common (also the most logical, cost efficient, etc.) 
approach has been to ‘tweak’ pre-existing proven tests and administer them via the new platform. However, 
if the goal of testing is to provide the candidate with the opportunity to perform to the best of his/her ability 
whatever the test delivery platform, tests must be developed or adapted specifically to suit the device in question. 
This needs to include not just test content and design but overall usability from a human factors perspective as 
well [2], [14]. Shalfrooshan [22] has suggested a change to the traditional test adaptation paradigm, via the 
concept of ‘mobile-first design’ (emphasis added): 

As the name suggests, mobile-first design is the process of designing a website or piece of software for 
mobiles or small-screened devices first, then working up to large-screened devices. This isn’t a new 
phenomenon and has been around for a few years but now that [mobile devices] are the primary device 
used for browsing the web, this has specifically impacted recruitment … Simply making a test 
compatible with mobiles is not enough; the format, what it is measuring, and the usability needed to be 
readjusted and rebuilt to ensure the candidate experience is optimal. 

Of course, on a more prosaic level, the concept of usability must also encompass the physical qualities or 
status of the device in question. Just as a broken hand might detract from an applicant’s performance on a 
paper-and-pencil test, so too might a cracked or broken screen on a tablet or smartphone detract from test 
performance on that particular device. Test administrators need to keep these kinds of issues in mind when 
developing test instructions and interpretation guides, whatever the medium they are working in. 

11.4.1.5 Multi-Stage Assessment – Different Tools for Different Jobs? 

Arthur and colleagues [1] suggest that the type of device upon which a test is delivered can affect performance 
on different types of tests (e.g., cognitive vs non-cognitive tests) in different ways. For example, it was noted that 
people completing a cognitive ability test on mobile devices tended to perform significantly worse than people 
completing the same tests on non-mobile devices; this impact was, however, not noted in the case of 
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non-cognitive personality tests. If this finding can be more widely and reliably validated, it suggests that that 
different delivery platforms might be best utilised for different parts, and at different stages, of the 
assessment process. 

For example, a text-based application form (un-timed), a general health questionnaire, and perhaps a personality 
test of some description might be provided to the potential applicant early in the recruitment process, 
for un-proctored completion on their device of choice in their own home at a time that suits them. For high 
stakes assessment including cognitive ability testing, however, an employer could specify (or even ensure 
technologically) that an applicant can only attempt the assessment using a particular type of device (e.g., tablet, 
laptop or PC, but not a smart phone), or require the applicant to attend a designated testing centre to undertake 
that part of the assessment [21]. Such a multi-faceted recruitment and selection process, if designed properly, 
would enable the employer to leverage most of the advantages of remote internet-based testing 
(e.g., convenience, increased access), whilst also ensuring the advantages associated with a more controlled, 
standardised approach (encouraging optimal candidate performance) are also recognised. 

11.4.1.6 Applicant Reactions 

How good the tests themselves are, how reliable the internet connection is, and how controlled the testing 
environment all matter little if applicants do not respond well to the assessment experience. While a 
well-designed and implemented testing program might be considered a reputational builder or enhancer for an 
organisation, a poor applicant experience, whether due to technical system issues, poor test design, even poor 
communications with the employer, will act as a deterrent. 

But do applicants react differently to testing on mobile devices than they do when the same tests are delivered 
via PC? King and colleagues [15] suggest that applicants do tend to react differently to tests delivered via a 
mobile device compared to a PC, with applicants tested on a PC reporting significantly more positive reactions 
to testing than those tested on a mobile device. Indeed, 92% of candidates surveyed in one particular study stated 
that they preferred to use a PC or laptop for ‘high stakes’ testing rather than a mobile device [9]. 

Shalfrooshan [22] supports this statement, claiming that just because smartphone usage is becoming ubiquitous 
in general life, with usage growing significantly, this may not be reflected in a candidate’s preferences regarding 
which test platform they would prefer. Citing internal (unpublished) research with university graduates, 
Shalfrooshan claims that 49.8% of subjects indicated that they would be most likely to use a laptop to complete 
online assessments, while just 30.4% indicated they would prefer to use a smartphone, suggesting the result 
could likely be put down to graduates basically being ‘intelligent’ (although perhaps ‘knowledgeable’ or 
‘self-aware’ might be a better term) enough to realise that doing tests in more controlled environment would 
likely be in their own best interests. Alternatively, this sort of result might also arise from some applicants being 
more committed to the employer and/or the process than others, and hence more likely to wish to optimise their 
chances of performing well. 

As noted previously, applicants’ test performance on mobile devices depends at least in part upon whether the 
test has been designed specifically for use on that device [2], [3] Similarly, applicant reactions to undertaking 
testing on a mobile device also appear to depend upon whether the test was designed specifically for that device 
[16], [17], or simply converted from some alternative platform. It is suggested that the primary underpinning 
factor here might well be a simple issue of functionality [10] – as systems and applications improve in general, 
and peoples’ expectations lift in response, any system that does not work smoothly will not be put up with by 
people in our increasingly rushed and time-poor society. 
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11.4.2 Managing Risk in a Mobile Device-Based Selection Context 
It is generally accepted by psychologists that the best predictor of future work and training performance is past, 
or better still current performance. However, work experience of this sort is expensive and, in organisations like 
the military, potentially hazardous, given that unlike civilian employers the military does not usually expect its 
recruits (especially in Combat Arms roles) to come in pre-trained and job-ready. As a result, various cheaper and 
simpler proxy measures of work potential are generally employed in place of work experience. These proxy 
measures cover the entire gambit of selection procedures, from work sample tests and assessment centres, 
through psychometric testing and interviews, to simple resume checking. These approaches tend to differ in 
terms of ease of application, cost, and validity; and as is usually the case, the best (i.e., most valid) solution will 
also generally prove to be the most resource intensive and expensive. 

With this in mind, what must be remembered when weighing the pros and cons of both internet-based testing 
and mobile testing is, essentially, that all psychometric testing in the personnel selection arena constitutes a risk 
– the better the risk management strategies employed (e.g., good test validity; consistency across platforms), 
the better the quality of the employment prediction made, and the better the outcome for both employer 
and employee. 

11.5 SUMMARY AND CONCLUSION 

This chapter looks at the increasing use of mobile devices as a means of delivering internet-based selection tests 
to applicants in a place and at a time of their own choosing. The advantages associated with mobile device-based 
assessment probably make this approach very attractive to recruitment agencies and organisations having to fight 
not just for talent in the labour market but also for internal resources. However, as this chapter demonstrates, for 
every perceived advantage or benefit that might come from conducting selection testing on a mobile device, 
there is likely to be a set of reciprocal costs associated with realising those benefits. Moreover, while increasing 
sophistication within a selection testing program might bring certain benefits to both the organisation and the 
individual applicant, these benefits must at all times be weighed against the potential risks resulting from 
reduced levels of organisational control over the test taking experience, and the longer-term costs associated with 
those risks. 

Accepting that different aspects of the recruitment and selection process might benefit from different approaches 
and different platforms and adopting a multi-faceted approach to military recruitment and selection, might for 
some countries prove a cost-effective way of managing the selection assessment process in a way that best 
balances the ‘risk vs reward’ equation in their national context. Offering job applicants the opportunity to 
undertake at least part of the military recruitment and selection process (including testing) on their own preferred 
device, be that mobile or fixed, at a time and place of their choosing, is likely to come to be considered an 
inevitable part of military recruitment. After all, as Preuss [21] points out: 

… your candidates are not only likely to have a smartphone and a tablet, they’re also likely to feel 
comfortable using these devices to conduct a range of different tasks, including searching for a new job. 
Offering your assessments [or at least a component thereof] via these devices is therefore the next 
logical step. 

Ultimately, senior military decision makers must carefully weigh up all the potential risks and rewards offered 
by the various combinations and options available to them, in order to make a fully informed decision that will 
(hopefully) best enable the organisation to meet the requirements of their mission. 
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Decision makers will need to consider very carefully a number of factors, ranging from psychometric, 
technological and financial factors, cultural mores and societal norms, and organisational appetite for and tolerance 
of risk, in determining whether their particular military organisation wishes to proceed down this pathway. 
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12.1 SUMMARY 

Chapters 6 through 11 of this report explored both the advantages and issues that must be considered when 
implementing online personnel assessment systems for military organisations. Chapter 6 identified that properly 
implemented digital testing systems can provide an efficient approach to the assessment of applicants for 
military occupations. The cost of managing paper-based tests is eliminated, changes to test items can be made 
quickly and universally, and digital testing platforms provide the opportunity to present more complex and 
advanced assessments. Chapter 7 noted that the ubiquity of the internet and its pervasive use by younger adults 
who are typically the target of military recruiting initiatives all but demand that our applicant assessment systems 
must be implemented online to the fullest extent possible. Moreover, as militaries often compete with private 
sector firms, the implementation of online application and assessment systems is becoming essential in order to 
retain the image of a modern employer [1].  

Moving assessment systems online brings with it advantages of convenient access for most applicants and 
reduction in the need for physical testing facilities and test administration staff. However, there is a trade-off; 
with online testing there is a significant reduction in test content security, an increase in the risk for cheating, and 
authentication of a test-taker’s identity is more difficult. These concerns were shared by many participating 
nations, as described in Chapter 8, and Chapter 9 detailed approaches to the identification and mitigation of such 
risks. Beyond these issues, the development of an online testing system to support military personnel selection 
objectives requires the implementation of a range of new resources and processes which are not needed when 
using traditional paper-based tests. The costs of these along with the benefits they provide are detailed in 
Chapter 10. As was noted in Chapter 8, most nations are in the early stages of the implementation of online 
assessment systems; however, advanced technologies such as smartphones and tablets enjoy ubiquitous use. 
Accordingly, it is reasonable to assume that there is an emerging expectation from potential applicants to be able 
to use such technologies for assessment purposes in the not-so-distant future. Chapter 11 provides details on the 
challenges with implementation of smartphone technologies.  

12.2 CONSIDERATIONS 

The development and implementation of an online applicant assessment system requires a consideration of the 
factors noted in the preceding chapters. These considerations may be grouped into four interrelated domains that 
are summarised in Figure 12-1. Details of the considerations are provided below. 

12.2.1 Online Software Implementation  
Moving to an online implementation of an assessment system requires the consideration of a number of issues 
beyond that of a simple digital implementation of an applicant assessment. Most importantly, the capability to 
develop and maintain a moderately sophisticated website, and possibly, the support of mobile implementations, 
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must be in place. Resources for this must either be present or will need to be acquired. The website must be able 
to support the security requirements such as user authentication, maintaining a secure repository of assessment 
items, as well as securely storing each test-taker’s personal information and their responses to the assessments 
administered. In addition, the provision of online assessments can result in higher volume of website or mobile 
site traffic which the system must be able to support. As the online implementation of assessments will result in 
their presentation on a range of devices with different operating systems, screen sizes and user input approaches 
(e.g., mouse, keyboards, touch-screens), it is important to enable quality assurance strategies to ensure the 
assessments are displayed properly and function properly on all devices authorised for test administration. 
As completion of the assessment may be considered higher-stakes and time-dependent, the level of on-going 
test-taker support though helpdesks may need to be reviewed.  

 

Figure 12-1: Considerations When Implementing Online Assessments. 

Online assessment functionality will likely be integrated with the organisation’s website and as such the look and 
feel of assessment tools and the work-flow for the completion of the assessments should fit seamlessly with the 
existing site. To support online implementation, a high level of communication between the test development 
group, the operational test management group, and the IT professional managing the online technology is 
essential. Each group should develop a good understanding of the other groups’ priorities and requirements.  
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12.2.2 Security  
The security considerations related to the implementation of online assessments expand beyond the typical 
concerns that might be covered through the development of other websites. For example, user authentication and 
cheating prevention are often critical features. An online webcam-based proctoring capability allows for easier 
authentication of the test-takers’ identity, and may reduce likelihood of test-takers cheating, but the systems are 
not infallible for the prevention of cheating or identity spoofing. The security of the test content is also 
paramount. Additional features may be added to the online implementation to ensure the assessments are not 
compromised by enabling digital monitoring algorithms that track sudden changes in test scores. Websites 
known for disseminating restricted information on assessments should be monitored for test content 
security breaches.  

While it is important to enable appropriate security measures, it is equally important to have in place policies and 
plans to quickly deal with breaches of security. Responses to situations such as the discovery that a test has been 
published to a social media site, or a webcam proctor suspects, but is not entirely sure, that a test-taker is 
cheating, must be determined in advance. It is also important that test-takers are aware of the security 
precautions in place in order to establish a sense of fairness for all applicants. Applicants who complete their 
assessment honestly must not perceive that they are at a disadvantage to those who potentially could have 
cheated, regardless of whether others are cheating or not. 

12.2.3 Assessment Management Policy 
Policies related to assessment management, such as the authority to implement a test and, more importantly, to 
stop the administration of a test because of possible security concerns, must also be determined in advance. 
Decisions to temporarily stop using or retiring an online test can potentially delay recruiting initiatives or impact 
other groups, such as those responsible for proctored testing. The impact of such decisions must be carefully 
weighed by appropriately qualified individuals and standard protocols must be established. Additionally, 
authority and policies to grant re-tests or test exemptions due to technology issues and other such issues must 
also be identified.  

12.2.4 Assessment Implementation  
When deciding on the nature of the assessments to be implemented, the considerations identified in the previous 
three sections should be acknowledged prior to establishing which assessment an organisation may wish to 
administer online. Implementation experience and resource limitations may lead to the decision to use a simpler 
implementation of an assessment; for example, focussing on a test that is less prone to cheating and, thus, 
somewhat easier to implement. The development and validation of online assessments requires significant 
resources; therefore, when considering options for which assessment to implement online, the scope should 
extend beyond the existing assessments currently being used by the organisation, to include other variations of 
existing tests in use, as well as altogether new assessments of the psychological constructs that are to be 
measured. It is also important to carefully consider how the assessment will be used in the online context. 
For example, unproctored pre-selection tests provide substantial information, often with fewer implementation 
considerations. As a result, cheating may be less of a concern as online unproctored pre-selection test results 
may be verified later in the selection process with a proctored version of the test. Moreover, computer adaptive 
tests reduce the potential of item exposure and cheating, but they come at the cost of developing and validating a 
large item pool prior to use. When exploring assessment implementation options, consideration must be given to 
how test results from the online version will be validated.  
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12.2.4.1 The Special Case of Cognitive Ability Assessments  

It is well recognised that cognitive ability is an important predictor of job performance [2], and consequently 
cognitive ability is a staple assessment in many selection processes, including the ones represented by this RTG. 
All nations responding to the RTG survey reported the use of one or more cognitive ability assessments in their 
applicant selection process (Chapter 8). The nature of most cognitive ability tests (i.e., the traditional fixed-item 
multiple choice response format with one correct answer) is also the reason why this test is one of the most 
challenging assessments to effectively implement in an online unproctored environment, as these tests are 
particularly vulnerable to compromises in test security, which influences the complexity of the implementation 
of an online assessment system. In other words, the nature of the test will determine the extent of the challenges 
associated with implementing an online assessment.  

12.3 CONCLUDING REMARKS 

For those exploring the implementation of an online personnel selection test, early success may be achieved 
through the implementation of a less complex test, and this experience may be leveraged to enable the 
implementation of a more complex test in the future.  
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13.1 OVERVIEW 

As alluded to in the introductory chapter of this report, diversity in the military workforce is becoming more vital 
not only in regard to recruiting personnel, but also in attracting those with the varied skills and competencies 
required for addressing complexity in work due to globalisation and technological advances. Consequently, 
personnel selection tools and processes must remain aligned with an organisation’s diversity initiatives to 
facilitate the achievement of strategic diversity objectives. Unlike other NATO publications on diversity which 
examined topics related to the integration of certain groups into the workforce to improve diversity 
(e.g., TR-SAS-120), this chapter is focussed on issues pertinent to personnel selection. Following a brief 
examination of the concept of diversity, we explore the current state of military nations with respect to 
diversity-related personnel selection practices, highlight personnel selection considerations in the context of 
diversity, and provide insight into an emerging area of diversity that has implications for personnel selection.  

13.2 THE CONCEPT OF DIVERSITY  

Diversity within a workforce setting is a complex phenomenon, which is reflected in the multifold definitions of 
diversity. Overall, there seems to be two general approaches to defining workforce diversity within the literature. 
A narrow view defines workforce diversity only as differences based on the traditional categories such as race, 
colour, religion, gender, and national origin. A broader view argues that workforce diversity includes all the 
ways in which people can differ, which means that besides the traditional categories, it also includes differences 
in values, abilities, organisational function, work tenure, personality and so forth [11]. Others [14] have a more 
integrative perspective and suggest that diversity as an overall concept can be divided into two levels: 
surface-and deep-level. Surface-level diversity refers to readily visible characteristics (e.g., age, gender, race, 
ethnicity). Deep-level diversity, on the other hand, refers to non-observable characteristics such as working 
tenure, professional competence, education, values, and opinions. The latter is often overlooked when evaluating 
the effectiveness of recruitment or personnel selection practices, as in one discussion [26] of the 
underrepresentation of various racial groups and recruitment challenges in the United States’ military.  

While some research stresses the importance of considering both surface- and deep-levels of diversity [15], 
others argue that even simple categorical variables may not be an accurate reflection of surface-level indicators 
[25]. For example, the long-standing approach to measuring gender as a binary variable (i.e., man and woman) is 
now considered to be inadequate for capturing the spectrum along which one’s gender identity could vary [48]. 
A systematic operationalisation of ethnicity has also been advocated, as there is no consensus on appropriate 
labels for diversity categories, whether they be ethnic groupings or biological sex differences [16]. 
Consequently, the measurement and operationalisation of diversity remains an issue, and it is beyond the scope 
of this chapter to cover or address. As much of the research on personnel selection focusses on traditional 
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categories of diversity variables (e.g., test score comparisons based on ethnic group categories [13]), 
our coverage of this topic is similarly limited to surface-level indicators of diversity, unless specified otherwise.  

13.3 CURRENT STATE OF DIVERSITY IN MILITARY PERSONNEL 
SELECTION  

To obtain insight into the extent to which diversity plays a role in military personnel selection practices, 
information was sought through a short survey of nation representatives participating in this RTG. Specifically, 
representatives were asked whether their military had a definition of diversity, and whether specific selection 
practices that reflect an attention to diversity (e.g., Research and Development [R&D] to monitor adverse 
impact, availability of multi-lingual assessments) exist within their organisation. The responses summarised 
herein are limited in that they reflect those of eight nations and should not be taken to represent the state of 
affairs across defence. Of those who responded, three representatives (Canada, Denmark, Germany) indicated 
that their military organisation had a definition of diversity at the time of the survey in 2018. With respect to 
specific selection practices that reflect attention to diversity, four representatives (Belgium, Canada, Finland, 
Germany) described practices such as evaluating for test score differences across gender, protected groups, and 
language, making selection tools (e.g., interviews) available in the nation’s official languages, culture-fair test 
development practices, and developing procedures to address the needs of specific groups (e.g., those with 
disabilities). Overall, there appears to be variation in the levels of interest in diversity issues across nations.  

13.4 IMPLICATIONS OF DIVERSITY FOR PERSONNEL SELECTION  

Various research literatures have highlighted the unintended consequences that diversity can have on personnel 
selection practices. Studies on cognitive biases and decision-making show that subconscious heuristics and 
biases among recruiters play a considerable role in the processes that lead to workforce homogeneity or diversity 
[8], [22], [38]. One study [22] identified that one of the most robust predictors of a recruiter’s assessment of a 
candidate during an interview is race similarity between the recruiter and the candidate. There is also evidence 
showing that migrants who express their unique cultural heritage are generally viewed by recruiters as having a 
lesser person-job match than migrants who associate more with the majority culture [17], [28], [38]. On the other 
hand, positive attitudes towards diversity among recruiters has been shown to positively affect the assessment 
and rating of a candidate belonging to a minority group [27].  

Another body of research pertains to the diversity-validity dilemma, a label used to describe the pervasive 
finding of ethnic sub-group differences in some cognitive measures used in personnel selection [16], [38], [41]. 
Cognitive ability tests tend to be popular within the field of selection because they have been found to be the best 
single predictor of job outcomes [47]. However, evidence from several studies suggest that cognitive ability tests 
can result in adverse impact against minority groups, having a negative influence on minority group 
representation in the organisation [37], [43], [44]. Consequently, the dilemma implies that robust personnel 
selection efforts and diversity goals are not always aligned. 

13.5 FAIRNESS CONSIDERATIONS IN PERSONNEL SELECTION 

Although fairness to all applicant groups has been foundational to the development of defensible personnel 
selection practices, fairness considerations take on added significance as the applicant pool becomes more 
diverse. This becomes particularly challenging when applicants represent an intersection of diversity indicators 
such as age, ethnicity, and language (e.g., older woman from a minority ethnic group who is proficient only in a 
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non-native language). In addition, applicants who vary on non-demographic indicators related to academic 
achievement (e.g., learning disabilities) and information processing (e.g., attention deficit disorders) must also be 
accounted for when examining the fairness of personnel selection practices. The Standards for Educational and 
Psychological Testing (referred to as the Standards henceforth [2]) and the International Test Commission 
guidelines [29] outline a set of principles dedicated to ensuring fairness in assessments. Given the thorough 
coverage of this topic in these two sources, the goal of this section is to simply raise an awareness of the kinds of 
considerations that must be given in personnel selection practices to fully embrace applicant diversity.  

Improving fairness in personnel selection implies improving accessibility for all diversity groups, where 
accessibility is described as ensuring that all applicants have an equal opportunity to demonstrate their level of 
skill or competence on a particular construct assessed by a test or assessment procedure [2]. In other words, 
efforts must be made to identify and remove variance that is unrelated to the construct, or construct-irrelevant 
variance, which may result from a particular diversity indicator. For example, a cognitive ability test containing 
questions with North American cultural content may be inaccessible or may introduce construct-irrelevant 
variance for applicants who have lived in a particular European country for most of their lives. Consequently, 
fairness in personnel selection practice requires applicant diversity characteristics to be considered at every stage 
of the selection R&D process: test development, test administration, and test score interpretation. Below, we 
highlight some considerations that must be given within each of these stages to ensure accessibility, particularly 
for diverse applicant groups.  

13.5.1 Test Development  
In their description of fairness in the design of assessments, the Standards [2] make reference to the principles of 
Universal Design (UD), a concept that was originally introduced in the architectural domain to create barrier-free 
buildings and facilities. UD is now well-known within the educational field where its principles are applied to 
create learning environments and assessments to ensure that all students have the same opportunity to express 
mastery of a construct during standardised testing [50]. The principles of UD are based on seven elements [50] 
which, when applied to the test development process, will ensure that diverse applicant characteristics are 
deliberately taken into account, including defining the construct(s) to be assessed by the test, identifying test 
content, response formats, and testing procedures [2]. Table 13-1 lists the seven elements and provides a brief 
description of general R&D considerations as they pertain to diverse applicant groups. These are taken from 
Canada’s recent review into the application of UD principles in the development of the Canadian Armed Forces 
personnel selection assessments (cf., Ref. [6]). For more detailed considerations, particularly with respect to the 
development of tests for use with cultural and linguistic groups, readers are referred to the International Test 
Commission’s guidelines [29] for the development of large-scale assessments for such groups.  

13.5.2 Test Administration 
The Standards [2] and the International Test Commission [29] describe principles that focus on the comparable 
treatment of all applicant groups during the test administration process. This includes minimising the 
introduction of construct-irrelevant variance in test scores due to, for example, personal biases of test 
administrators against certain diverse applicant groups, differential familiarity of certain applicant groups with 
the use of computerised technology, or the use of test instructions in a language that is not the primary language 
of the applicant (unless language is the construct assessed by the test). While standardised test administration 
procedures typically ensure equal treatment of all applicant groups, sometimes provisions or changes to the 
standardised test administration process are required to improve accessibility for some applicant groups. These 
provisions are often referred to as test accommodations or modifications. While both represent changes to or 
adaptations of the standardised testing protocol, test accommodations do not interfere with the construct assessed 
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by the test, whereas test modifications tend to change the construct assessed by the test [2]. Both could involve 
changes to the test setting (e.g., small quiet room versus group administration), response format (e.g., marking 
answers on test booklets versus bubble sheet), timing (e.g., allowing more time than the standard allotted time), 
content presentation (e.g., larger font, oral versus written presentation), or use of aids (e.g., translator, calculator) 
during testing [2]). As these changes have implications for test score interpretation (discussed in the next 
section), they must be accompanied by documented R&D evidence supporting their use. Such R&D may include 
consultations with professional experts, qualitative studies with members from a diverse group, and/or 
experimental research.  

Table 13-1: R&D Considerations Based on the Elements of Universal Design. 

Universal Design Element R&D Considerations 

Inclusive Assessment Population 

Deliberately recruit and engage diverse groups of individuals 
(representative of the applicant pool) during test development and/or 
field testing. 

Undertake accessibility evaluations and fairness reviews at the time of 
new test development/design by employing standard accessibility 
evaluation tools (e.g., Test Accessibility and Modification Inventory 
[TAMI], [5]) or using fairness review guidelines (e.g., Ref. [51]) to 
ensure the development of accessible test content/items. 

Precisely Defined Concepts 

Ensure that the operational definition of the primary construct of interest 
is clear, and that potential construct-irrelevant cognitive, sensory, 
emotional, social, and physical barriers (as they pertain to the applicant 
pool) can be identified and eliminated prior to test development. 

Accessible, Non-Biased Items 

Incorporate accessibility evaluation tools (e.g., TAMI, [5]) in the review 
of new assessments. 

Review current assessments (especially those that were developed a long 
time ago) to ensure accessibility for diverse applicant groups. 

When field testing of all assessment tools, deliberately include diverse 
groups representative of the applicant pool.  

For computer-based assessments, employ the use of existing frameworks 
(e.g., Accessible Portable Item Protocol [APIP], [49]) to ensure the 
transfer of accessible assessment content onto the delivery system. 

Amenable to Accommodations 

Should accessibility evaluations identify the need for test 
accommodations for some groups, determine the feasibility of such 
modifications (from a practical and legal standpoint), and conduct R&D 
to include such groups at the time of field testing, to ensure comparable 
measurement.  

Develop alternate (i.e., accommodated) assessment versions, if required, 
at the same time as standard assessment development. 
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Universal Design Element R&D Considerations 

Simple, Clear, and Intuitive 
Instructions and Procedures  

Gather feedback, from diverse end-users, on test instructions and 
procedures during field testing to ensure that these are designed to be 
simple, clear, and presented in understandable language without excess 
wordiness.  

Consider making sample or practice items of all operational assessments 
available to applicants prior to completing operational assessments. This 
will facilitate understanding and comfort with the test administration 
procedures and format. 

Maximum Readability and 
Comprehensibility  

Employ accessibility tools and standards (e.g., TAMI, APIP) in the 
review of all assessment content.  

Ensure grade-level equivalence of all assessment content. According to 
test development guidelines, testing instructions/content should be at 
least two grade levels below the specified entry requirement [4].  

Maximum Legibility  

Examine the feasibility of employing established standards (e.g., APIP, 
World Wide Web Consortium; W3C, [51] accessibility standards) in the 
coding of computer-based items to ensure that assessment items and tests 
can be delivered in a standard format, with the potential to address 
specific test-taker needs. 

Note: Original source [6] 

13.5.3 Test Score Interpretation  
Ensuring fairness to all applicant groups requires evidence that supports the validity of test scores for applicant 
groups that vary in terms of language, gender, culture, or other attributes. As test scores in personnel selection 
are used to make inferences about applicants’ level or standing on a construct, as well as their future 
performance on the job, evidence must be compiled to support both inferences [2]. The former is often supported 
by examinations showing invariance of constructs across various groups. These may include comparisons of the 
internal factor structure of the test, associations with other similar tests, and/or differential item functioning 
across various applicant groups [29]. Evidence for test score inferences about applicants’ potential to perform on 
the job, on the other hand, involves examining the criterion-related validity of the selection assessment in each of 
the diverse groups, with evidence showing comparable validity across groups [2].  

When comparable validity across diverse groups cannot be supported, efforts must be made to identify the 
underlying sources of these differences, to ensure that they result from construct-relevant rather than 
construct-irrelevant (e.g., applicant characteristics) factors [29]. When construct-irrelevant factors cannot be 
removed from an assessment, the assessment is typically adapted to a particular applicant group through test 
accommodations and/or modifications. However, accommodated or modified tests must be similarly supported 
by evidence to show that comparable inferences can be made to the original test about test scores from adapted 
assessments [2]. When an assessment is found to be valid, but adverse outcomes (not linked to 
construct-irrelevant factors) are found for some groups, decisions about the continued use of such assessments 
are typically addressed via policy, or through combining the results with those from other assessments. 
For example, the generation of composites based on the addition of non-cognitive assessments (e.g., personality) 
to cognitive ones has been presented as a strategy for addressing the validity-diversity dilemma [38], [39].  



DIVERSITY AND PERSONNEL SELECTION 

13 - 6 STO-TR-HFM-290 

13.6 NEURODIVERSITY: AN EMERGING CONSIDERATION 

This chapter would not be complete without discussing the concept of neurodiversity, a term that is used to 
represent a category of individuals who are neurologically different from the neurotypical population [7]. 
Neurodiversity first emerged in the 2000s as a movement to address the marginalisation of those individuals 
with autism spectrum disorders, with the goal of promoting the inclusion of those individuals within society and 
the acceptance of autism as a whole [30], [31]. Since then, some have suggested that the concept evolve to 
include other conditions, such as Attention Deficit Hyperactivity Disorder (ADHD), Tourrette’s syndrome, and 
mood disorders [7], [24]. However, much of the literature on neurodiversity focusses on individuals on the 
autism spectrum.  

13.6.1 Neurodiversity in Organisations 
Over the last decade, organisations have begun to recognise the many talents of neurodiverse individuals, and 
examples of their employment and productivity in organisation s have been on the rise. These are showcased in a 
special issue of the Journal of Management and Organization [32]. Examples include an internship program for 
neurodivergent individuals at a large financial institution, Deutsche Bank [42], as well as a work experience 
program to determine such individuals’ aptitude for performing in information technology (IT) roles at DXC 
Technology [12]. Microsoft also has a program through which it has successfully hired neurodiverse individuals 
for various roles such as software engineer, data analyst, or lab engineer [35]. An international effort that 
originated in Denmark is the Specialisterne Foundation, a concept and trademark that promotes the benefits of 
integrating the unique competencies of people on the autism spectrum in the workforce 
(see https://specialisterne.com). Branches are said to be present in 12 countries (e.g., Australia, Canada, France, 
Ireland, Singapore, Spain, United States). The program provides support to neurodiverse individuals and 
workforces to ensure inclusive environments, where individuals work in IT areas such as software testing, 
programming, or data entry.  

13.6.2 Neurodiversity in Defence and Related Sectors 

13.6.2.1 Israeli Defence Forces (IDF)  

When speaking of neurodiversity and the military, the IDF has been the primary and lead actor in the world 
through its recruitment of neurodiverse individuals for its geospatial intelligence unit, Unit 9900. This unit, 
formed in the early 2010s through the Ro’im Rachok (looking ahead) program, was initially developed to allow 
Israeli civilians on the autism spectrum to be eligible for military service [45]. Of note, military service in the 
IDF is mandatory. Those selected through the Ro’im Rachok program undergo training and apprenticeship for 
six months, and then proceed to serve for a mandatory period of 1 year, with an option to extend their terms of 
service [23]. Neurodivergent soldiers were initially employed in Unit 9900 to analyse geographical data such as 
maps and aerial surveillance photos, because of their supposed superior attention to detail which is said to 
constitute a major advantage [33]. To address the unit’s reconnaissance and target acquisition functions [1], 
recruits have also been called upon to acquire capabilities relating to intelligence collection in cyberspace, as 
well as software and system maintenance [33]. While Ro’im Rachok and Unit 9900 were designed to serve as 
force multipliers for the IDF, they were also meant to be a job program with the aim of providing autistic recruits 
with skills that would make them competitive in the workforce after their terms of service [33].  

 

https://specialisterne.com/


DIVERSITY AND PERSONNEL SELECTION 

STO-TR-HFM-290 13 - 7 

13.6.2.2 Australian Defence Organisation (ADO) and DXC Technology  

Under the Dandelion program, the ADO and DXC Technology partnered to develop a strategy for the 
recruitment and integration of people on the autism spectrum, aiming to capitalise on what they refer to as 
superior analytical skills and work drives [3]. Recruits were trained solely as cybersecurity analysts to work 
within dedicated pods or units in a civilian capacity. The ADO sees the initiative as a way to boost its 
capabilities, while also developing the capacities of the recruit (social, technical, etc.) so that they may be more 
successful in their future professional endeavours and lives in general [18]. Outside the strict borders of Defence, 
similar partnerships also seem to have been made with other Australian government organisations, such as the 
National Australia Bank [20].  

13.6.2.3 The United Kingdom  

Both the Royal Navy and Metropolitan Police have shown interest in supporting existing personnel within their 
ranks. Although no program exists for the specific recruitment of neurodiverse people, some military members of 
the United Kingdom have written about the potential of using such individuals in a data driven environment [24]. 
Further developments may follow on within the Royal Navy given that their second highest ranking officer, 
Vice Admiral Hines, publicly revealed that he was “on the spectrum” in a 2021 interview [9]. Vice Admiral Hines 
highlighted the potential of neurodiverse individuals to think differently, a key requirement for competing with 
adversaries, and expressed his wishes in making the Royal Navy recruitment process more adapted to the needs of 
neurodiverse individuals [36].  

13.6.3 Implications of Neurodiversity in Personnel Selection  
Personnel selection practices will need to employ innovative approaches to address the specific needs of 
neurodiverse applicants. As discussed earlier, applying the principles of UD will likely yield assessments that are 
fair and accessible for this group. This may entail the modification of existing selection tools, and/or the 
modification of constructs assessed by a tool. In such cases, comparability of measurement, validity, or test score 
inferences with the original assessment and/or across other groups will most likely not be applicable, but the 
resulting adaptation will yield a more accurate representation of the skills and abilities of neurodiverse individuals 
[2]. In addition, given that symptomatic manifestations of autism vary across individuals on the spectrum [32], it is 
possible that assessments will have to be tailored to the meet the needs of a specific individual. Consequently, 
traditional standardised assessment tools (e.g., structured interviews, standardised tests) are likely to be inaccessible 
to individuals in this group. For example, neurodiverse individuals are characterised as being socially inept, lacking 
the interpersonal and communication skills required to interview successfully [7], [40]. Alternate assessment 
approaches such as group socialising sessions with managers [40], formulating task-specific or knowledge-based 
questions and providing sufficient time to analyse [10], self-reported questionnaires containing the skills and 
interests of neurodiverse individuals [21], and work samples (e.g., robotic construction or programming [40]) that 
allow neurodiverse individuals to demonstrate their skills on tasks that closely approximate those in the work 
setting are other examples of assessments that may be suitable for this group [34]. As the goal with all these 
assessments is to maximise person-job fit, the work tasks to be performed by neurodiverse individuals on the job 
must be clearly identified to determine appropriate assessment or training opportunities that will allow them to 
demonstrate their Knowledge, Skills, and Abilities (KSAs).  

The selection of neurodiverse individuals is by no means an easy task and must be accompanied by supports or 
accommodations in the workplace to facilitate their integration and productivity. For example, a four-stage 
approach was proposed to identify neurodiverse talent for the cybersecurity environment [46]. It began with:  
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1) The specification of cyber-related KSAs;

2) The development of a gaming exercise within which to instruct or assess the KSAs;

3) The deployment of selected neurodiverse individuals within the workplace (along with necessary
accommodations, training, and education to support these individuals as well as their managers and
co-workers); and

4) The evaluation of the program to assess the economic or productivity benefits to the employer, but also
KSA improvements and benefits for neurodiverse individuals.

Implementing such a program in the defence context may be wrought with additional challenges. However, 
given reports that there are about 177 men and women currently serving in the Royal Air Force who have been 
diagnosed with autism [9], military personnel selection practitioners may soon be tasked with examining their 
current selection protocols to ensure that they remain fair and inclusive to the neurodiverse group. 

13.7 SUMMARY 

Drawing upon the Standards and the International Test Commission guidelines, this chapter draws attention to 
the many considerations that must be given to test development, test administration, and test score interpretation 
in order to ensure fairness to diverse applicant groups in personnel selection. The principles of UD, when applied 
at the outset (i.e., at the time of test development), are likely to yield assessments that remove 
construct-irrelevant variance and ensure that personnel selection practices remain accessible to all applicant 
groups. While these solutions pertain primarily to personnel selection R&D, equal attention must be given to 
issues concerning the attitudes and cognitive/decision-making biases of those entrusted with the operational 
administration of a personnel selection process. Training to increase personnel awareness of cognitive biases 
[19] and programs that inculcate positive attitudes towards diversity [27] are equally important in ensuring
fairness in personnel selection to all diverse applicant groups.
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Chapter 14 – ADVANCES IN MILITARY PERSONNEL 
SELECTION: NEXT STEPS 

The information contained in this report represents the culmination of a collaborative effort to understand the 
state of affairs with respect to three divergent topics that are of significance to military personnel selection across 
nations. Nation representatives have had the opportunity to learn about each other’s respective military personnel 
selection systems, current efforts, and future plans. In all three areas of focus (i.e., integrity, online testing, and 
diversity), nations appear to be at different phases in their efforts to advance their respective military selection 
procedures and processes. This report provides insight into some of these efforts. In the area of online testing, for 
example, commonalities in online implementation practices, as well as challenges that emerge from these 
implementations, are evident across nations. In the area of integrity testing, progress appears to be limited by a 
lack of consistency in understanding integrity, which has impacted its consistent assessment across nations. 
Diversity remains an area of significance to many military nations, but the scope of initiatives to address 
diversity-related issues in military personnel selection varies across nations.  

Moving forward, as nations embark on initiatives to address requirements specific to their own organisation, 
there is an opportunity to learn from the experiences gained by other nations. As explained in Chapter 1, the 
ever-changing environment will require each nation to adapt and innovate their selection procedures in order to 
remain competitive. The assessment of applicants to our militaries is changing and becoming more complex. 
The consequences of doing it wrong are considerable and can range from the placement of individuals into less 
suitable occupations to legal challenges. The work of this RTG cannot cease with the publication of this report. 
There are several sub-areas of interest that will benefit from collaborative sharing of information. At the present 
time, some of these areas are listed below, but may include new (currently unknown) areas as well.  

Online Testing  

• Online software implementation 

• Security 

• Assessment management policy 

• Assessment implementation 

• Advanced online testing software applications (e.g., machine learning and artificial intelligence). 

Integrity Testing 

• Operationalisation or assessment of integrity as defined in Chapter 5 

• Emerging approaches to assessing integrity 

Diversity 

• Application of universal design principles (see Chapter 13) in the development of selection tools 

In closing, we reiterate that in order to sustain advancements in military personnel selection, there is a need to 
leverage the collective knowledge, experience, and expertise of nations on a continual basis. We, therefore, 
invite and encourage future collaborations among nations, but also call for the establishment of planned technical 
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activities within NATO STO in the form of events (e.g., symposia, workshops, specialist meetings); educational 
activities (e.g., instructor-led lecture series) to facilitate the exchange of information, focussed discussions, and 
state-of-the art knowledge; or exploratory teams around a particular focus area (e.g., emerging technologies). 
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Annex A – ONLINE TESTING: STANDARDISED TERMINOLOGY 

When the RTG first met and started discussing various aspects of military selection testing, it quickly became 
clear that common terms were used differently by the representatives of the different nations. To improve 
communication, for the purposes of this report, the following definitions have been agreed upon:  

• Computer-based testing or digital testing: This refers to any test that is delivered by a computer.  

• Internet-based testing or online testing: Any test administered through the internet.  

• Mobile testing: Completion of an internet-based test on a cellular phone or tablet. 

• Pre-selection test: A screening test, often used early in a job applicant selection process, with the goal 
of filtering out candidates who do not match the job profile.  

• Personnel selection test: A systematic and standardized assessment procedure for measuring job 
applicants’ abilities, behaviours, or other qualities that is used in a selection process.  

• Proctored testing: A testing environment where someone is either supervising or monitoring a test 
taker as they complete a test, either directly or via a webcam to reduce the possibility of cheating or 
recording test items.  

• Unproctored Internet Testing (UIT): A situation where candidates are not monitored as they complete 
a test. 

  



ANNEX A – ONLINE TESTING: STANDARDISED TERMINOLOGY 

A - 2 STO-TR-HFM-290 



 

STO-TR-HFM-290 B - 1 

 

  

Annex B – ONLINE TESTING BENCHMARKING SURVEY (2018) 

• Response ID. 

• Which nation do you represent? 

• Which nation do you represent? [Other]. 

• What is your name? 

• What is your email address? 

• What is the name of the test? 

• What category does this test fall into? 

• What category does this test fall into? [Other]. 

• What is this test? 

• Please indicate when this test was first implemented. 

• Please indicate when you plan on implementing this test. 

• Briefly describe what the test is designed to evaluate and the nature of the test items. (e.g., cognitive ability 
test with traditional problem-solving test items. In total there are 50 test items. Test takers choose one of 
5 multiple choice options. Test items are scored as one point for each correct answer.) 

• Please provide information about how the content for your test is developed. For example, is it developed 
“in house”, obtained through private test vendors, or a combination? Please provide details. 

• How is the test administered? [Digital test (not online) – proctored]. 

• How is the test administered? [Digital test (not online) – unproctored]. 

• How is the test administered? [Online test – proctored]. 

• How is the test administered? [Online test – unproctored]. 

• How is the test administered? [Paper-based test – proctored (as a backup in case of computer failure)]. 

• How is the test administered? [Paper-based test – unproctored (as a backup in case of computer failure)]. 

• If the test is administered in more than one way (more than one box was checked in the previous question), 
please identify approximately what proportion of the applicants complete the test using each method. 

• Can this test be completed using a: [PC / laptop computer]? 

• Can this test be completed using a: [Smartphone]? 

• Can this test be completed using a: [Tablet]? 

• Can this test be completed using a: [Other]? 
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• Please provide information on how the software and digital content (multimedia files, etc.) are developed for 
your test. Is the test developed “in house”, obtained through private test vendors, or a combination? Please 
provide details. 

• Briefly describe the test administration process. Include information on how candidates are invited to take 
tests, how the test taker’s identity is authenticated, at what stage in the recruiting process does the candidate 
complete the test, and is feedback given to the candidate on their performance? If the process is the same as 
for a previous testing process you have described, simply state this, and make sure to identify the previous 
testing process. 

• Depending upon the type of test there could be concerns over candidates cheating and test content security. 
Please identify such concerns and how they are addressed. If the concerns are the same as for a previous test 
you have described, simply state this, and make sure to identify the previous test. 

• Aside from issues related to candidates cheating and test security, from technical perspective, how satisfied 
is your selection centre with the current test administration process? (consider issues such as system 
reliability, ease of making changes to software, and so on). 

• Please indicate why you are satisfied or unsatisfied with the test administration process. 

• Please identify any aspects of the test administration process you are considering changing. 

• Is there a proctored follow-up to validate the unproctored test results? 

• How is the follow-up test implemented? 

• Are you currently using or planning to implement additional tests? 
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Annex C – ONLINE TESTING BENCHMARKING  
SURVEY (2021 UPDATE)  

Nation: 

Completed by:     Email address:  

As it has been a while since the original survey, and as the COVID situation might have affected both your 
selection procedures and the development and/or use of online tests, please respond to the questions below.  

Q1. Has the COVID situation affected any of your selection processes?  

• Yes [    ] No [    ] 
If yes, please describe below: 

• Selection process (which selection process): 

• Challenges: 

• Solutions: 

• Experience with solution: 

•  Selection tool (which selection process): 

• Challenges: 

• Solutions: 

• Experience with solution: 

Q2. Has any recent development (e.g., COVID, tech development, org changes, economy, etc.) affected your  
use/development of online tests? 

• Yes [    ] No [    ] 
If yes, please describe below: 

• How? 

Q3. Have you, since the survey of 2018, completed any developments to your tests, or have new insights you 
can share regarding online tests? 

• Yes [    ] No [    ] 
If yes,  

• New developments: 

• New insight: 

• Other comments: 

• Please share: 
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selection practices, and neurodiversity initiatives within defence are explored. Drawing upon the 
current state of practice and research, this report hopes to raise awareness of and provide guidance on 
topics that deserve consideration in military personnel selection. 
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